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About This Guide
Conventions used in this guide to make sure that you perform certain tasks properly, take note of the following

symbols to use throughout this manual.

On-Line Manual: This icon will show on the screen Application software, click this icon will pop up

the operation manual of this window screen section.
; * WARNING: Information to prevent injury to yourself when trying to complete a task.
l\}\ WARNING: Information to prevent injury to yourself when trying to complete a task.

' . CAUTION: Information to prevent damage to the components when trying to complete a task.

//f IMPORTANT: Information that you must follow to complete a task.

NOTE: Tips and additional information to aid in completing a task.

FCC Compliance Statement

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:
This device may not cause harmful interference, and this device must accept any interference received,
including interference that may cause undesired operation.

FCC Warning

This equipment has been tested and found to comply with the limits for a Class B digital device, according
to Part 15 of the FCC Rules. These limits design to provide reasonable protection against harmful
interference in a residential installation. This equipment generates uses and can radiate radio frequency
energy and, if not installed and used following the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation.
Suppose this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on. In that case, the user is encouraged to try to correct the
interference by one or more of the following measures:
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® Reorient or relocate the receiving antenna.

® Increase the separation between the equipment and receiver.

@ Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
@® Consult the dealer or an experienced radio/TV technician for help.

® Shielded cables and I/0 cords must be used for this equipment to comply with relevant FCC regulations.

License Agreement

Notice to end-user: please read the following legal agreement carefully. Use of the Witness or any of the
software provided with this agreement constitutes your acceptance of these terms. If you do not agree with
the terms of this agreement, PROMPTLY RETURN the Witness system, Witness, AnyView Pro and
FreeView Pro, any related software and the included items (including the Witness video system, written
materials and containers) to the location where you purchased them for a full refund.

1-1. License Grant. I-View grants to you (either as an individual or an entity) a personal, nonexclusive,
nontransferable license to use one copy of the executable code of the I-View's Witness, FreeView Pro and
AnyView Pro on a single CPU residing on your premises. The term of this Agreement will be for the
duration of I-View’s copyright in the Witness, FreeView Pro and AnyView Pro. You may assign your
rights under this Agreement to a third party who agrees in writing to be bound by this Agreement prior to
the assignment, and provided that you transfer all copies of the Witness, FreeView Pro and AnyView Pro
and related documentation to the third party or destroy any copies not transferred. Except as set forth
above, you may not assign your rights under this Agreement, nor shall you rent, lease, sell, sublicense or
otherwise transfer the Witness, FreeView Pro and AnyView Pro.

1-2. Reverse Engineering. You may not reverse engineer, decompile or otherwise disassemble the Witness,
FreeView Pro and AnyView Pro except to the extent that applicable law expressly prohibits this
restriction.

1-3. Copyright. Title and full ownership rights to the I-View's Witness, FreeView Pro and AnyView Pro will
remain the exclusive property of I-View or its suppliers, and you will not acquire any rights to the
I-View's Witness, FreeView Pro and AnyView Pro except as expressly set forth above.

1-4. Maintenance. [-View is not obligated to provide maintenance or updates to you for the Witness
system and transport to Witness, FreeView Pro and AnyView Pro. However, any maintenance or updates

by I-View shall be covered by the Agreement.



1-5. Disclaimer of Warranty. |-View warrants that the Witness system, the witness FreeView Pro and
AnyView Pro and related software will perform substantially in accordance with the accompanying
documentation and those CD-ROM diskettes are free from any defects for a period of 90 days from the
date of purchase (limited warranty). Except for the foregoing limited warranty, 1-View expressly
disclaims any and all other warranties, whether express or implied, including without limitation, the
implied warranties of merchantability, fitness for a particular purpose, and non-infringement of third
party rights. If law does not permit such disclaimer of any implied warranty, the duration of any such
implied warranties is limited to 90 days from the date of purchase. Some countries do not allow the
disclaimer of implied warranties, limitations on how long an implied warranty lasts, or the exclusion or
limitation of incidental or consequential damages, so such limitation as or exclusions may not apply to
you. This warranty gives you specific legal rights and you may also have other rights, which vary, from
state to state.

1-6. Customer Remedies. In the event the Witness system or related software does not meet or conform to
the Limited Warranty, I-View’s entire liability and your sole and exclusive remedy shall be, at I-View's
option, either to (a) correct the error, (b) help you work around or avoid the error or (c) authorize a refund
50 long as the Witness system documentation and CD-ROM diskettes are returned to I-View with a copy
of your receipt. This Limited Warranty is void if failure of the Witness system has resulted from accident,
abuse, or application. Any replacement Witness system will be warranted for the remainder of the
original warranty period.

1-7. No Liability for Consequential Damages. In no event shall its suppliers be liable to you for any
incidental, indirect, special or consequential damages of any kind rising out of or related to this
agreement or use or inability to use the related software, even if I-View has been advised of the
possibility of such damages.

1-8. Please acknowledge that the laws and regulations of the Taiwan R. O. C. restrict the export and
re-export of commaodities and technical data of Taiwan R. O. C. origin. You may not download or
otherwise export or re-export the Witness system or related software or any underlying information or
technology except in full compliance with all United States and other applicable laws and regulations.
You agree to indemnify and hold I-View harmless from and against any and all liability arising from or
relating to your breach of this Manual.

1-9. Governing Law; attorneys' fees. The laws of the Taiwan R. O. C will govern this agreement. Without

7



regard to conflict of law principles. The R. O. C. Convention on Contracts for the International Sale of
Goods is specifically disclaimed. The prevailing party shall be entitled to recover its reasonable attorneys'
fees in the event of a dispute arising out of or relating to this Agreement.

1-10. Entire Agreement. This is the entire agreement between you and I-View with respect to the use of the
Witness, FreeView Pro and AnyView Pro, which supersedes any prior agreement, whether written, or
oral, and all other communications between the parties relating to the subject matter of this Agreement.
Should you have any questions concerning this Agreement, please contact I-View directly at one of the

numbers or addresses listed at the beginning of this manual.

Trademark

DigiCap II, DSecu, AnyNet, e-Witness, AnyNet, u-Witness XP, x-Witness, FreeView Pro, AnyView Pro,
PDAView, MobileView, QuickPark and QuickFace are registered trademarks of 1-View Communication Inc.
Microsoft, Windows 95, 98, ME, Windows2000, XP, Vista and 7 are registered trademarks of Microsoft

Corporation. All other trademarks are the property of their respective holders.

Customer Support
If technical problems arise with the use of our products in which you and your vendor cannot resolve, please

try the following: If you have an Internet connection, visit the 1-View website http://www.i-view.com.tw

(Taiwan) for any software or product updates, or email to support@i-view.com.tw (Taiwan) or Tel:

886-3-510-3001 Fax: 886-3-510-3002 (Taiwan). We are dedicated to providing the highest quality support.
E-mailing our tech support will give you the chance to document each of the above items in a very clear and
concise manner and will give our support team a chance to document any problems and respond with

thoroughly researched answers.


http://www.i-view.com.tw/
mailto:support@i-view.com.tw

Chapter 1 Product Introduction
1-1.Model Description

Model

Description

AnyNet-1604 Lite

16 channels I-View’s IP devices and/or 16 channels third-party IP devices digital

video recorder provide up to 50TB HDD capability (10TB x5).

AnyNet-3204 Lite

32 channels I-View’s IP devices and/or 32 channels third-party IP devices digital

video recorder provides up to 50TB HDD capability (10TB x 5).

AnyNet-3204/1604

32/16 channels 1-View’s IP devices and/or 32 /16channels third-party IP devices
digital video recorder provide 4 hot-swap SATA drive bays up to 40 TB HDD
capability (10TB x 4) with Raid 0, 1, 5,10 function.

AnyNet-3208/
AnyNet-6408

32/64 channels 1-View’s IP devices and/or 32 /64 channels third-party IP devices
digital video recorder provide 8 hot-swap SATA drive bays up to 80 TB HDD
capability (10TB x 8) with Raid 0, 1, 5, 6,10 function.

AnyNet-6416/1616 | 64/16 channels I-View’s IP devices and/or 64/16 channels third-party IP devices
digital video recorder provide 16 hot-swap SATA drive bays up to 160 TB HDD
capability (10TB x16) with Raid 0, 1, 5, 6,10 function.

AnyNet-6424 64 channels I-View’s IP devices and/or 64 channels third-party IP devices digital

video recorder provide 24 hot-swap SATA drive bays up to 240 TB HDD
capability (10TB x24) with Raid 0, 1, 5, 6,10 function.

AnyNet-12824

128 channels I-View’s IP devices and/or 128 channels third-party IP devices
digital video recorder provide 24 hot-swap SATA drive bays up to 240 TB HDD
capability (10TB x24) with Raid 0, 1, 5, 6,10 function.

. Redundancy Power supply and 4/6/8 monitors display are optional.

/;

1
2. The maximum HDD writing speed cannot exceed 180 M/S for 4 Bays Raid NVR system and

250 M/S for 8 Bays NVR system. Please make sure the data size of the system will over

than the HDD writing speed or not when you choose the Anynet-3204 or 6408 NVR

3. The most 7200RMB SAVAII/III HDD can capability with NVR. You can call your local

dealer before buying the HDD; the Enterprise HDD is a strong recommendation.

4, We recommend using the same model HDD on a system when you use the Raid 5 or 6.
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1-2.Product Package Content
Thank you for choosing the I-View Embedded NVR system.  Before you start installing the

hardware devices with the NVR, please check the items of the product package with the list

below,

\/ Recover USB Flash disk
\/ User manual & Power cable
\/ Screws for HDD installation

Mouse

y) 7
// If any of the above items are damaged or missing, contact your retailer.

1-3.Recommend HDD List

Seagate

Model Size Type
ST4000NM0035 4TB SATA 6 Gb/Sec.
ST6000NMO0115 6TB SATA 6 Gb/Sec.
ST8000NMO0055 8TB SATA 6 Gb/Sec.
ST10000NM0086 10TB SATA 6 Gb/Sec.

Western Digital

Model Size Type

WD4002FRYZ 4TB SATA 6 Gb/Sec.
WD6002FRYZ 6TB SATA 6 Gb/Sec.
WD8002FRYZ 8TB SATA 6 Gb/Sec.
WD101KRYZ 10TB SATA 6 Gb/Sec.
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1-4. Product Overview
Front Panel of AnyNet Embedded NVR System

» Anynet-3208/6408/6416/6424 Rear Panel

© © N o g & w Dd P

AnyNet-6416
DVD drive

AnyNet-6424

Remove Hot-swap HDD

USB 3.0 ports

Power Switch

System reset button

Alarm Mute button (Revised);
System HDD Activity indicator LED
Power indicator LED

Failed indicator LED (Revised)

10. LAN1 & LAN 2 indicator LED (Revised)
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AnyNet-6416 AnyNet-6424/12824

1.Power supply: The power supply can be selected optional redundancy power supply.

2.Supplied power cord: Connect one end to the AC input.

3.Power switch: Turn on/off the power supply.

4.PS2 keyboard/ mouse combo port:  This port is for a PS2 keyboard/mouse.

5.USB port: For USB device plug-in.

6.HDM I port: This port is for an HDMI monitor.

7.SIPDIF port: Audio output port.

8.VGA port: 15-pins ports for VGA monitor or device.

9.DVI-DL port: Support DVI-D Signal output only.

10.e-SATA port: Plug e-SATA devices.

11.RJ-45 LAN port#1: Connect to Switching HUB. The default IP address is 192.168.1.1

12.USB port: For USB device plug-in.

13.Line in (Blue): This port connects to CD, DVD audio sources. Speaker out (Lime): This port
connects to the speaker. Microphone in (Pink): This port connects to the microphone.

14.RJ-45 LAN port#2: Connect to Switching HUB. The default IP address is 192.168.0.1

12



> Anynet-1604/3204 Front Panel

00

Anynet-1604/0804 Lite Front Panel

1
2.
3.
4.
5.
6.

Remove Hot-swap HDD
Power Switch

System reset button
Power indicator LED
HDD indicator LED
USB 3.0 ports

13
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> Anynet-1604/3204/1604L ite /0804 Lite Back Panel

10 11
A A A
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HO000H000000000000P00
HO000H000000000000p00
HO00H000000000000Pp0O0 5
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L — =N [ PP o 2 PSR A AR BAIID)

1.PS2 keyboard port: This port is for a PS2 keyboard.

2.DVI-DL port: Support DVI-D Signal output.

3.USB port: For USB2.0 device plug in. -

4.USB port: For USB3.0 device plug in.

5.HDMI port: This port is for an HDMI monitor.

6.Line in (Blue): This port connects to CD, DVD audio sources. Speaker out (Lime): This port
connects to the speaker. Microphone in (Pink): This port connects to the microphone.

7.Supplied power cord: Connect one end to the AC input.

8.Power switch: To turn on/off the power supply.

9.PS2 mouse port: This port is for a PS2 mouse.

10.RJ-45 LAN port#1: Connect to Switching HUB. The default IP address is 192.168.1.1

11.VGA port: 15-pins ports for VGA monitor or device.
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Chapter 2 Hardware Installation

L Please use the HDD that supports 7200 RMP or above and the same model when using the

Raid 5 or 6 modes.

> Install Hard Disk Drive

(O Remove protects tray from the tray.
@ Insert the HDD on the tray.

@ Attach with four screws to fix HDD.
@ Push the lever to latch the HDD tray.

@ Pull the lever to latch the HDD tray.
(@ Slide tray from HDD tray.

(D Release two screws on the backside and

two screws on both left and right sides.
(2 Thumb finger touches downward, and then
: push back the rear back cover.
(® Put hand on the front top cover pull it out.

15



2-1.How to build up the Raid HDD function?

In this process which you can set up the Raid card from the Raid application Program. You can

follow up the steps as below:

Click @ button from the Control panel of NVR to enable the Raid setting diagram.  In this
process which you can modify the Raid card setting from NVR’s O.S. (Operation System)

Use Configure Host o configure the hosts that you want to view

@
IP Address 12700.1 Discover Host Contigure Host.. |
Remote servers:
Host IP Address Qperating System Health
EmbeddedPC 127001 |Windows 7 |@ Optimal

Step 1.Click the IP address, and the default IP address is 127.0.0.1, then enter the User name/

Password to click the “Login” icon. The default is admin/(No password) or

Administrator/(No password).

/@/f If you change the “administer account ““ user name & password of Windows O.S., the Raid card
username/ password should be the same as the changed “administer account. «

Berver 127001

T your Operating Svatem's login vsermams i@
and password to login the MAM server -

Uzer Neame: admj_nl
Pazsword:
Login Maode: Full Aceess =

| Login ||| Cancel
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Step 2. Select the ”Logical” section, then select the “Virtual Device” item.  Right-click Mouse

and then choose the “Set Virtual Drive Properties” icon.

g MWegaRAID Storage Manager - 16.02.00.04
Manage GoTo Log Tools Help

R EAQ

| 1
Dashbosrd | Physicdl| Logisel

[‘@ < :l Properties |

Create Virtual Drive

< Enclosure : STH10462301 40 (20, £lat: 0, Enable Alarm
Enclosurs : STH10462301 40 (29), Slat: 1,
Enclosurs : STH10462301 40 (29), Slat: 2,

Start Patrol Read

Step 3. Setup Raid 5 or 6 or others mode, then Ctrl + HDD list to choose multi HDDs at a time.
Click the ““ Add * icon to select the HDDs listed.

AvaGo

.RAID 5 ~ | [EHEL This RAID level s enitable for multi-vser environmentsidatabase
AL o e srstemn) with large IO size and high proportion of read activity,

a Create Drive Group - Drive Group Settings

Create the drive gmuﬂ_hy specifying the R ATD level and Drive security method

Tirive sscurty method

Helect

Dipive security will make the virtual dive secure by applying encryption logic fo
underlying data in the drive

3 Diive groups:

Q Controllerd: L3 MegaRAID SAT 9260-8i(Bus 1

0
Add Hot Spare »

<< Remove —
1 [ | r

Create Divive Group Create Span

Cangel ][ Back ] et [ Help ]
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Step 4. Click the ““ Create Drive Group” icon and then click the “ Next.”

a Create Drive Group - Drive Group Settings @

AvaGco

Create the drive group by specifying the RAID level and Drive security method.
RAID level:

RAID 5 .? This RATD level is suitable for multi-user environments{database
B o: e systern) with large 10 size and high proportion of ead activity.
Dirive security method :
Salect Dirive security will make the wirtual drive seenre by applving encryption logic to
wnderlying data in the drive
Select unconfigured drives: Drive groups:
Diive Type Capar @ (;gntxnllzrﬂ' LSl egaRAID 243 9260-Bi(Br -
0 =
< Enclosurs - BOHI046230. SATA 93150 & GAIER e e OHI046270140 (3) N
- )y &
C‘;) Enclosure : B0H1045230... 3AT4 93151 444 Hot Spare » Enclnsure - BORID4E2301 40 (209, §
2 Enclosure : B0H1046230... 3ATA 93151 Bl COH 10462201 A0 (29,
7 Dslocasen - ONUTINAEAZ0 @0 T4 021 E1 P — e lose @24, -
€ [ | 3 4 | [ | 3
1 G

Step 5. Check the parameters of the setting, same as below or not?  If yes, please click the

“Next* icon.

Specify parameters for the new virtual dxive. Dinive groups:
Virtnal dgive name: | ¥D 0 B"@ Controller(: L3I MegaRAID $43 9260-8iBus 1,Dev 0,Domain 0
Caparity: 7269 =] Units: [ TR & |

Initialization state: | Fast Initislization | | 2

Strip size: (256KE ~ |

Read policy: | Always Read Ahsad | 3
Tlrite policy: :Always Tyite Back 4
L0 policy: DirectID v |

Aeeess policy: :Rearl Trite - 5

Disk cache palicy: | Disabled |
- - 4 1 | »

Update Virtual Drive Create ¥irtual Drive 6 Remove Virtual Drive
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Step 6. Click “Yes” to confirm the Raid parameters are setting, and then the Raid mode will show as

below.
Always Write Back Selected @
Alw ays Write Back mode provides optimal perfarmance, but data lass will
. l . oceurif there is a power failure and no cache battery installed or the battery
is failed or discharged.
Areyou sure you want to select Always \Write Back mode?
&M
B Create Virtual Drive - Virtual drive settings \j/ @
Specify parameters for the new wirtual drive. Drrive groups:
i (e - v B'@ mtroller): LE] MegaRATD S43 9260-8i(Bus 1,Dev 0,Domain 0
irtal name _| h4p
i : Wirtual Drive 0,¥D_0:20897 TR
Capacity: 02| Units: | TB -
Tnitializatinn state: NDT itialization - ]
Strip size: (256 KB |
Read policy: | Always Read Ahead + |
Wirite policy: | Wite Back -
140 policy: DirectI0 |
Aecess policy: :Rearl Tl rite v:
Disk cache policy. | Disabled |
L J . i | »
TUpdate Virtnal Diive Create Virtual Drive Remaove Virtual Drive 2
—
Cancel ] [ Back ]|[ Wext ]|[ Help ]
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Step 7. Click the “ Finish” icon and “OK” to confirm the Raid setting.

g Create Virtual Drive - Summary @
Review the sumumary and go back if you need to make comections. The wirtual drive(s) will be created when wou click finish.
Sy
Drive group name: Drive Groupl
E&ID Level: B4ID 5
Wumber of drives used: 24
Drive security method: No Encryption
Hot Spare No
Total capacity: 20,807 TB
Virtual drive 1| name: wD_Q0
Capacity: 20,897 TB

4
1
[ Comsel || Back ]l[ Finish ]l[ Help |
=8 CreateVirtual Drive - complete @

The virtual drivels) successfully created.
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2-2. How to format the HDD from the NVR system?

You need to format the HDD from the NVR system when using the Raid HDD or standard HDDs.

The O.S. of NVR is Embedded 7, and the format HDD processes the same as Windows 7. You can

follow up on the process

Step 1. Click & button from the Control panel; the diagram of the HDD setting will pop up as
below. Move the mouse to the “Format* icon and then right-click of Mouse, then check the
“GPT” section (If the HDD size was bigger than 2TB) or MBR (HDD size less 2TB)and
click “OK” to start to format the HDD.

4Disk 0
Basic System Reserved (C:)
1491 GB 1491 GB NTFS
Online Healthy (System, Boot, Page File, Active, Primary Partition)
aDisk 1
Basic New Yolume (D:)
1304044 GB 13040.44 GB NTFS —
o Heaty Prman o £
3 “You must intialze a disk before Logical Disk Manager can access it
- il Seleat diks
3CD-ROMO Dk 1
D) Mark Pattition as &ctive s
Mo Media
Extend Volume... Use the follawing partition style far the selected disks:
Shrink Volume. MR [Master Bool R

& GPT (GUID Partition Table)

Note: The GPT partition style s nat recagnized by al previous versions of
Wwindows, It is recommendsd for disks |arger than 2TE, or disks used on
Properties Itaniumbased computers.

Help Cancel

Add Mirror,

Delete Volume.

Step 2. Click the “ New Simple Volume “ icon, then click the « Next « icon.

L_aDisk 0

Basic (c:) {D:)

298.09 GB 100,00 GB NTFS 198,09 GB NTFS

COnling Healthy (System, Boot, Page File, Active, Crast | |Healthy (Primary Partition)

L =Disk 1 e

Basic
57.14 @B 57,14 B
Online Unallocated Hew Simple Volume. ..

Iew Sganned Yaolume. ..

= e [lew Striped¥olume, .
i —— ;
e ———  MewMirrored Yolume,.,
Removable (F) ’
15.12 GB 15.12 GB FAT [ew RAID-E Volume ..
Onli i
rling Healthy {Activ -
Help

N Unallocated [l Primary partition
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Step 3. Specify the volume size which
you want to the format for the

HDD.

Step 4. Assign drive letter or path.

Step 5. Format the HDD partition; you
can refer to the setting as
diagram setting on the right

side.

New Simple Yolume Wizard

Specify Yolume Size
Choose a volume size that is between the maximurn and minimum sizes

aximum disk space in MB:
Minimurn disk space in MB: 8

Simple volume size in MB:

Cancel

< Back. I et » I

New Simple Yolume Wizard x|

Assign Drive Letter or Path
Far easier access, you can azsign a diive letter or drive path to pour partition.

F =
Erowse...

& pssign the following drive letter
£ Mot in the fallowing empty NTFS folder:

Do not assign a drive letter o dive path

Cancel

< Back I Mext > I

New Simple Yolume Wizard

Format Partition
To store data on this partition, you must format it first.

Chaoose whether you want ta format this wolume, and if so. what settings you want to use.

" Do not format this volume

& Format this volume with the Follawing settings:

INTFS 'I
IDEfau\I 'I
INaw WVolume

[~ Enable file and folder compression

File spstenm:
Allocation unit size:
Wolume label

¥ Perform a quick format

Cancel

< Back I Next > I




Step 6. Click the “Finish” button to finish HDD format.

New Simple Yolume Wizard

Completing the New Simple
Volume Wizard

You have successiully completed the New Simple Yolume
‘wizard

You selected the following settings:
walume lype: Simple Volume

Disk selected: Disk 1

‘olume size: 58515 MB

Drive letter ar path: E

File spstem: NTFS

Allocation unit size: Default
olume label New Volume LI
Duiick format Yae

To close this wizard, click Finish

< Back I Finizh I Cancel

Step 7. Press the “Save System Setting ( ) icon and reboot the system to complete the changes.
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2-3.How to rebuild the Raid HDD?
To rebuild the Raid HDD from the Witness Pro program, please, follow the steps shown
below:

Step 1. The Witness Pro program will pop up an error message and Sound warning.

Ewvent natification Event notification

Tirne: 2014409405 10:46:08 Time: 2014/09/05 10:46:20
Ewent: Broken Event: Need Rebuilding
Dievice: Raid:1 - Device: Raid:1
; Ok | i oK |
Step 2. Click the “Raid HDD status” icon from the “Storage configuration” field, and you will

find out the defect HDD number and click the “Silence alarm” icon to stop the sound alarm

and then change a new HDD.

Storage configuration

| Raid HDDs status |

kL Raid HDDs status
/LSI MegaRAID SAS 9260-8i

Mool PAID Level(d) 13034 G IDEGRADEI)' I

Mo 02

Mo 03:

S1-12 % 13-24

Disk O1: WO-WCAWIT 739717 931G I THNCONFIGUEED BAD I
Diiske 02 WD-WCAWIY 739132 031 G ONLINE
Diisk O3t WD-WCC3F41187228 031 G ONLINE
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Step 3. Click the “Rebuild” icon to start rebuilding the HDDs.

Disk 07 WO-WCAWIESE5163 931G ONLINE
Disk 03 WO-W AW 764192 931G ONLINE
Disk 09 WO-W AW P60 931G ONLINE
Diisk 10 WO-WCAWI 764234 931G ONLINE
Disk 11 WO-WCAYWIESHSZ24 931G ONCONFIGURED BAD
Diisk 12 WO-WCAYIERE3015 931 G ONLINE
Silence alarm Rebiild I
Mool RAID Level(s) 13034 G DEGRADED h
Mo 02:
Mo 03:
J1-12 Y 13-24
Diisk 01 WO-WCAWIT 29717 931G Rebuild (0 20%) N

Step 4. When the rebuilt process finishes, the status will show “OPTIMAL.”

%0 Raid HDDs status
/LSI MegaRAID SAS 9260-Bi

Mol PAID Levellt)

Mo 02

Mo 03

S 1-12 Y 13-24

13034 G OFTIMA]L

555

Disk 01 WO-WCAWIT7I97 17
Disk 02: WO-WCAWIT739132
Disk 03: WD-WCOC3F41187.22

Disk 0 WD-WCAWIT7HZ200
Disk 05: WD-WCAWIT 749157

Disk 06: WD-WCAW3GE469593

921G ONLINE
921G ONLINE
931G ONLINE
931G ONLINE
931G ONLINE
931G ONLINE
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Chapter 3 NVR Operating System

After finish the CPU, RAM, and HDD installation, please remember to go to the System Control Panel
to configure the NVR system for installed hardware devices operating correctly. For detail about the
setup NVR system configuration in the control panel, please refer to chapter 3-1 NVR systems

Control Panel Configuration.

» NVR System Main Screen

AnyNet-6408 Embedded NVR

I=View Communication Inc.

Ver 20201022 Copyright 2020, Embedded(Normal mode)

/}\ Take note of the following precaution before you start to configure the NVR system.

4

1. The AnyNet provides a Bar-bond system for the distributor; therefore, it does NOT include the

HDD and License of Embedded 7. So, you must install the HDD first by yourself. Especially

you MUST buy the license of Embedded 7 from Microsoft, otherwise using the O.S. will
be ILLEGALITY.

2. You MUST obey the rules of Microsoft to process the license of Embedded 7.

3. To avoid the virus problem, please remove the LAN cable and reboot the NVR system when

you start to set up the NVR system configuration.
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3-1. NVR System Control Panel Configuration

Once you have finished the HDD installation, please click the Control Panel icon (@)
on the right side corner bottom of the main screen to configure the Operation System’s
parameters, such as the Network setup monitor resolution, format HDD and timer setup.

AnyNet-6408 Embedded NVR

I-View Communication Inc.

Ver. 20201022 Gopyright:2020) Embedded(Normal mode)

» Control Panel Function Description:

@ File Explore — To select the folder or file.
% Device Manager — To check the device driver.

Setup Network Connections— To set up the system network configuration.

Display Setup—To set up the system monitor display.
% Disk Management— To format the hard disk when you install a new hard disk device.
== Date & Time Adjustment- To adjust the system date/ time and Time zone to meet your city.
Windows Defender— To set up the firewall to protect your NVR.
Accessory Applications — To enable accessory applications from this icon.
Command Code — To enable DOS mode to run the command line process.
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I:l Sound Adjustment —To adjust the system sound volume.
@ Setup Raid Parameters— Press this icon to create or maintain the Raid HDD system.
AnyNet NVR Operation Manual- Press this icon to open the NVR online manual.

On-screen Keyboard- Click this icon to display a mini keyboard on the screen for word input.
E:D Return— To return to the NVR system’s main screen.

9 Setup Password- This allows you to set up a password to secure the system parameters of the

NVR.
@ Set up password to access the
contolpanel control panel.
Password: | ”/'
Canfirm
Shutdown—————————
S — R Set up password for shutdown
Confirm l— v the NVR SyStem.
oK ¥ cance

Fig. 3-1.1 Set Up Password

// The operation process of the above icons of same as Windows 10 except for the Setup Raid

Parameter. You can refer to the online help document if you have a problem. The reset

operation process will show on this manual file.

Save O.S. Parameters— Press this icon to switch the read-write mode and reboot the device to
make O.S. (Operation System) configuration change effectively.

£ Enable read-only mode —The operation system (O.S.) is in read-only mode when this icon
shows at the right-down position.  The system cannot allow changing the O.S. parameters.

Q Enable read-write mode for O.S.—The operation system (O.S.) is in read-write mode when

this icon shows at the right-down position.  The system can modify the O.S. parameters.

28



3-1-1. How to make O.S. configuration change effectively?

Please click icon from the main screen to make O.S. (Operation System) configuration change

effectively. Please follow up the steps below to save the Operation System configuration.

1. Click @ icon to swap the main screen to the Control panel screen. The system will pop up the

message to remind you of the current protection mode of the O.S.

B Message *

The system i3 in read-only mode. To save the
S setting parameters of the operation svstem,
please switch to read-write mode.

B Message X

The svstem is in read-write mode, To protect
the safety of the operation system, please
switch to read-only mode.

2. Click @ icon to swap the protection mode from Read-only to Read-write mode, then click the

OK icon to reboot the system to effect read-write mode.

The default is Read-only mode.

After save it will reboot system. Yes or No?

£ ¥ Enable read-write mode for 0.5.

™ Enable read-only mode for 0.5.

3. Change the parameters configuration of O.S. completely, then click icon to swap the

protection mode from Read-write to Read-only mode, then click the OK icon to reboot the system

to make O.S. (Operation System) configuration change effectively. Also, let the O.S. keep on

protection mode.



3-1-2. Date & Time Adjustment
Please click |-=z icon from the Control Panel to set up the “Date & Time” “Time Zone” of the NVR

system and sync the time with the NTP server.

Date and Time Properties 2|

Date & Time | Time Zone I Internet Time I

Date i~ Time

1 2 3 4 5 & 4 .
78 9 ¥ 111213 . :
14 15 16 17 18 19 20
21 22 23 24 25 26 27
26 29 30 3 -

|

Current time zone: Taipei Standard Time

O I Cancel | Apply |
Fig. 3-1-1.1 Adjust Date/Time

30



3-1-3. Setup Network Connections

To have NVR remote monitoring and control capabilities, the user needs to connect NVR with the

Internet and set up Network Connections configuration. Please follow the steps below to set up a

1. Click g icon on the control panel to enter the Network Connection configuration display.

™ Hetwork Connections. _10] x|
e Edt Vew Favortes Iook Advanced Hep | &
Q- - > ‘/'Eeamh Folders. ‘ & ¥ X B ‘ -
Address [@ netuork. Connections @
Name Type [ Status [ Device Nar
LAN or High-Speed Internet
LLocal drea e LaNor High-SpeedInter... Comnected, Frenaled  Intel{R) PR
wizard
[E mew Cormection wizard wizard
%2 Fisbwork Sekup Wizard Wizard
4 I 1|
3 abjects 7

Fig. 3-1-2.1 Local Area Connection Setting

2. Click the mouse right button on the “Local Area Connection” icon and select the “Properties

“item to enter the “L.ocal Area Connection Properties” display.

3. Double click the “Internet Protocol (TCP/IP) “item to enter the “Internet Protocol (TCP/IP)

Properties.” Fill out the IP information in each section and press the “OK” button twice to

complete.

Internet Protocol (TCPAP) Properties

General I Alternate Configuration I

2|

You can get IP setiings assigned automatically if your netwarl: supparts
thiz capability. Otherwise, you need to ask your netwark administrator for

the appropriate [P settings.

—" Use the following IF address:

Subnet mask:

Default aateway:

P address: I . . .

= Obtain DM5 server addiess automatically
1 Usg the following DNS server addresses:
Bieferred DHS semver:

Altermate DS senver:

Advanced

cneel | Fig. 3-1-2.2 Internet Protocol (TCP/IP)

31



3-1-4. Display Properties

To set up the CMS server display property, simply click the % icon on the control panel to select the
display, resolution, and orientation for each monitor. You can drop and drag Mouse to re-arrange the
position of Monitors, and all monitors should be at the exact resolution, and Full HD strongly

recommend.

1. Connect all monitors to NVR and turn on the power before you turn on the CMS server.

2. You should set up all displays with the exact resolution, and full HD strongly recommend.

[E=3 E=n)

SIS [B8 << &)l Control Panel tems » Display » Screen Resolution ~ [ |[ Search Controf Ponei 2|

Change the appearance of your display

Display: 1.CMC17"AD +
Resolution: 1280 x 1024 (recommended) | =

Advanced settings
Make text and other items larger or smaller

What display settings should 1 choose?
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3-1-5. Disk Management

This chapter walks you through the hard disk formatting in the NVR system when you install a brand
new hard disk. Please follow the steps below to format the hard disks.
1. Click @ icon to display the “Disk Management” interface.

2. Click the mouse right button on the new installing HDD and select the “New partition “item.

| =101
| Fle Acton tew Hep
[«» B 2 BDEE

Vokame. Layeu: (1= [ Fle System [ Statis [ Caperit, [Freespace [ % F
= @ Partiicn Bk NTFS Haalthy (5., 23988 16308 5%
=0 Partiicn  Besic FaT2 Heclthy 10568 183N 16%
Soooo Pathcn Bz IS Hodlthy (U... 1.66GB 57N 9%

ki |

>
Bisk0 =
Basc © oooo ()

3.01 68 239 MB NTFS. 1.66 GB NTFS 1.05 GB FAT=2

arine eakhy (System) Heathy {Unimonn Pation) | Heathy

Fig. 3-1-4.1  Select the “New Partition”

3. Press the “Next” to start the format process.

4. Select the “Extended partition “item and click the “Next” button to continue.
|

Select Parlition Type
Thete are three types of partitions: pimary, extended, and logical

Select the partition you want to create:
 Primary partition

[~ Description
An extended parition is a portion of a Master Boot Record (MBR) basic disk that
can in logical drives. Use ion if you want to have more.
than four volumes on your MBR basic disk.

<Bock [ Net> | Concel |

Fig. 3-1-4.2 Select “Extended Partition”

5. Click the “Next” to specify partition size.
6. Click the “Finish “icon to complete the new partition wizard.

7. Click the mouse right button on the new HDD again, and select “New Logical Drive.”
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== Disk Management

E|

Fle Acton Yew Hep
- B2 BXE
Volime. Loy [Tope  [FieSystem [Ststs [ Caposity [ Free Space [ 30
= () Pathn Bask ATFS Pealthy (5., 239M8 1630 S%
= 0 Partiien  Besk FaT2 Hesltry 10568 0IM 6%
=oooo Patiicn Bk NS el (U 1.86GE 1578 9%
4l | 3
oisk 0. S )
Basc. (©) loooo (D)
30168 239 MB NTFS ‘wsen S 1.05 @B FATR2
Orine |l | Heathy
Episk 1

e
6048 5.01G8
Crine Free specs
| | patiion B

' Fig. 3-1-4.3 Select “New Logical Drive”

8. Click “Next” to continue.

9.  Select “Logical drive “partition type and clicks “Next” to continue.
x

Select Partition Type
There are thiee types of patiions: primary, extended, and logical

Select the partition you want to create:

A logical dri

is a ol
Boat Record (MBR) basi disk.

<Bock [ Newt> |  Concel |

Fig. 3-1-4.4 Select “Logical drive”

10. Select the “Assign the following drive letter “item, and click “Next” to continue.
|

Assign Drive Letter or Path
For easies access, you can assign a diive letter or drive path to your partition.

& fussign the following dive leter =]
€ Mounkin the folowing empty NTFS foldss

€ Do not assign a diive letter o diive path
Fig. 3-1-4.5 Select “Assign the following HDD

Driver letter”.

<Back Neat> Cancel |
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11. Select “Format this partition with the following settings “item, and click “Next” to

continue.
X

Format Partition
To store data on this partition, you rust format & first

Chaose whether you want to format this partition, and i so, what setings you want to use.

Fig. 3-1-4.6  Select “Format this

€ Do not format this partition

partition with the following 7 Fomet tis prtion wih thefolowing seigs:
Eile system: [nrs =]
settings” Shcsonsis [oded =

<Back [ New> | Cancel

12. Click “Finish” to complete the hard disk partition and format process.
13. Repeat Step 1-12 to format another Hard disk.
14. Press the “Save System Setting” ( ) icon and reboot the system to complete the changes.
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3-1-6. Setup Share Folders
This chapter will show you how to share the system folder (e.g., ClipPro folder) and to-be-view video
files for remote network users. Would you mind following up on the steps below to set up

system-sharing folders?

1. Click E icon from the system control panel screen to display the “Shared Folders” interface.

2. Select the “Shares “folder, and click the “Action” button from the top, then select the “ New

“and “ File Share “items to continue.

88 Shared Folders P[] 3}
Ele | pction View Help
¢o = MNewFile Share. 2 | @
FE Shared Path Type
H % eo— CHWINDOWS Windows
i S Ela1 o windows
ol Brportlist sPhappy o windows
Help WD IPCH Windows
Fig. 3-1-5.1 Action>New->File Share
| |
Create anew file share [

3. While the system displays a “Create A Shared Folder Wizard,” please click the “Next” button

Create A Shared Folder Wizard x|

Welcome to the Create A Shared
Folder Wizard

to continue.

This wizard helps you share a computer Folder so that it can
be accessed by people on other compters in your network
or warkgroup.

Windows Firewall wil be set up to allow this Folder ko be
shared with other computers, Please read hov this may
impact Windows Firewall and the security of your computer

Learn more about Windows Firewal

Click Next to continue., %

< Back: Cancel

Fig. 3-1-5.2 Create a Shared Folder

4. Please click the “Browse” button to select a folder which the user wants to share, and fill in the
“Share name” section, then press the “Next” button and follow the instruction to complete the

shared folder sharing.
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5.

Create A Shared Folder Wizard E5 |l Cr cate & Shared Folder Wiza
Set Up A Shared Folder Set Up A Sharec [SSrmrm——" 2ix|
Specify a name and a description for the share. \, Specify & nam
Select the folder you want to share

Computer name: | EMEEDDED-DZFYGE Computer name:

EI@B

" My Computer
i 395 Floppy (1)
% Local Disk (C:)

Enlder to shares | Eolder to share:

Share rame: | Share namey

Share description: | L CO O (£

{53 Shared Documents

Falder: ILucalD\sk(D)
ke e Falder | o | ool |

<ok | meas | concad | cpack | meas | concel

Fig. 3-1-5.3 Browse a share folder

1. You MUST share the Disk (Not folder) for the remote clients when using the ezL ANPlayback

program to playback the Video playback via LAN.

2. You MUST share the Folder to backup the video clips to Remote HDD via LAN using the

ezBackup program.
3. There is a user account for remote access (Backup and playback video clips via LAN). You

need to Login for remote access. The User name is “guest,” and the password is “Guest.”
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3-1-7. Sound Adjustment

Please click the u icon on the system control panel screen to adjust the system volume.

‘:‘:5' Sound @

Playback |Rec0rding ISDunds ICDmmunications|

Select a playback device below to modify its settings:

Speakers
W& High Definition Audio
Drefault Crevice

WIA High Definition Audio
Ready

HO Audio HOMI out
WIA High Definition Audio
Ready

g SPOIF Interface [TX1)

Configure Set Default Properties

QK ] [ Cancel apply

3-1-8. Save O.S. parameters
To make the change effectively, after modifying each Operation System configuration of the NVR

server, the user needs to press the “Save System Setting” ( ) icon and reboot the system to

complete the changes.  This process just for the Operation system configuration only. The Witness

Pro or FreeView Pro program set up no need for this process.

/// An abnormal shout-down maybe causes the system to crash when pressing the “Save System

Setting” ( - icon.
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3-2.NVR Main Program
3-2-1. System Configuration Diagram

a

i 3k

PC-Base-H PC-Base-Hybrid
DVR T DVR

o

£ -

T
1

k) q
rouTER

SWITCH HUB

N

(KAS)Netwock Accese Storage

FreeView Pro
CMS

BG B
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3-3. Witness Pro Program Overview

AnyNet-6408 Embedded NVR

I=View Communication Inc.

ST R

Ver 20201022 Copyright 2020, Embedded(Normal mode)

3-3-1. The primary function description:

&Setup Camera Connection- EzSetup: Enable/disable individual audio/video channels and
configure the audio source and video resolution settings. Witness Pro Surveillance program —
The leading application software of AnyNet NVR provides on-site live video viewing,
scheduled or motion-triggered video recording, and much more. It can also be utilized as a
central video server to transmit video streams to a remote PC via PSTN, ISDN, LAN, or Internet
(TCP/IP).

@ Network Video Recorder Program — Witness Pro It is the leading application software
of AnyNet NVR that provides on-site live video viewing, scheduled or motion-triggered video
recording, and much more. It can also be utilized as a central video server to transmit video
streams to a remote PC via PSTN, ISDN, LAN, or Internet (TCP/IP).

§ [ E Video Playback Program - EzPlayback: An easier-to-use program allows you to playback the
16 video files at a time. The program allows a search of the video file via camera, period, and
recording type.

Text insert playback - ezTextPlayback: Playback the recorded video clips with text
transactions. You can search the video by text record or keywords, such as date/time, register,
goods, or amount. Please refer to PT1-100 or FAC-500 Operation Manual. (Optional)

@ Video Files Backup - EzBackup: Share or back up your recorded video clips into other storage
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devices, such as an HDD, CD/DVD drive, USB Flash drive, Zip drive, etc.

? Browser Access - EzZ\WebServer, EzMobileServer, ezVideoTrans Click this icon can choose
three kinds of video transfer programs and the description as below:

» |E browser server —ezWebServer: View the camera video in local NVR via the mobile phone,
which supports the GPRS, Wifi, or 4G/5G function.  Such as iPhone, Android phones.  You
can refer to Chapter 7-1 for the detailed process

» Mobile phone Browser Server -ezMobileServer: View the camera video in local NVR via the
mobile phone, which supports the GPRS, Wifi, or 4G/5G function.  Such as iPhone, Android
phones.  You can refer to Chapter 7-1 for the detailed process.

> Video Transfer Server —ezVideoTrans: Let remote PC access the NVR cameras video or
access IP camera video directly via the ezVideoTrans program.  The default port number is
1001, and this function is for the NVR only. You can refer to Chapters 5-7 for the detailed
process.

Q RemoteApp & Desktop Connections - EzRServer: Allow full access to your NVR machine

for remote technical assistance or remotely change your NVR’s configuration. It would be best
to use ezRClient in FreeView Pro to connect the remote PC and the NVR.

Schedule Reboot - EzReboot: We recommend scheduling the restart for the NVR machine at
least once a week, especially before important events, in case you may have exited the
application temporarily and forgot to relaunch it.

@ Time Synchronization - EzClock: Synchronize NVR’s clock with an Internet Time Server.
Please refer to chapter 5-4 for a detailed setup and operation introduction.

ﬁi?] 2-Way Audio - EzSTalk: Real-time voice communication between the NVR machine operator
and a remote PC technician. Both machines must equip with a microphone and a pair of
speakers. The interaction is like talk over with a couple of walkie-talkies. Especially useful
when expensive telephone long-distance charges apply between the two locations.

% HDD Healthy Monitoring - EzZHDDSmart: S.M.A.R.T. (Self-Monitoring Analysis &
Reporting Technology), along with the HDD’s internal sensors, can detect physical weaknesses
of the hard disk drive. Our ezHDDSmart software program will report the HDD’s current
health status, disk reliability, failure prediction, and related statistical information. Please refer
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to Chapter 5-6 for in-depth details.

Fingerprint Access Controller — ezFingerKey: Manage the system configuration and the
function usage for the fingerprint access controller.  Please refer to the User Manual of
Fingerprint access controller for the detailed instruction.

UPS Monitoring - EzZUPSCheck: Monitoring the UPS battery status when the power is off,
then the level of UPS battery is lower than the setting value. The NVR will be auto-turn off the
Witness Pro program to make sure the video clip can save successfully.

On-screen Keyboard: Press to display a mini-keyboard for word input.

% Control Panel: Press to enable control panel interfaces for system configuration.

a Restart/Power off: Press to select restart or power off the AnyNet system.

Auto Dialup- ezDialup— Allow you to auto dial up the 4G/5G modem to connect to the Internet
when you turn on the Witness Pro NVR program.

=101 x| Auto enable program when

_ V' Auto ron when system startip—————— {1y on the DV/R.
Auto to Dialup 3G < [V Auto dislup when program start

V3G I HSDPA » Enable Modem
Entry the password and user T
for auto logi B |
name Tor auto login » Save the setting parameters
| Rhone # [300¢ I gp
Entrythephone 4 oo foil) Rotry 3 imes.)

Hang up the modem . Huellp ! Connect +—> Connect to the Internet
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3-3-2. Video parameters set!

up

Please click @icon on the main screen or click to display the Video Parameters Setup window.

When you first run the Witness Pro NVR program, and there is no IP camera setting on the system,

the NVR will pop up the “ezSetup “ program for the IP cameras configuration. This setup window

may differ significantly depending on your NVR model.

1. Setup the parameters of All IP cameras (For I-View’s IP camera only)

Video parametsrs s=tup

[
(
X

Install videa codec

iy

Device [ System | Resalution

[ Audio

P Camera 01

I Camera 02
[P Camera 03
[P Camera 04
F Camera 05
P Camera 06
F Camera 07
[P Camera 08
[P Camera 09
F Camera 10
P Camera 11

7

i oK | @ Register code

x Cnnoel| '

Auto configure E
Select all Clear all |

IP address » IMode\ | |
18 192.168. 1.51 DM-3MIPW36-FO31...

19 192.168. 1.68 AnyCam

18 192.168. 1.71 AnyCam

19 192.168. 1.83 AnyCam

18 192.168. 1.90 AnyCam

Total: 5
¥ Clear all setting

I~ Capture audio

¥ Synchronize time with NVR/DVR

Video system: - Default -~

“

| Model [ Brand : IView Communication Inc.
L 1,13 IR-5MIP Model @ DM-3MIPW3E-FO311-F
. 1.51 DM-3MPW35-FO3L... MAC : 00:0C:29:01:95:58
- 1.68 AnyCam DHCP : Enable
- L7 AnyCam IP Address : 192.168.1.51
. 1.83 AnyCam HTTF Fors : 80
. 1.90 AnyCam RTSF Fort * 554
Controd Port : 60000
SubMask ; 255.255.255.0
Gateway : 192.166.1.1
Widea System : FAL
<« Mardware Version »>
07_0220_0178_02
<< Software verson ==
nsd-1.2.0.10
WVerification : 0K
Total: 6 Change 1P | Reboot | Update firmware

*

Fig B

“

FigC
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*
— .
* *

* . Ld >
FigA  Auto assignIp addre4

" DHCP

Start from:

Subnet mask:

+ Static IOriginaI - I

|192 .168 . 0 . 100

|255 .255 .255 . 0

~User access information

Default getway: | 192 .168 . 0 .254

User name: Iadmin

Password: |============

o ok

x_ Cancel




» Search IP camera: Click this icon will auto search IP cameras of the i-View brand.  You can
refer to Fig A diagram. Move the Mouse and click to the IP camera to select and double-click
that the detailed information will show the right site; you can change the setting for this IP camera
individually.

» Install video codec: Install the video codec of this IP camera when you connect the IP camera for
the first time if the IP camera cannot show the video on the screen.

The detail setting of Fig A diagram description as below:

<~ Discover: Click the “Discover” icon to research the 1P address of the system.
<-Autos configure section- Click this icon to configure the selected IP cameras to NVR’s channel
automatically. Please refer to the diagram shown above Fig B.
o Clear all settings: Check this icon, and all previous channels' settings will be clean.
e Capture audio: You can record sound by microphone from the audio input port of the IP
camera.
e Synchronization with the NVR time: Check to synchronize the IP camera’s time with NVR
when running the NVR program.
o Video system: Select the video system of the IP camera to match your country.
Auto assign IP address section- Click this icon to give the IP address to all IP cameras
automatically. You can use the Static or DHCP IP address mode.  There are two setting modes
for the Static IP address; one is “Original,” the other is “User define.” Please refer to the
diagram shown above Fig C.
Original- The auto change static IP address will same as the searched IP address.
Users define- The user can assign the segment of 1P address for the IP camera. Please make
sure the process as below before doing this process:
a. There is no conflict between the defined IP address and the other device of the same LAN.

b. The Username/Password of all IP cameras is the same.
/Q/I This setting function for the i-View’s IP camera only.

<-Change IP: Click the “Change IP” icon to set up the DHCP or Static IP address for individual
IP cameras. After modification, click the “OK” icon to confirm the setting.

<-Update firmware: Click the “Update firmware” icon to update the newest IP camera
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firmware; you can check and download the latest firmware version from our website:
WWW.i-View.com.tw.

< Reboot: Click the “Reboot” icon to restart this IP camera.

<-Go Web: Click the “Go Web” icon to enable the Internet Explorer Browser to check/set up the
detail parameters.

2. Copy the video parameters of the IP camera

Video parameters setup e o Copy from ...
. Copy from:
i) Search IP camera Install video codec |
= [P Camera a2 |
‘ T ¥ Protocol
1P Camera 001 * 192.168.0.142:80 FVIEW(2MIPA/2MIPQ) | i ¥ Main stream
IP Camera 002 192.168.0.144:80 FVIEW(2ZMIFM) W Sub stream
TP Camera 003 192.168.0.141:80 FVIEW(2MIPM) ¥ Synchronize time with NVR
1P Camera 004 I] To:

AL A

@ Register code

x Cancel

You can copy the parameters of the existing IP camera to the other cameras or all cameras.
a.  Select the existing IP camera drop menu from the *“ Copy from” section.
b.  Check the copy items which you want.
c.  Select the IP camera drop menu from the ““ To” section to copy the parameters.
d.  Click” Ok” to finish the setting.
3. Setup the parameters of the Individual IP camera
This section will allow you to set up the parameters for an individual 1P camera for I-View’s and the
other brand.
» Disable channel: This will disable the selected channel when enabling this function.
» Install video codec: Install the video codec of this IP camera when you connect the IP camera for
the first time if the IP camera cannot display the video on the screen.
Vendor & Model: Select the correct brand and model for the connected IP camera.  You also
can select “Onvif” if your IP camera support Onvif was compliant and not on the list. ~ You can
check the used camera support Onvif compliant from http://www.onvif.org. Click the “ Onvif
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setup “ icon to set up the parameters or enter the RTSP command code directly, which you want to

run on the NVR.

» Disable Channel: Check this item will close this IP camera from NVR.

» Enable license plate: Check this item will use the video stream of this IP camera for ALPR.

> Video parameters setup

5

EiE

Device | System | Resolution
IP Camera 03 192.168.1.83:80 I-VIEW({2MIPN)
IP Camera 04 192.168.1.110:2081IP Camera 008
41 i
IP Camera 05 102.168.1.23:80 IV [~ Dissble channel [ Enable license plate an sream
Codec: [H264 v||PaL -
P Camera 06 102.168.1.13:30 I oo
P Camera 07 102.168.1.200:80 C Wendar: |I-VIEW - Recording resolution: |1920 x 1080(Full ~
TP Camera 08 1:80 I-VIEW(EC-3V Model: [2MIPH = D R |l El J
TP Camera 09 2:80 I-VIEW(EC-3V i el (gl =
IP Camera 10 3:80 FVIEW(EC-3V IP address: [192.168.1.171 | 'Fmd | 3000 S512-12000 Kbps
TP Camera 11 5:80 FVIEW(EC-3V HTTP port: |80 Advanced oD e (risrelh 23 -1z
IP Camera 12 5:80 FVIEW(EC-3M RTSP port: [554 Contral pn}( 50000 Panoramic image: |3600 fisheye  *|  Play
IP Camera 13 5:80 FVIEW(EC-3M Protocal: [UDP - ,’ ke
viden decoder: [FrMpag ,f Display stream: |Sub stream -
User name: | admin " Display resolution: |- Default - -
Password: MM}V Frame rate: |25 fps -
Orwif setup '/ I frame interval: 25 Play
i QK ‘ @ Register = Main stream (RTS?{rI):
'v‘ I~ Capture audio Audio codec: m
F —= Vs
'/ I~ Synchronize time with MYR
—r , 4
1P camea finder r ',
TP address - Madel [ 7 Reboot ‘ | Setup |
192.168. 1.13 IR-SMIP ,4
192,168, 1.51 anycam 01
192,168, 1. 68 AnyCam ; 4 oK x_ Cancel
192.168. 1.71 ZM(E) F camera ] T
|| 192.168. 1. 83 AnyCam [+ HTTF Fort - 80 i 3
- y Change IP
|| 102-160. 1.90 anycam s e
Control Part : 60000 1P Address setup
SubiMask : 255.255.255.0 & DHCP ¢ Static
| Gaterway : 192.168.1.1
Vidao Systam : NTSC IP Address: 192 168 . 1 . 90
<< Hardware Versan >
S Subnet mask: [ 255 . 255 . 255 . 0
<« Software version »>
L0168 Default getway: [ 192 . 168 ., 1 . 1
Verification : 0K
— _—" User access information
-
,———— User name:
I I_—‘—
Tobl: & Change F Reboot | Update firmware |
Pree—— Password:
Discover Auto configure ncm-resgs | Go Web | i Sedect
. i OK x_ Cancel
FigD
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» IP address: Entry the correct IP address for the connected IP camera. If you do not know the IP
camera’s IP address, you can click the “Find” icon to find out the currently connected IP cameras

» User name & Password: The user name and password must match the IP camera setting you
want to connect.

» Find: Click this icon to find out all the currently connected IP cameras on the list.  Click the IP
camera and find out the information of each IP camera.  Please refer to the diagram shown above
Fig D. Click the IP address and “Select” icon, then the camera will add for this channel.

» Advance setup: Click this icon will enable the detail parameters setting of the IP camera. You

need to load the Active X if this NVR activates in this process for the first time.

/Z/[The different IP camera brand has its setup diagram and setting process, detailed information, and

the IP camera operation menu.

» HTTP port & RTSP port: Both port numbers must match the setting of the IP camera.

» Protocol: There is UDP and TCP transmission protocol for the filed application.

» Display streaming: Enable “Sub stream” mode. The live display video will show lower
resolution for split video and higher resolution (same as recording resolution) for a pop-up to a
single video on the screen.  This Dual streaming mode allows the display of multi-video and
saves a vast CPU loading.

» Codec: Select a suitable video codec for video recording and transmission.

» Recording resolution: Select the resolution for video recording and display.

» Frame rate: Select the frame rate for video recording and display.

» Rate Control: You can choose CBR 0 VBR mode bit rate and I-Frame from this field. A high bite
rate will get good video quality and immense storage capability.

» Capture audio: Enable this function for audio recording and listen.

» Audio codec: Select a suitable audio codec for audio recording and listen.

» Synchronize time with NVR: Check this function will auto-sync the time between the IP camera
and NVR when turn on the NVR program.

» Reboot: Click this icon will reboot the IP camera.

» Setup: Click this icon for a detailed IP camera set (refer to I-View’s IP camera; maybe there is
some different setting diagram when used other models); you may not need Internet Explorer
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Browser for the detailed IP camera setting.  Please refer to the chart as below:

Profile setup - [
Profile: [frofilel - E Schedule set . -
rofile of s szt ||| e
Day&Night Mode Exposuze Control
[¥ Enable
Mode: |External trigger v Shutter: |1/30(1/25) v
Switch time: |3 (0-30) AE algorithms: | Shutter first - Start time: 00:00 =1
Day-Night: |20 (0-255) AGC: | Mid-High - End time: ’[l?uni
Night-Day: |35 (0-255) Target Brightness: |50 (1-100)
- il Profiel -
Advanced Settings
color Mode: |Normal - White Balance: |Auto - Camera: [“ cameraoo1 M
WOR Mode: [off - can(R):  Profile setup
WDR Type: Gain(G): [0 (0-255) @  Add ‘ Xl  Delete ‘ o sae |
Sharpness: [128 (0-255) Gain(e): [0 (0-255) = e —
Backlight Mode: |Off - (Dloo:o_07:00 1 1, |
Backlight Level: |5 v 3DNR: |Off v
Dark Compensation: |Off - Gamma CURVE_2_0 -
Get | Set ‘ Default ‘
.
r d K
Capture audio g .
P Audio codec: G711 v o e
.
W Synchronize time with DYR/MNYR .
.
' .
Condition{ae): ‘ J .
.
—1 .
.
Reboot | ‘ Setup 05D Setup “
S0 cgrd
ok g_ Cancel 3
Sodate firmrare
»
» —
SO Card (X
Storege
sp1: Total: 7371 M Froo: 813 M Format
Search
From:
2015/06/29 ~| [00:00:00 =

To:

J7015/07")‘7 - 123:59:59 --:—
© - |

| £nd time




Profile setup: Click this icon to configure the profile of video parameters via a schedule. The
system can allow 8 schedule profiles, and each profile has its video parameters.
Please follow up on the setting process as below.
a. Drop the menu file from the “Profile” section, and there is eight profile for your selection.
b. Click ““ Get “ to download the existing parameters of the selected IP camera, or click the
“ Default” icon to set the default parameters, or click the *“ Set” icon to save the changed
parameters.
C. Setup the click “ Schedule setup “ icon to choose the schedule, camera, and profile.

d. Click the “ Save” icon to complete the setting.

SD setup: Click this icon to set up the SD card configures and description as below:
e. Format: Click this icon will format the SD card. It would help if you stopped the recording

video clip from Internet Explorer Browser before you do this process.

f. [:1 : Click this icon to save the video clips from the SD card to specify the path of the
storage device.

g. : Click this icon to save the video clips from the SD card to NVR automatically.
h. Search: Click this icon and the search period from the SD card.  The video clips information
will list on the table list. ~ You can playback the video clips of an SD card without

downloading them.  The icon function description as below:

# Increase speed — Increase the speed of playback.

"‘ Decrease speed — Decrease the speed of playback.

-+ Normal speed —Adjust the playback speed to normal.
m Play — Play the video.

@ Pause — Pause the video.

E' Stop — Stop the video.

E Previous frame — Jump to the last frame of the video clip.

EI Next frame — Jump to the next frame of the video clip.
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Update Firmware: Click this icon to update the Firmware of the IP camera.

4. Register Code: You can connect to the IP camera by Mac ID registration. It is an optional
function if you use the IP camera from the other vendor. Please contact your vendor for the
license code. The register code process diagram is below.

a. Click “Register code” and inform the “MAC ID” for your vendor to get the code.
Fill in the code and click the “Register” icon. After registering, the number of supported IP
cameras will show in the “Port” area.

c. Double click the IP camera from the “Device list” for setup.

d. Double click the IP camera number to connect the camera and parameter setting.

/Z/[ There is no need to have the “Register code” when using I-View’ s IP Camera.

Videc parameters setup

1P Camera 01
M i
| I~ Disable channel Install video codec ain sveam
42 Coder:
A Search IP camera | Install video codec ‘ Vendar; [I-VIEW ~| Recording resolution; 1920 x 1080(Full ~
i Model: |DM-SMIP E Frame rate: |30 fps )
Device ‘ System | Resolution ‘ Ay Ratcontrol: [CvER <]
1P Camera 01 I/ ~ TP address: | 192.168.0.120 M [ om0 sie-emookeps
HTTP port: [B0 advanced setp 1frarme interval: El (1-300)
IF Camera 02 =
RTSP port: | 554 Control port: |8091 Play
IP Camera 03 | Proteol; [oop =] Dual stream
IF Camera 04 Video decader: [FFMpeg - Display stream: [Dual stream ~
1F Camera 05 User name: | admin Display resolution: [352 x 288(CIF)  ~
Password: | ***** e Frame rate: |30 fps -
IF Camera 06 e — I frame interval E) Play
IP Camera 07 Main stream (RTSP url):
IF Camera 08 I Capture audio Audio codeci G711~
I~ Synchronization with the DVR time
IP Camers 09 Condition(AWe):
1P Camera 10 =
1P Camera 11 i oot | | sep |
o x ‘ X concel
; | I
i oK gister code Cancel

These settings must match

with the setup of IP camera.

Inform the MAC ID and get
the code from your vendor
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5. Setup the parameters of third-party IP camera
This section will allow you to set up the parameters for individual IP cameras for the third-party IP
Camera. You need to get the license from your vendor first when you use the third party IP

camera with i-View’s NVR program, and you can refer to the above page to enter the “ Register

[
= L T a1l
® tar seam
4 Searth F camera | Inztall v e e Enatia Isaa pat
Codec:
=0 wender - [T - Racorvirg rezaban:
| EE I [65) _ R = ] |
LPE RS - Forr ool
F Caneratif 17 o [ 192 363121 G 3
Flaneran.g (G R [ 2 L¥ams rereal: 5] (1300}
1} LA
FLarerafis 2T pert. [ Fooramic e |- Mot - -
(PE=TTEE Sy stmem
FCareratn

Dy strsam:

F Caera 0EL Crealey rezabiban

[ |
F Cavera 03 ezord [T77 Frae e [ el o] |

Fanean M stes : | DTzt =
TF Canera 035 T T e AR T - I Zaatre sxda sndio ooces:
eaneezs —| I sirctrone ime wih s

F Cavera 07

[pe—— W Eraygfan sraam | |

F Cavera 020 reg/i19e 1831 20T O fve /12

4 = | l@ Fciater coke | i o

3 rver ek
E camers inder = =
I Wecka pratia: [UELIGLAL) | I(@
oo sourez:
FoAHEr L e
AN TET L oed Todec:
DeeMIPh-FO4 WS addree s 52 1cE 21 Aezerd ng reschac:
WSRMIFFRL WL [
= = Frame rat:
FIMDIME-SERS 001 [ oo
Uk e
Vkr=n e uslry:
WY i
FTEF : Endbiz 5 - E
o Tk smat Imie am
Gy | 1 3
b r . 1- 123
F et eiersion § 41,0 4,10 R G ergt: -
Erencing brirval: 1 d-=
Auda
fudio sounea:
sudis ocoder:
Zedec: =
Tatat 11 chawe | Feboat | smat: =
sargle rat: =
Chimea | itk | Ii salact

|i o I@ Fly ¥ o

Would you please follow the process to set up the Onvif IP camera?

Step 1. Select the Video channel and uncheck “Disable channel,” then select “Onvif” from
Vendor and Model section.  Click the *“ Find” icon to search the third-party IP camera.

Step 2. Select the IP camera which will display on this channel and then click the “Select” icon.
Step 3. Entry User name, password, RTSP port, Protocol, and decoder match this IP camera.

51



There are None, Basic, Digest modes for Onvif protocol; you can change the model when you
cannot find the Onvif setup function.

Step 4. Click the “Onvif setup” icon from Mainstream and Substream to select the resolution and
streaming. The setup screen should be different when you use another brand.  Then click ““ Ok”
to set up the Onvif protocol.

Step 5. Click the “ OK” icon to finish the setting.
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Chapter 4 Operate Auto Number Plate Recognition System
4-1.How to get the criteria to image for the ALPR system?

< Introduction
The Video streaming that loads into the engine of the AutoPark® ALPR system can provide by an
image source of any IP Camera. However, more important is that not all images are usable for
ALPR (Automatic Number Plate Recognition). The AutoPark® ALPR system requires a set of
specific criteria to meet when it comes to pictures. Thankfully, these criteria can be well defined. This
guide will present what these criteria are and will also discuss them in detail.

In general, when discussing ALPR systems, the phrase “good quality images” refers to the fact that
the images used to meet the criteria detailed in this document. This section will allow you to set up the
parameters of ALPR (Automatic Number Plate Recognition). Would you mind following the
process to set up the ALPR function?

< What is the excellent contrast Image?
To differentiate the character from the background, that must be a particular contrast between the two.
The criterion for this is not for high contrast but rather a consecutive average difference. Of course, the

higher the distinction, the better, but having a low contrast ratio (the minimal blur on the edges) is

more important.

Fig1: An image with good contrast and the Fig2: An overexposed image on which the

characters on the license plate are clear. (Good) license plate is barely visible. (Bad)

< What is the sharp image?
Having adequately sharp images is also crucial. One general rule that can apply to OCR is that if a
human can recognize the characters, the engine will also acknowledge them. This rule applies the
other way around as well: if one cannot read the characters quickly and adequately, there is a low
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probability that the engine will recognize the license plate. It is also worth noting that blurring can

cause many other factors and not just a small image size.

Fig3: An adequately sharp image. (Good) Fig4: A blurry image with a hard to read license
plate. (Bad)

< What are the optimum character size and resolution?
The optimal size of the characters on the given image is essential. In terms of character size, there is
one typical misconception. Many think that the higher the resolution, the better.  This statement,
however, is not valid. Neither images with too high or too low resolution will work properly.
» High resolution
High-resolution (macro) images contain a lot of redundant data. Characters can be easily defined
based on the edges of a surface. No other information is needed. So much so that the pixels within a
character are irrelevant in terms of shape/pattern recognition. These are just pixels that waste the
resources of computation.  Therefore, the resolution optimizes for a specific character size.
Although this size can adjust, it has to note that changing the default character size can cause
problems if characters are too tall.
» Low Resolution
When the images contain less information than what the engine needs, they should be considered
low-resolution images. Of course, it has to note that even if the characters are more diminutive in
resolution than the required minimum, the engine may deliver correct results. Still, it will not
consistently recognize these images. If one fed the engine a few thousand low-resolution images,

the recognition rate would drop over time.
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Fig5: Macro image with enormous Fig6: A good image with adequate resolution,

amounts of redundant data. (Bad) not to high, not to low. (Good)

<> Minimum and Optimal resolution character size
The optimal character size for an ALPR task is at least 80 pixels in the width of the license plate. A
general rule of OCR is that the smallest unit that defines the recognized object has to be 2x2 pixels. In
terms of ALPR, the smallest unit is the width of the license plate.
The characters can, of course, be taller (and will be if higher resolution cameras use). The 16 pixels
height is just the minimum value. But do note that if the character height is less than 16 pixels, then
the recognition rate will drop drastically. The same is true if the characters are too high. At around
40-50 pixels, the recognition will again drop and sooner or later will reach
0%.
QuickPark® engine is very robust; therefore, it has the capability of filtering noise from the image. If
it is too small, a dot can recognize by the engine as noise in the picture. However, if it is sufficiently
big, QuickPark ® will realize it more effectively without making mistakes.
< Low distortion
The camera, which acts as the image source for OCR, can be installed in many ways. There exist
multiple installation positions that can help in providing optimal images with minimal distortion.
However, there are many cases when the camera cannot be installed in this position, causing the
object (license plate) to become distorted on the image. It is why the OCR engine inquires to be built
to tolerate a 30° angle. However, if the pan or tilt angles of the camera exceed 30°, distortion may
significantly reduce recognition and performance rates.
< Examples to avoid (NOT OPTIMAL FOR ALPR use)
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LOW SPATIAL RESOLUTION

LOW CONTRAST i OVEREXPOSURE

HIGH DISTORTION BAD LIGHTING CONDITIONS
(SHADOW AND STRONG LIGHT)

< Summary
To summarize, the images provided to the engine should meet the following requirements:
o A consecutive average difference in contrast.
o Adequate sharpness.
o Minimal distortion.
o The photo takes under good lighting conditions.
o The picture has to contain the whole license plate on which the characters at least 16 pixels high in

case of characters
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4-2.How to install the camera for the ALPR system?
This section will introduce the rule of camera installation and get the optimal image for the ALPR system.
Please take notes as below when installing the ALPR camera.
1) To get a better recognition rate, we recommend license plate width is 80-300 pixels, or the

recommended character height is 20-50 pixels of the photo.

VFF 4668| | [

80 pixels
2)  The vertical and horizontal angle between the road and camera should be less than 30°.

<2

~

max 30°

3) The license plate horizontal angle between the camera and license plate should less than up to 7°.

4) No blur effect

F VF 4468




4-3.How to set up the parameters of the ALPR system?

This section will allow you to set up the parameters of ALPR (Automatic Number Plate Recognition).
Would you please follow the process to set up the ALPR function?

1. Plug the USB dongle into the USB port of NVR. The USB dongle comes with the NVR.

2. The default had been entry the license code of ALPR into QuickPark NVR already. If you Ghost the
0.S. of NVR or want to add more ALPR channels, please call your vendor to service you. You
also can refer to the below page to enter the “ Register code” when you get the password.

a. Please click §{ofx icon on the main screen or click the “Video parameters setup” from the NVR
program.

b. Click the “ Register code,” then click the ““ License plate “ section, and then enter the password
into the “Code” field.  The window will show the license port number for this ALPR password
license.

C. Click the “Register” icon to complete the license of the ALPR setting.

?.f'g Search IP carnera Install video codec ‘
Device
IP Camera 001 192.168.1.84:80 [Audio] [-VIEW(2MIPS) Ii

IF Carnera 002 * 192,168, 1.81:80 I-VIEW (2MIPH)
IP Camera 003 192,168, 1,86:80 [FVIEW(EZMIPC)
IP Carmera 004 192.168.1.83:80 VIEW(EMIPS)
IP Camera 005 192.168.1.95:80 [VIEW(2MIPA)
IF Camera 005 192.168.1.85:80 [-VIEW(2MIPK)
IP Camera 007 192,168, 1,50:80 [FVIEW(ZMIPA)

IP Camera 008 192,168, 1,28:80 [VIEW(ZMIPA) x|

IP Carmera 009 192.168.1.80:80 VIEW(12MIPS)

Third party IP Camera >/ Panaranic image XLicense plate \L

IF Camera 010 192.168.1.93:80 [-VIEW(2MIPA)

IP Camera 011 192.168.1.82:80 [-VIEW(3MIFS) MAC:

[p4700204D6CL
IF Camera D12 192.168.1,23:80 [-VIEW{4MIPA) I T
IP Camera 013 192.158.1,188:80 I-VIEW(2MIPA)
IF Camera 014 192.168.1.67:80 [Audio] VW EMIPS) |CDdE: |Dac7osrDsE7sFL |
IP Camera 015 192.168.1.8:80 I-WIEW (2MIPA)
IF Camera D16 =l - 5

>

i Ok ‘ @ Reqister code x Cancel ‘ i Register
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3. Double click the camera which you want to use for the ALPR function.

Then check the “Enable

license Plate ““ icon to enable NPR function for this IP camera, click “Save * to save the setting.

Repeat the same process to enable another IP camera for ALPR if the password provides more than

one ALPR license.

[Video parameters setup

|

Search IP camera |

Install video codec ‘

Device

IP Camera 001 192.168.1.84:80 [Audio] I-VIEW (2MIPS)

IP Camera 002

I™ Disable channel

I bl license plate I

~Main strs

Codec
Recording resoltion

Frame rate

IP Camera 002 * 192,168, 1.81:80 [-VIEW (2WIPH) I ]

IP Camera 003 192.168.1.86:80 [-VIEW(2MIPC)

IP Camera 004  192.168.1.83:80 [-VIEW EMIPS)
IP Camera 005 192.168.1.95:80 [VIEW(2MIPA)
IP Camera 006  192.168.1.85:80 [-VIEW (2MIPN)
IP Camera 007 192.168.1.50:80 [-VIEW(2MIPA)
1P Camera 008 192.168.1.28:80 [-VIEW(2MIPA)
IP Camera 009 192.168.1.80:80 [-VIEW(1ZMIPS)
1P Camera 010 192.168.1.93:80 [-VIEW(2MIPA)
IP Camera 011 192.168.1.82:80 [-VIEW(IMIPS)
IP Camera 012 192.16%.1.23:80 [-VIEW@MIPA)
IP Camera 013 192.162.1.188:80 VIEW(ZMIPAY
IP Camera 014 192.162.1.67:80 [Audio] I-VIEW (EMIPS)
IP Camera 015 192.162.1.8:80 I-VIEW(2MIPA)

IF Camera 016

4 o ‘ @ Register code ‘ ¥ o ‘

Wendar: [I-VIEW -
= Modsl: [2MIPH -
IP address: | 192.168.1.81 Find

=

HTTP port: [80 Advanced setup
RTSP port; [554 control port; [e00n0
LDP |

Frvipeg - Canfig
[dmn
IW

Promcol:
iden decoder:
User name:

Password:

Rate control

1frame interval

Panoramic image

25 s =] | ro
[ 3000 s12-12000 Kbps
[ o (1-120)
[roe- =] ey

FSub str

FOnvif setup

Main stream (RTSP wurl)y

it setup
Play

Onyifeetp

I Eriabile sub etrearm

1frame interval

Display stream
Display resolution:

Frame rate:

5ub stream -

704 x 576 -

25 fps ~ ROI
512 256-4000 Kbps

30 Play

I~ Capture audio

sudio codec: 5711

¥ Synchronize time with NYR:

Play

Reboat ‘

Reset ‘ Setup

o o

¥ el

4. Click the H icon and select the “ALPR setup “ field, then the window will show as below.

Cameras configration

Enadle recording schecule

|

Diszble recording schedulke

ECEEEE———
A Setup .O Start ||_j 5ton |

|| wmze (] Ear

“ideo parameters setup

ANPR Whitelst [Blackst setup

Clear Ing
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The function description of the ezALPR program description as below

A Setup |° Start ‘U Stop |'=' log ‘ [&] Mnmze () et l
@ Setup: Click this icon, the diagram window will display as below
¥ Run ezALPR when windows starts
¥ Log messages
W Mult-Process P Comera stream: [uonstaam 7]
¥ Recognition starts when motion Errres e o
Select ALPR countries for recognition Method: ,Sti—_‘
E ream -
Taiwan ~| . = —
FPS 'TJ (n: No \irgi?
Cameras
1P Camera 001 192.168.0.142 H Confidence: [ @-a
License Number plate length
Min: 65' (3-20)

Max: 12 5' (3-20)
License Number plate Height (Pixels)

Min: 123 (16-360)
Max: 9%+ (16-360)

¥ save image

W’ Save X Concel | W oK ‘ < Cancel

a. Check “ Run ezALPR WHEN Windows starts,” the program will provide auto rune
when start Windows O.S.
b. Check *“ Log message,” the running status of the ezALPR program will display.
c. Check the “ Multi-Process” function when the system process more than 4-ch ALPR.
d. Check “ Recognition starts when motion” function, the system will start to recognize the
license plate when detects the image motion, it will reduce the CPU loading, and this
function suitable for the ALPR of parking lot entrance.
e. You can select the country code from the drop menu bar.  The default is “Auto”.
f.  Double click the IP address of the camera to set up the parameters.
<> Select the video streaming for the Number plate recognition. There are Main | Sub |
Third streaming. The resolution of video streaming will base on your setting. The
high resolution will occupy the CPU loading. Please select a suitable video resolution
to keep the CPU running smoothly.

<~ Select the “Source” from the drop menu.

<> Set up the value of the “ FPS Limit” field. The number cannot more than the Frame
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Rate of the IP camera.  The lower number will reduce the CPU loading but less
accuracy.

<> Setup the value of the “Confidence “ field, the number of confidence lower than the
result of number plate recognition, the system will ignore the impact.

<~ Setup the value of number plate characters, the result of number plate recognition will be
ignored when they detect feelings less or higher than the setting value.

<> Setup, the pixels value of number plate characters (vertical), the result of number plate
recognition, will be ignored when they detect characters less or higher than the setting
value.

How to measure the pixels of number plate characters?

a. Take two photos of the number license plate, ~ T ror= | e

A Al K I

which are the farthest and the nearest to the Pz )| s | 5
camera. e :
b. Run the Paint accessory program of BEZI DJ I Gp, WiEEER @R
1 Harizoeal I?
Windows, and then measure the pixels of JI — -
number plate characters.  Please refer to 5 Maritain spict rtia
the photo below. Shee Degress)
;./ (T T
)I Werticak [i
oK Cancel I

@ Start: Click this icon to enable the ALPR program to get the video streaming from the IP

camera.
A Setup ‘e Start ‘O Stop |

[Start]

2018/11f20 14:46:17

[002] rtsp:/f192.168.1.81:554/media/live/ 1/2 waitting to start,
[002] connect ok

%] Ei ‘

Iog ‘ 47| Minimize:

[Stop]
2018/11f20 15:09:45
[002] stop.

Clear log
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@® Stop: Click this icon to disable the ALPR program to discontinue the video streaming.
@ ALPR Application logs: Click this icon to show the result table of the ALPR function.

a. Click the number license plate from the “Event Log” table to see detailed information such

as photo, number plate, time, and confidence.

b. Click the “Play” icon, and the video will play the video clip of the snapshot monument.
¢. Double click the “license plate > of the ALPR window will show the full-screen snapshot.
Search log: Click this icon to show the result table of the ALPR function.

a. Click the number license plate from the “Event Log” table to see detailed information such
as photo, number plate, and time.

b. Search the logs via period, camera, or type the keywords.

c. Click « W ” to search the logs.

d. Click “/fy  save loas I ” 1o save the view log in txt or XIs format.

e. Click « ” to playback the video clip of snapshot moment.
d. Double click the “license plate” of the ALPR window will show the full-screen snapshot.
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4-4.How to White list and Blacklist of ALPR system?

This section will allow you to set up the white list and blacklist of Car number plates for the ALPR

application.  Please follow the process to set up the white list and blacklist of Car number plates.

< Setup the White list (Blacklist) car number plate = Information

WhiteList  BlackList = Group

Information | (roup List

License plate: AYE-456

Brand: i
Color: [ @ o]

Contactperson:  [Tomwang
Phone number: 885-870845235

Address: [2 N, mid De Road chu Ciry Taiwan

Picture file:

Memo: [Boss

&
Fa
@ save ‘ Delete |& Find |
License plate [ Brand [ contact person [ Phone number Memo [
£ |AVE456 Audi Tom Wang 886-879845235 Boss |
Please follow up the process to set up the White list (Blacklist) database:
1. Input the License number, Brand, Color, Fid

and import the photo of the car.
2. Input contact information such as Contact
person, Phone number, Address, etc.

3. Click the “Save” icon to complete the

Sene. B ]

4. Repeat the 1-3 process to add another car

number plate.

Search for:

¥ Search from top

Search in colurnn:

License plate

[

License plate
Brand

Contact person
Phone number
Mate

5. Select the existing license plate number plate and then click the *“ Delete “ icon to remove the car

number plate from the white list.
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6. Click the “ Find” icon to search the White list via category.

Group List: You can check or modify each car of the White list (Blacklist) database from here.

WhitsList  BhckList | Growp |

Information  Group List |

Group no__ =~ | Name Memo |

1 Parking Lot#1 Taipei

Towl: 1 ‘@ Save H [X] Delete ”@ Find ‘
License plte | Brand | Contact person | Phone number Memo |
@ [AvE456 Audi Tom Wang 286879845235 Boss |

<> Group = Information & Schedule setup

WWhiteList BlackL Gromp

Informatin & Schedule | Notificetion | WhittList | BlacList |

Group no: n Camera [¥ 01 Gamerz 01 |
Name: Parking Lot#1 Type: Daiy ]'

Memo: Taipei sattme: [og ;g0 = Endtme: 23 5o =
Wweek: [~ sunday -

sartdate: [3716 - Enddate: 53/ 16 =
B oo

Type | Date/ Time | Camera |
€ Dally 08:00 - 17:59 1,

Total 1

Toll: 1 ‘Di‘ Save H@ Delete "@ Find ” Copy ‘

Group ng = [ Name [ Memo |
B[t Parking Lot#1 Tapei ]

Please follow up the process to set up the Group:
1. Input Group number, name, and from this section.
2. Select the camera(s) and schedule, then click “ Save “ to complete the schedule setting.
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3. Click the “ Save ““ to complete the group information setting. Or select the existing group, then

click the “ Delete” icon to cancel the group.

<> Group -> Notification
Sound file setup:

® Enable alarm siren

Check this field and select the sound file or audio recording for the sound alarm when the event is

trlggerEd WhiteList | BlackList Gromp

Informatio & Scheduls Motification | WhiteList | BlackLast

Actions to take when triggered =
Sound file setup

¥ Enable alarm siren @ Sound file setup ‘ 1
[ Enable notification Bgﬂ Notification setup

: [2 smormer |

® Enable notification ¥ Enable notifisation Bg,ﬂ Natification setup

> Enable notification: Notification by phone call, Notification setup

Video transfer

SMS message, an email notifies, upload to FTP

[ 5end to ezDi

| EMailnotiy | FTP noify

spatch server

Phonecal 4k

server, and live videos transferred to a remote DNSIIP adess:
site PC when motion detection is triggered. Pty 1501 |Hgnclaut
) ) ) I Via ezvideoTrans program
Notify by Video transfer: Upon motion Trster wstons [ 531 i,
detection, the NVR system will automatically No Name 2
170 testt
send and record the selected live videos to a @ caoz
) ) D 5, a3 Camera 03 -
remote PC (with FreeView Pro standby). Please
) Add | Delete | Iﬂ Exit |
follow the steps below for setup. Click the
Call Mumber/IP address Setup
“Video transfer” field.
Step 1. Check if the user would like to send the
live video to “ezDispatch Server” and
Total: O

distribute the live video to the available
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CMS platform.  This function is for an extensive system, and the control center has
more than the CMS platform.
Step 2. Check if the user wants to send the live video to “ezDispatch Server” and distribute the
live video to the available CMS platform.  This function is for an extensive system, and
- the control center has more than the CMS platform.
/ ~ Make sure the ezDispatch had been enabled or not when you want to use this function

Step 3. If the user wants to send the live video directly to a remote PC, type the remote PC’s IP
address or DNS address. TCP/IP port number (default port “1501”) for the transfer
connection.

Step 4. Determine the Transfer duration in minutes.

Step 5. Sect the desired video channels to transfer the live videos to remote site PC.

Step 6. Click the “Save” button to save your pending entry, list at the bottom of this window.

Step 7. Repeat steps 2 through 6 to add another “Remote” transfer live video notification entry.

///7 The TCP/IP port number you choose must match the one set up in the FreeView Pro

program at the remote PC; otherwise, the connections will fail. Please note you also need to

open from your router configuration for remote PC. Check your router manual for more

info about “port forwarding” or “virtual server.”

Notify by Email: Upon motion detection, the

. . . Bemot:  E-Mail | Phons cell | SMS
NVR system will automatically send e-mail

- ] o TR ‘ Test mail

messages to the registered email recipients. s B e |

Please follow the steps below to set up e-mail =ty |
. . . From mail; ‘

notification entries. Woto: |

Step 1. Click the “E-mail message” field. s |

[~ attach image file

Step 2. Input the SMTP server address

Message: ‘

provided by your ISP. = ] 5 B
Step 3. Type the default port «“25” for cl iz baiies 22
Remote 59,124,166,133 ¢ 1501 5 Min{01,02,03,04,)
COI’]I"IeCtiOFIS eMail eric@gmail,com *DWR notification{Moti...

Step 4. Entry the email account and password.

Step 5. Type the email address for sending the Totak 2

notification emails in “From mail” field.
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Step 6. Type the email address for receiving the notification emails in the “Mail to” field.

Step 7. Fill “Subject” and “Message” fields to identify the email messages.

Step 8. Check if the user would like to receive the attached snapshot picture.

Step 9. Click the “Save” button to save your pending entry. That entry will list at the bottom of
this window.

Step 10. Click “Test mail” to check if the setting is correct or not.

Step 11. Repeat Step 2 - 6 to add other E-mail message notification entries.

Notify by FTP server: Upon motion detection, the NVR system can send the trigger message to
the FTP server and save the trigger information as a text file.  You will get the trigger
information from the file, such as HYBRID NVR/NVR Name, Camera number, Event, and

Timestamp. Please follow the steps below to set up FTP server notification entries.

Step l CIICk the FTP nOtIfy fIEId Wideo transter | E-Mail natify FTP nolify‘ Phorecal 4 ¥
Step 2. Input the DNS name and port number ors: |t
(default is port 21) which the user e [ @

Account: I
wishes to send the triggered information |

to this FTP server. I Passive mods

Path: I

I Atkach imags file

Step 3. Entry the FTP Server’s “User name”

and “Password.”

add | E  Delete w] e |
Step 4. Enable “Passive mode” for some ] T Nmberfte adiress | Sstup |
) Video 192,168.1.133 1 1501 5(15,16,17,)
special FTP servers. Ask your MIS
staff for the detailed setting.
Step 5. Entry the saving path and check the Total: 1

“Attached image file” icon if you needed.
Step 6. Click the “Save” button to save your pending entry. This entry will list at the bottom
section of this window.
Step 7. Repeat Step 2 to Step 4 to add other phone call notification entries.
Notify by Phone Call: Upon motion detection, the NVR system can dial the listed phone
number(s) and play a recorded message or siren. Please follow the steps below to set up phone
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call notification entries. Before setting up for phone call notification, please refer to “System

configuration” for dial-up voice modem setup.
Step 8. Click the “Phone call” tab.

Step 9. Input the phone number the user wishes
to call.

Step 10. Click the “Sound File setup” button to
choose an alarm siren or record your voice
message.

Step 11. Click the “Save” button to save your
pending entry. This entry will list at the bottom
section of this window.

Step 12. Repeat Step 2 to Step 4 to add other

phone call notification entries.

Notification setup

Remot: | E-Mal Phone call | fMs

Phane number:

File:

2lnje]

Save

PCH 8,000Hz 16bit mono

@ Delste

&

ﬂ Exit ‘

Call
Phone

Number | IP address
5103001

Total:

et
CH\Program Fies\Witn...

1

1. If the user wants to record his voice message, the “.WAV” file format must be 8000Hz, 16-bit,

and Mono for phone calls notify.

2. If the user wants to set up the phone notification wave file from the system file, the warn.wav

file should support 8000Hz, 16-bit, and Mono format.

3. Each phone call notification entry can have its unigue audio stream. Each phone call

automatically disconnects after a one-minute duration, even if your voice message is longer

than one minute.

4. It would help if you used an approved Voice Dial-Up Modem.

5. If the user’s telephone system requires an extension number t input, please use one or several

commas (,) to separate the phone number and the extension number. The number of commas

requirements depends on the system, so test it beforehand.

Notify by SMS message. Upon motion detection, the NVR system will automatically send the

SMS message to the registered mobile phone. Please follow the steps below to set up SMS

message notification entries. Before setting up for SMS message notification, please refer to

“System configuration” for 3G modem setup first.
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Step 1. Click the “SMS message” field.
Step 2. Input the maobile phone number.
Step 3. Type the SMS message.

Step 4. Click the “Save” button to save your
pending entry. That entry will list at the
bottom section of this window.

Step 5. Repeat steps 2 through 5 to add
another SMS message notification entry.

It would be best if you used an approved 3G

Modem for sending SMS messages to mobile

phones.

Notification setup

Remote | Ebfed | Phonecal —SMS |

Phone number :

Message:
@ Save @ Delete ﬂ Exit ‘
call Number | IF address | Set
Remate 59,124, 166,133 ¢ 1501 5 Min(01,02,03,04,)
&Mail eric@gmail com *Mation Detection(Mot, ..
Phane 510 C:\Pragram Filas\witn. ..
lMS 0919xx=x%% Mation detected from ...

Total: 4

Enable third party Program: Upon motion detection, the NVR system can enable the

pre-installation third party program. Please

follow the steps below to set up third-party

program entries.

Step 1. Install the Third-party program first.

Step 2. Choice the path of program and entry
“Program arguments “(If it is
needed).

Step 3. Click the “Test “ icon to make sure
function will work out properly when

event is triggered.

Notification setup
al rotify FTF rutily Phore cl Shis Floqrall b
Executabls file:
[ &
Pregram srgurerks:
Test
[ add | %] Delete ﬂ Esit | th
e
cal Number(IF sddress | Sebup |
the
Totak 0

Enable Push alarm: Upon the event is triggered, the NVR system will enable the Push alarm to

notify the mobile phone you have set up.
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Step 1. Click the “Push Alarm” field.
Step 2. Click the “Please select devices “ icon to enable the Mobile phone.  The Mobile Phone

should remote access this NVR via AnyView App first then the machine will list on the

table.
Step 3. Check the devices from the table list and then click “Add” to finish the setting.
T x
FTP oty | Phonecal | GM5 | Progam ~ Push alanm| 4 b - | B U

# Device ID | Model \ 05 \ Memo B

€ O1S7B72726004E6... LG-X230 Android

Please select device(s), ‘ @ 0332B164-EEZ7-4C... Phone apple

£ 1E36A428250D8C0... CHO02 Android

@ Z1C46623DBACRCS... 4034D Android

@ 343817E26718085... F1f android

[ & sacsio4Eenosaz4... Redmi4 android

[ & 403r58660814336...  Frima RM2 Android

[ @ s4716FAA3B15AEE. . SM-GI3SF Android

[ @ s540c017BA64658...  Lenowo AGD20a46  Android

[ @ srFona73673E4E00... G326 Android

B Add ‘ [x] Dekete ﬂ Exit ‘ [ & 725505698rB1E46...  LGD415 Andraid

= s o I [ @ 7842ro3areseesra... Redmi Note 4 Andraid
D £ 057B3C8A0E26531... SM-GIZOP Android pus

Fush larm L [ @ o5286rcancrazsst, . SM-TS6IM android

[ @ 908Bs0809FF426E. ., SM-GSI0H Android

D £ A2FOBAANSBEB3D6. . SM-A720F Android

[] & AEFOS50FAS2600C. . SM-NOSOF Android

[ @ seze7sszropgelz...  Amang ASS Android

Totak 1 [ & corepseoceniee. . Recm 4 andraid
'4_|| & CENFEn7ALORARAT AT A andenid | "ﬂ

® Alarm zones setup (Optional): This function can be enabled when the public address server

connects to the NVR. The public address server will announce to the camera site via a group(s) or
zone(s) automatically when the NVR is triggered.  Follow up the steps shown below to set up the
announcement area:

Step 1. Choice the “Zone” and “Group” where will announce when NVR is triggered.  For the
detail setting process of “Zone” and “Group,” please refer to the “Public address
configuration” chapter.

Step 2. Record or choose the existing alarm sound files, set up the interval period between files, and
press the “Add” icon to save the file.  Click the selected files and click “Delete” to remove
the desired alarm sound file.

Step 3. Enable chime sound if you want to play chime sound before alarm sound.

Step 4. Adjust the audio volume for the play alarm sound.

Step 5. Click the “Save” or “Cancel” icon to finish and exit the setting process.
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' Alarm zones setup

Record/Play alarm

Plays chime sound i
P Sound fie: sound file
before alarm voice" ¥ Enable chime sound [
e L 021 Semanis) Browse /Select the
N Add | [X) Delete I isted d il
. . v ‘ existed sound file
Adjust alarm voice = e " .
. [c:\Program Fles\Witness V... 2Sec. | List selected alarm
volume < T oG o C:\Program Files\Witness NV... 6 Sec. i
i sound files
Enable announcement zones |
| Zone/Group no Name -
% f Zone (il Fo Group01
Zone I Name I @ P
3] 02 Group02 E .
Select announcemient | ||= ¥/ 080M=0 s List selected zones
[¥] Zonel Zone01 & 03 Group03 o
area by zone and @iZone2  Zone02 o ot e »and groups
[¥] Zone3 Zone03 & | 080M#0_Zone2 Zone02
group @l Zoned  Zone04 @ [080M#0_Zone3  Zone03
V] Zone5 Zone05 & | 080M#0_Zone4 Zone(4

‘\_/ Save x Cancel |

® Device relay output: The user can select the Trigger relays output

output relays from each IP camera when the Freon
o I~ Relay 02
event i triggered. I ey 03

Device's relay output
Select device

Device's relay output

[iPeamn1 output

Trigger relays output——————

J—

" RR

]

v_//o»<|

|?( Cancel |

White list / Blacklist: You can add or delete the White list (Blacklist) database from here.

WhitLit | BlackList Group <
Informatio & Schedule | Motificstion ~ WhiteList | BlackList |
License plate [ Brand | Contact person | Phone number [ Memo I
F AVE456 Audi Tom Wang 886-879845235 Boss
[] 2 kueso4as Toyota Tim Wang
£ Www-2345 BMW Luice Kenny
Total: 2 ||E Save H [¥] Delete H@ Find H Copy ‘
Group ng_ =~ | Name [ Memo I
B Parking Lot#1 Tapel |
B2 Parking Lot#2 Taipei-1
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Chapter 5 Operate Face Recognition System

5-1What is QuickFace Facial Recognition System?

<~ Introduction
i-View QkDefine® Face Recognition system can identify faces that are difficult to recognize within
standard video surveillance technology. The QkDefine® Face Recognition engine can support the
situations as below:
a. The minimum resolution of the face recognition is 150 pixels of Face.
b. The minimum view angle of the face recognition is 30 degrees to the left or right and 30 degrees to

the up or down.

c. Allows detecting faces hidden by sunglasses or masks still get higher than 90% accuracy rate.
QuickFace also has high accuracy in matching faces taken from wear the Sunglasses or up to
ten-year-old facial aging change.
-Specific faces can register in advance to send an alarm when they are detected.
The faces of repeat shoplifters and wanted criminals can register in the facial recognition
security/surveillance system from data recorded in the past.
Information can also share between facial recognition systems by importing generic photo data in the
JPEG format, and alarms can notify the operator by displaying pop-ups on the screen, emitting
warning sounds. For example, face images of suspicious people detected on the sales floor can search
for tracking information on a timeline, including what time they enter the store and which sales floor
they passed. Whether suspicious people have shoplifted, etc., after entering the store can also be
immediately searched for and checked by the facial recognition security system- "QuickFace."

< QuickFace System’s main features?
Face Matching: One of the significant advantages of the Facial Recognition Solution is the level of
control it gives you from a central point of management. Thanks to the direct connection between
Face Recognition 2MP face recognition IP cameras (DM-2MIPR/IR-2MIPR series) and AnyNet
QuickFace NVR server, you can control and gather insight from up to 128 cameras from one NVR
server at the same time. With face matching and visual analysis carried out by the system in real-time,
your operator can easily access any recorded images related to that face or customer via the GUI in
i-View AnyNet NVR software. When it matches with registered people, the alarm of face matching
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is output in real-time and displays an alarm history in the list.  The specified screen image can be
played back on the control monitor by double-clicking on an alarm history.
High Precision: The Al function enables cameras to automatically detect the scene and automatically
optimize the settings accordingly to improve the detection ability of the video images. The camera
automatically detects the moving objects, movement speed, faces, and light intensity
(day/night/headlights) found in the video and optimizes the settings in real-time, and captures a more
optimal video of the subject.
System Cost Reduction: With conventional facial recognition systems, all captured images send to
the server, and the server performs face detection and facial recognition, which concentrates the load
of data processing on the server. Systems also tend to be large-scale because of the large bandwidth
required to send all the images and the high capacity hard drive space needed to save those images.
Using i-View’s surveillance system that combines NVR server and Face Recognition cameras, the
camera built-in Al engine allows the faces detection and the camera to recognize. The recognition
result data contain faces photos to send to the NVR server, dramatically decreasing the Server’s CPU
load and eliminating the need for large bandwidth. Performing facial recognition on the NVR server
using the Al face recognition function reduces server load and hard drive capacity requirements. It
permits up to 128 network cameras to connect to a single QuickFace NVR server.
With this i-View face recognition system, it is no longer necessary to send the data-intensive
high-resolution images to a server, unlike conventional systems. It delivers high-precision facial
recognition while dramatically decreasing network traffic, transmission costs, and network
construction costs.  Using i-View’s system with 50 or more network cameras connected, fees can
reduce by about 80 to 90% compared to conventional methods that do not use the built-in face
recognition camera.
System Expandability: Simple batch registration of a maximum of 2000 faces is possible with the
QuickFace NVR Server.  Face detection, facial recognition, tracking, and surveillance with recorded
video can perform in the same GUI by performing integrated management with the FreeView Pro
CMS software and AnyNet-CMS for i-View video surveillance systems. It eliminates the need for the
reliable operation and control required for conventional facial recognition systems and enables work
to centralize.
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5-2 How to install the camera for the Face Recognition system?
This section will introduce the rule of camera installation and get the optimal image for the Face

Recognition system.  Please take notes as below when installing the face recognition camera.
<-Minimum face resolution and maximum face angle
The minimum face resolution and maximum face angle for a face recognition task is at least 60x60
pixels, and the vertical /horizontal angle is 30°. A general rule of face recognition is that the
smallest unit that defines the recognized face has to be 60x60 pixels. In terms of face recognition, the
smallest unit is the width and height of the face that compromises the image on the face recognition.
To get this face character, the minimum size of the characters has to be 60x60 pixels.
The characters can, of course, be taller (and will be if higher resolution cameras use). The 60x60
pixel width and height is just the minimum value. But do note that if the characteristic width and

height are less than 80x80 pixels, then the recognition rate will drop drastically.

)
)
9
)

\ertical resolution >60 pixels

w«—,| Horizontal resolution >60 pixels

Vertical range <+30°

\max 30°
I

Horizontal ranoe < +30°
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<-How to make a perfect face photo of the Database for comparison purposes?
The best face photo file of the database is below:
1. The face photo does not overexpose or dark.
2. Normal emotion.
3. Front face.
4. The pixels between ears must be larger than 260 pixels.
5

. The background should be a single color.

Single color and Do not overexpose
Simple background ~ | or dark

Normal emotion ——

Front face

The pixels between ears
must be larger than 260 pixels.

<~ How to measure the pixels of the face?

Crop s > AN
a. Take two photos of the face, which are the £ i ‘j NO

Cop:
Paste Sele

- - k Rotatiy & /Q Emim O <4
farthest and the nearest distance to the camera of Gt e i st
Resize and Skew x|

the detection area. u—
) X - By: (" Percentage
b. Run the Paint accessory program of Windows, ‘ o~ | - om
and then measure the pixels of the face. Please ol b e
. . | % il .
refer to the photo on the right side. 7 Miainfain aspect ratia
-~ Skew (Degrees)

+—

> Horizantal: [

ﬁl Vertical: |u—

Cancel
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5-3How to set up the face recognition camera?
You MUST connect the 2MP face recognition IP cameras (DM-2MIPR/IR-2MIPR series) to AnyNet

QuickFace NVR before setting up the face recognition function parameter.
This section will allow you to set up the parameters of the Face Recognition camera.  Please follow
the process below.
1. Connect the 2MP face recognition IP cameras (DM-2MIPR/IR-2MIPR series) to AnyNet
QuickFace NVR first.
2. Login to the face recognition IP cameras via Interner Explorer Browser, then select the « Face ”
section =>”Face Recg Config,” then you will see the below diagram window.

Live .\ / Eile SER e 4 Log L Alarm & A " Face \

Identify Preview
Face Recg Config
Face Database
¥ Enable

manage Arming Schedule

Face Database wort EICIENNS - ENCIEIS
s OIS - NS
Records Query Mo (Vo (V@2 vism [v]
AT GER0 (vlo Vfz vi (V]
AP EEL] snei DICIONG ENCENS ...

Query

- EER 15200
-0 Largest Ony: |
i1 Full Jpeg' Il

Interval Time: 21 (1~10000)ms

3. Press Check the “Enable” icon and then choose the arming schedule to have the face recognition
function. The default schedule is 24/7.

4. Press and drag Mouse's left button to set up the Detection areas or Shield area from the “Area
type” field.  Click the “Clear” icon to clear the current detective areas.

Minimum Pixel: Setup the minimum pixels of face detection. The system will ignore the video when
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the pixels of faceless than the set number.

Face Quality Threshold: Setup the minimum value of Face Quality Threshold to snapshot when

face detection, the system ignores when the quality is less than the set number.  High quality will get
a more accurate result of face recognition but may lose in the beginning database.

Largest only: The camera processes the face recognition processing for the largest one among faces
when enabling this function. The reset face of the image will ignore.

Full Jpeg: When the function is enabled, panoramas are taken and stored when the camera detects
faces.

Interval time: This option can set the interval period between the latest and subsequent face detection.
In a more detailed setting, you can refer to the manual of the face recognition camera which comes

with the device.
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5-4 How to white list and blacklist of face recognition system?

This section will allow you to set up the white list and blacklist of the face recognition system. Would
you please follow the process to set up the white list and black list of face recognition?

Click the u icon and select the “FACE Whitelist/Blacklist setup” field to enable the program.

< White list (Blacklist) face ID-> Information

WhiteList | BlackList | Guoup | Parsmeter £
Face ID: [1d619442-286b-47ac-8d28-fc1 f1b9597d8 New ID
Moz 004
Name: Tom
Description:  [Sales sl canern@ o yme s Foie 10

No Name
[V]® 03  camera 03

Phone number: [(3-5645897

Address:
el
Memo: Picture file:
[c:\snapshott d619442-286b47ac-8d28-fcLfibe (3
Total: 114 @ save ‘ [ Delete ‘ &, Find | Copy ‘ Sync to amera ‘ Sync all face ID |

Face D =~ [ o [ Name [ Description [ Phone number | Memo -
B 04fc3085-fcl94969-2f3c-a44c3032c06¢ 001 John Repair 0956467899
€8 095c9131-ce94-4b08-9a24-3d376efleccO 002 Ketty Sales 0354124578
8 00243cc3-457b4006-0fal 3c5boof606ca 003 Bil Wu GM 0945874121 Boss
18 [Ld619442-286047ac-8d28-fc1f1b9597d8 004 Tom Sales 03-5645897
£P 1d746b50-0dff4180-2031-6b6a822ebcf0 005 Phillpe Tan Guset 091125465
8 leabd486-a3cl-Gcae 7fIF 07867700938 006 S ER 0944787512
18 1f9e10cF-22b4-cBal 48a5-abb036222ac5 007 = B 0956321458
£P 20d32a39-84b9-4845-2405-5bafo658232a 008 Cindy Wu Finial Dept. 0545789811
8 22c52027-7817-41b3-853b-1383783eb762 009 fza2d ES5l ] 0956878954 i
< i v

Follow up the steps below to edit (delete) a new Face ID into the database.

1. Click the “New ID” icon to generate a new face ID.

2. Browsers the path of the file, then choose the photos to save into the Database.

3. Input basic personal information such as No, Name, phone number, address, etc.

4. Select and check the cameras from the “Assign camera to sync this face ID “ field which you
want to synchronize this Face 1D between the Face recognition camera and NVR.

5. Click the “Save” icon to complete the setting.  You also can double-click the face ID to modify the
personal information or click the “Delete “ icon to remove the existing Face 1D from the NVR.

6. Repeat the 1-4 process to add another face.
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Search the Face ID from white list (blacklist) via

category?

1. Select the search items via category from the drop
menu of the “ Search in column” field.

2. Click the “Find” icon to start to search.

How to copy the parameters to the other Face ID?

1. Double click the face ID which you want to use
this 1D (Named BaselD) to synchronize to the
others Face ID, then copy the Characters of
BaselD and paste it into the “ Face ID” Field.

2. a. Select the Face ID which you want to
synchronize with BaselD. (synchronize to 1
selected ID).

b. Click the *“ Copy “icon and then check the
copy items. You also check the “All ” icon

(synchronize to all face 1Ds).

Find .

Search for: Iv¥ Search from top

Search in column:

|Face D j

_

Find \\ ﬂ

@ Deletel% Find I Copy | Sync t

| Mo | Name | De

Copy from . - -

Face ID:
f

[« Sync to camera

[+ Group

Al

W oK / 75 cancel

@ Deleta |% Find |I Copy I Sync t

[ no [ rame [ De

c. Click the “ OK” icon, the Face ID setting parameters of the camera or group will come the same as

this Base ID.

Synchronize the parameters of Face ID to pre-assign IP cameras | S¥nc to camera

a. Press and hold the “Ctrl” key, then click the Mouse to select the face ID you want to export to the

pre-specified cameras.

b. Click the “Sync to camera” icon to upload.
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Ho Hama
O%oe 2w
080 erzampam

W o | ol w\

Sync all face 1D Sync all face ID | Sync NVR 2l face ID to pre-specified cameras

Sync all face 1D of IP cameras to NVR

e Sync NVR all face ID to pre-specified cameras.
a. Click the “Sync NVR all face ID to pre-specified cameras” field
b.  Select the IP cameras to export NVR’s database
c.  Click OK to complete the setting.
o Sync all face IDs of IP camera to NVR.
a.  Click the “Sync all face ID of IP camera to NVR” field.
b.  Select the IP cameras to import the database face ID to NVR.
c.  Click OK to complete the setting.

; . The Face Recognition cameras want to receive the export Face ID data from NVR, which

cameras must check from the “Assign camera to sync this face ID” field of Face ID’s

parameters.

< White list (Blacklist) face ID bl | G | i

Information  Growp List |

1 roup no [tame ~ [ Memo
- Group List T tane n
[#1¢® 00 unpopular people
Follow up the steps below to add OG®uo TEpA
@ BREREAM
[1€® 001 it
(remove) Face ID from the OI® o2 im0

Whitelist (Blacklist) database.
1. Select and click the Face ID

from the list table. This Face

ID will list on the Grou
p save ‘ [§ Delete ‘ @, Find ‘ copy ‘ Sync to camera ‘ Sync al face D ‘
bl Face D =~ [no [ Name [ Description [ hone nurmber [ memo
ta e' £ 04fc3b85-fc19-4069-2f3c-244 €3032C06C 001 John Repair 0956487839
£ 09509131-ce94-4b08-9224-3d376eflecc 002 Ketty Sales 0354124578
@ 0d243¢c3-457b-4906-9fa1-2c5b99f606ca 003 Bil Wu GM 0945874121 Boss.
2. Check the GrOUp name from 0 [1d619442-286b 472c 8428Fcl(1b9597d8 004 Tom Sales 035645697
0 1d746b50-0dff4180-a031-6b6aB22ebcf0 005 Philoe Tan Guset: 091125465
et 2 1eabd486-a3c1-6cae-7fdf-9786770b938e 006 Sl BE 0944787512
the Group table to JOIn 8 1f9e10cf-22b4-CBa14835-abb036223aC5 007 MR B 0956321458
£ 20d32230-84b0-4845-2405-5baf0658032a 008 Cindy Wu Finial Dept. 0545789811
2 22¢5a027-7817-41h3-853b-1383783eb762 009 THE EanE 0956878954
‘ i




(Remove) this face ID into these groups
3. Click the “Save” icon to complete the setting.

4. Repeat the 1-3 process to add (remove) another face IDs.

Group => Information & it [[ ity Orow [ Faein
| Wotification | WhitList | Blwklist
Schedule Conne R e =
me: [inpopurpecple e [paiy -
Please follow up the process to ) e e b
Memo: Start time: W End time: W
set up the Group: e T
statdate: 3720 ] Enddate:  [o3720 <]
1. Input Group number, name, e |B ooete
. . Type [ Date/Time [ camera [
and from this section. Gosh on:0 - 23:59 3
2. Select the camera(s) and
Total: 1

schedule, then click the

“Save “icon to complete B e |@ oo [ e @) oo |

Group no_ [ Wame [Memo [
the schedule setting. - -
€0 110 TEGDAY
3. Click the “ Save ““icon to 8‘332 e
€Dy 006 Thieft
complete the group

information setting. Or select the existing group, then click the *“ Delete” icon to cancel the group.

Group 9 BIaCkIlSt Whitelist | BlackList” Growp | Porametr
Informatio & Schedule Hotification

(Whltellst) Face ID [no [Hame = Description Mamo B
D £0 64105fb8-e503-4788-03e5-f04446076500 Alexander
D £0 200c1d20-bf43-4d8f 8072045768627 1 Amelia =
Follow Up the Steps below to [ £ 337222d8-64be 40 b8 208083028320 Amela
D £ e8d02685-0acd-4376-b014-0672634 041 Angree
- £0 23cdob034dfe-405c-0822-e082529155f0 ANOE
edit (delete) the new Face ID Em 330607 cod12-4672-8326.022307 203681
D 0 5b32e70b-9c06-4289-9cb9-53e8cf2753d8 Avae
- . - [ ] €2 53743b8d-d7bb-41eb-a20e-56db18336550 Baby
Into the WhlteIISt D 0 52cf5043-6182-417f beeo-2812554ac707 Bethany
[] €8 sodcsdfe-8c404958-aeea-20db7597dods Bethany
H [] €8 co72f4d4-ae2f4dgb-973d-243ad 1906517 Bethany Han
(BIaCkl |St)databa.$e. ] £ 0d243cc3457b4906-5fat-3c5boof606c 003 Bl Wu &M Boss
] £ eeB448bb-ea31 4252-b4c7-9e537beSdelb Brown Wee
1. Select and click the ] £ f555714e-092b-4c31-9914-058cd242927d Chee
] £ bbcfe?tc-elcf4ed1-a014-5reBC0BA7bS Cindly Kim
] £ 2003235-84b3-48450405-5baf3658232a 008 Cindy Wu Finil Dept.
Group from the Gr()up ] £ 667114 ee-12fa-4894-82d6-cc0511656062 Connor 4

table. soe | @ velte [ rno @ oo |

2. Check (Uncheck) the e TR0 e :

D 02 ES
Face IDs from the *“ Face . il
¢Dfoos unpopular people

D 006 Thieft




ID list table.”
3. Click the “Save” icon to complete the setting.

4. Repeat the 1-4 process to add another Group.

How to copy the parameters to the other

Copy from ...
group? Group no:
1. Entry the Group No you want to use (Named I
Base-group) to synchronize to the others e WhiteLIst 8 BlackList
v Schedule
groups. ¥ Notiy
2. Click the “ Copy “ icon and then check the O
copy items. You also check the “All ”” icon to ok \ X concel

synchronize all groups.

3. Click the “ Ok” icon to complete the setting. save || pekte @ pno [ _cooy |

Parameter
WhiteList | BlackLit Gmup
Setup the similarity value of face recognition to —
enable the notification. W Enable
< 2% 1 1 1 Start & bl tificat hen th - -
1. Check the “Enable” icon from whitelist T s0=]  (1-100)%
or blacklist field.
Blacklist
2. Setup the similarity value as the S
threshold for trigger the notification Start to enable natfications when th -
gg swrmlarltsf srla?ﬁleehgoher‘?h;ns when e ’@ =100z

process.

Save Export
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triggered.

® Enable notification

< Group > Notification

® Sound file setup

WhiteList | BlackList” Group

Tnfoirmnatio & Stheduls Hotification | WhiteL st
Actions to take when triggered

¥ Enable alarm siren

I Enable notification

¥ Enable natification

BlackList

@ Sound file setup ‘ 1
Bgi Notification setup
- g

Check this field and select the sound file or audio recording for the sound alarm when the event is

Sound file setup

Bgii Haotification setup

» Enable notification: Notification by phone call, SMS message, an email notifies, upload to FTP

server, and live videos transferred to a remote site PC when motion detection is triggered.

Notify by Video transfer: Upon motion detection, the NVR system will automatically send and

record the selected live videos to a remote PC (with FreeView Pro standby). Please follow the

steps below for setup. Click the “Video transfer” field.

Step 8. Check if the user would like to send
the live video to the “ezDispatch
Server” and distribute the live video
to the available CMS platform.

This function for an extensive system
and the control center has more than
the CMS platform.

Step 9. Check if the user would like to send
the live video to the “ezDispatch

. Server” and distribute the live video

# tothe available CMS platform.

This function for an extensive system,
and the control center has more than
the CMS platform.

Would you please make sure the

83

Motification setup

Yideo transfer | E-Mail notify FTF notify Phone cal 4 »
[™ Send to ezDispatch server
DMNSJIP address: |
Port: ’W Default
[ wia ezvideoTrans program
Transfer duration: g J;I in.
Mo Name -
[Jon testt
&0z camoe
D !‘ 03 Camera03 -
fdd | &l Delete ﬂ Exit |
Call Mumber/IP address Setup
Total: 0




ezDispatch is enabled or not when you want to use this function?

Step 10. If the user wants to send the live video directly to a remote PC, type the remote PC’s IP
address or DNS address. TCP/IP port number (default port “1501”) for the transfer
connection.

Step 11. Determine the Transfer duration in minutes.

Step 12. Sect the desired video channels to transfer the live videos to remote site PC.

Step 13. Click the “Save” button to save your pending entry, list at the bottom of this window.

Step 14. Repeat steps 2 through 6 to add another “Remote” transfer live video notification entry.

/7//; The TCP/IP port number you choose must match the one set up in the FreeView Pro

program at the remote PC; otherwise, the connections will fail. Please note you also need to

open from your router configuration for remote PC. Check your router manual for more

info about “port forwarding” or “virtual server.”

Notify by Email: Upon motion detection, the NVR system will automatically send e-mail
messages to the registered email recipients. Please follow the steps below to set up e-mail
notification entries.

Step 1. Click the “E-mail message” tab.

Step 2. Input the SMTP server address provided by your ISP.

Step 3. Type the default port "25” for

connections. Rewcte  B-Mail | Phonecell | 53

Step 4. Entry the email address and password. SR | [Tt |
SMTR Port: 25 Account:

Step 5. Type the email address for sending the bt [

notification emails in the “From mail” Frommal: |
) Mail ko |
field.
Subject: |
Step 6. Type the email address for receiving the B R iEs i
Message: ‘
notification emails in the “Mail to” field.
Save | [E]  Delete ﬂ Exit ‘
T (3 H 99 (3 29
Step 7. Fill “Subject” and “Message” fields to = e
. . . Remote 59.124.166.133 ¢ 1501 5 Min(01,02,03,04,)
Identlfy the emall messages eMail etic@agmail,com *DYR, notification(Mati...

Step 8. Check if the user would like to receive

the attached snapshot picture.

Totak 2

Step 9. Click the “Save” button to save your pending entry. That entry will list at the bottom of
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this window.

Step 10. Click “Test mail” to check if the setting is correct or not.

Step 11. Repeat Step 2 to Step 6 to add other E-mail message notification entries.

Notify by FTP server: Upon motion detection, the NVR system can send the trigger message to

the FTP server and save the trigger information as a

text file. You will get the trigger information from

the file, such as HYBRID NVR/NVR Name,

Camera number, Event, and Timestamp.  Please

follow the steps below to set up FTP server

notification entries.

Step 1. Click the “FTP notify” field

Step 2. Input the DNS name and port number
(default is port 21) which the user wishes to
send the triggered information to this FTP

Server.

Notification setup

Video tiarsfer | E-Mail notify FTPnulilyl Fhonecal 4 »

o _resrr |
FTP port: 21

Account:

Password:

[~ Passive mode

Patht

[~ Attach image file

add ‘ [X]  Delete Iﬂ Exit |
Cal [ Mumber/IP address | Setup I
Video 192,168,1.133 1 1501 5(15,16,17,)

Total: 1

Step 3. Entrythe FTP server ‘s “User name” and “Password.”

Step 4. Enable “Passive mode” for some particular FTP server.  Ask your MIS staff for the

detailed setting.

Step 5. Entry the saving path and check the “Attached image file” icon if you needed.

Step 6. Click the “Save” button to save your pending entry. This entry will list at the bottom

section of this window.

Step 7. Repeat Step 2 to Step 4 to add other phone call notification entries.

85




Notify by Phone Call: Upon motion detection, the NVR system can dial the listed phone

number(s) and play a recorded message or siren. Please follow the steps below to set up phone

call notification entries. Before setting up for phone

e L Remole | E-Mal Phome call | 5bi
call notification, please refer to “System

Phone number:

configuration” for dial-up voice modem setup. |
Step 1.Click the “Phone call” field. il maR=-]

. =
Step 2. Input the phone number the user wishes to | ]
PCM 8,000Hz 16bit mono
call.
Step 3.Click the “Sound File setup” button to
choose an alarm siren or record your voice message. L B ok d e |
Call Mumber [ IP address Set
Step 4.Click the “Save” button to save your pending Phane s103001 CilPragram Flesiin..

entry. This entry will list at the bottom section of this

window.

Total: 1

Step 5.Repeat Step 2 to Step 4 to add other phone call notification entries.

1.  If the user wants to record his voice message, the “.WAV” file format must be 8000Hz,

16-bit, and Mono for phone calls notify.

2. If the user wants to set up the phone notification wave file from the system file, the

warn.wav file should support 8000Hz, 16-bit, and Mono format.

3. Each phone call notification entry can have its unique audio stream. Each phone call

automatically disconnects after a one-minute duration, even if your voice message is

longer than one minute.
4, It would help if you used an approved Voice Capable Dial-Up Modem.

5. If the user’s telephone system requires an extension number to input, please use one or

several commas (,) to separate the phone number and the extension number. The number

of commas requirements depends on the system, so test it beforehand.
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Notify by SMS message. Upon motion detection,
the NVR system will automatically send the SMS
message to the registered mobile phone. Please
follow the steps below to set up SMS message
notification entries. Before setting up for SMS
message notification, please refer to “System
configuration” for the 3G modem setup.

Step 1. Click the “SMS message” field.

Step 2. Input the mobile phone number.

Step 3. Type the SMS message.

Step 4. Click the “Save” button to save your
pending entry. That entry will list at the bottom

section of this window.

Notification setap

Remote | E-Mail | Phomscell  SMES |

Phone rumber:

Message:
Save [E]  oelete Iﬂ Exit ‘
Call Number [ IP address Sek
Remote 59.124.166,133 1 1501 5 Min(01,02,03,04,)
eMail eric@gmail.com *Motion Detection(Mot...
Phone 510000 C:\Program Files\witn. ..
| 5 03190000 Motion detected from ...

Total: 4

Step 5. Repeat steps 2 through 5 to add another SMS message notification entry.

It would be best to use an approved 3G Modem to

send an SMS message to a mobile phone.

Enable third party Program: Upon motion
detection, the NVR system can enable the
pre-installation third party program. Please follow
the steps below to set up third-party program
entries.

Step 1. Install the Third-party program firs

Step 2. Choice the path of the program and entry the

“Program arguments “(If it is needed).

Notification setup
al rotify FTF rutily Phone cal Shis Floqrall b
Executabls file:
[ &
Pregram srgurerks:
Test
[ add | %] Delete ﬂ Esit |
cal Number(IF sddress | Setup |
Totak 0

Step 3. Click the “Test “ icon to make sure the function will work out properly when event is

triggered.
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® Alarm zones setup (Optional): This function can be enabled when the public address server

connects to the NVVR. The public address server will announce to the camera site via a group(s) or
zone(s) automatically when the NVR is triggered.  Follow up the steps shown below to set up the
announcement area:

Step 1. Choice the “Zone” and “Group” where will announce when NVR is triggered.  For the
detail setting process of “Zone” and “Group,” please refer to the “Public address
configuration” chapter. Record or choose the existing alarm sound files, set up the interval
period between files, and press the “Add” icon to save the file.  Click the selected files and
click “Delete” to remove the desired alarm sound file.

Step 2. Enable chime sound if you want to play chime sound before alarm sound.

Step 3. Adjust the audio volume for the play alarm sound.

Step 4. Click the “Save” or “Cancel” icon to finish and exit the setting process.

A Record/Play alarm
Plays chime sound
Y Sound fle: P |0 ® H¥sound file
. <
before alarm voice ¥ Enable chime sound [ ‘
hitanak 01 Second(s) Browse /Select the
@ Add | [X) Delete . .
. . Aot _ | | existed sound file
Adjust alarm voice Ele — = .
] [c:\Program Fles\Witness NV...  2Sec. | List selected alarm
volume < 20 et oo C:\Program Files\Witness NV... 6 Sec. i
o sound files
Enable announcement zones
Zone\( Group \ Zone/Group no Name -
Zone I Name l gm Group01
™ 02 Group02 E .
lect announcement | || ¥ 080M=0 = List sel zon
Select announcenrient i R0 S st selected zones
| »
area by zone and V|Zone2  Zone02 S e, Zonel »and groups
V| Zone3  ZoneD3 & | 080M#0_Zone2 Zone02
group 7| Zoned  ZoneD4 & | 080M#0_Zone3 Zone3
V| Zone5 Zoned5 & | 080M#0_Zone4 Zone04 =

W sae 75 Cancel
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® Device relay output: The user can select the

output relays from each IP camera when the

event is triggered.

Trigger relays output

I~ Relay 06
I~ Relay 02 Device's relay output
I~ Relay 03 —— |

Device's relay output

JE—

|

Select device
{ JtPcamna outaut

Trigger relays output

™ RR

Q//OK|

|x Cancel

White list / Blacklist: You can add or delete the White list (Blacklist) database from here.

WhitList | Blcklist Group =
Informatio & Schedule | MNotification  WhiteList | BlckList |
License phte ~ | Brand [ contact person | Phone number | Memo. [
£ AYE-456 Audi Tom Wang 885-879845235 Boss
[] €8 kue404s Toyota Tim Wang
0B Www-2345 BMW Luice Kenny
Total: 2 ||E save H [ Delete H& Fnd H Copy ‘
Group no_~ [ Name [ Memo. [
@ Parking Lot#1 Taipei |
B2 Parking Lot#2 Taipei -1
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5-5How to import the confidence value of face recognition?
This section will set up the trigger value when the face similarity value recognizes as a white list and a

blacklist of face recognition. Follow up the steps shown below to import the face similarity into the
specific face recognition cameras:

1. Click the “Setup” field and Input the value for the database of white list and blacklist face.

2. Click the “Import” icon and then select the IP camera to save into face data.

3. Check the IP camera number to import the database and then click OK to complete the setting.

L il 3IackLisl| m..nl

hitsist [elect comeras
. ho [ e
O% 15 carerz1s

Similarity: e O® 4 camerz 14
ity on [L-00

Blacklit /

[ Enle

Similatty: 20 3: (L - 100}

M save | Trpart

[T | F.9 Ea'\oal|
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5-6 The View log of face recognition

This section will allow checking and search the view log of face #pplication logs

Licensa plata logs

Face logs

detection and face recognition.  Click the View log icon and then select

the Face log field and click Search log section will show the window as
below.
<~ Face application log- Search Face detection: Click the Face detection field and then select the
date from the “Event day” dropbox, then the face detection list will be list on the window. ~ Select
the face detection item, and the photo information will show the right site.

Click “Play” will start to play the video clip of the evel ‘

FACE Application logs

Event day: 2018/ 12/ 14 - Save logs
Face recognibion

Time & | Camera | End time | -

[ow/zna 13a33 o 018/12/14 13:43:13_| ‘E ‘

018/12/1413:44:27 01 018/12/14 13:44:27 L

2018/12/14 13:48:14 01 018/12/14 13:48:16

2018/12/1413:48:34 01 2018/12/14 13:48:34

2018/12/1413:48:37 01 018/12/14 13:48:37

2018/12/1413:51:03 01 2018/12/14 13:51:03

2018/12/1413:56:52 01 2018/12/14 13:56:52

2018/12/1413:57:35 01 M018/12{14 13:57:37

2018/12/1413:58:53 01 2018/12/14 13:58:53 e
2018/12/1413:58:58 01 2018/12/14 13:59:00

2018/12/1413:59:30 01 2018/12{14 13:59:30 AL 15 1)
2018/12/1413:59:32 01 2018/12/14 13:59:32

2018/12/14 140200 01 2018/12/14 14:02:00
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<~ Search log- Search Face recognition: Choose the “Search log” section and Face recognition
field.
Select the search criteria such as the Search period, Camera, Group, and Name, and then click
the Search icon. The search result will list in the window as below.

Click “Play” will start to play the video clip of the event. ‘

FACE Application logs
Event day: 2018/ 12/ 14 - Save logs

Face detection Face recognition |

| Time & | Camera I Name | Group | Describ »
2018/12/14 142504 01 Kenla Unpapular people R&D
2018/12/14 14:27:34 01 Carry Les Whitelist Sales
2018/12f14 14:27:38 01 Jimmy Yen Blacklist R&D
2018/12/14 14:30:14 01 Holly Haung Blacklist Sales
2018/1214 14:38:55 01 David Wang Unpopular people R&D
2018/12/14 14:38:58 01 Carry Lee whitelist Sales
2018/12/14 14:38:59 01 Timmy Yen Unpopular peaple Sales |2
2018/12f14 14:39:28 01 Steven Kao Whitelist A
2018/12/14 144309 02 Holly Haung Whitelist BT

2018712714 15:22:34

2018/12/14 14:43:14 01 David Wang Whitelist AT
2018/12/14 14:43:39 01 Kenla Whitelist AR ANERERVS (s
2018/1214 14:43:41 02 Carry Les Whitelist Al
2018/12/14 14:46:03 02 Holty Haung Whitelist AR
2018/12/14 14:43:29 02 David Wang Whitelist
2018/12/14 14:53:24 02 Carry Les Blacklist
2018/12/14 145422 02 Carry Lee Whitelist
2018/12/14 145422 01 Steven Kao Whitelist
2018/12/14 14:54:51 02 Holly Haung Whitelist
2018/12f14 14:55:13 02 Steven Kan Whitelist S
2018/12/14 14:55:24 02 KenLai Whitelist AR
2018/12/14 14:58:40 02 Jimmy Yen Whitelist AR
2018/12f14 15:22:27 01 Holly Haung Whitelist BT
\2013;12114 15:22:3¢ 02 Whieli Whitelist
2018/12/14 15:22:53 01 FfiE Whitelist -
2018/12/14 15:22:57 02 HffiE Whitelist HhEEK
2018/12/14 15:24:06 01 s Whitelist Whatelist
2018/12f14 15:34:34 02 FefitiE Whitelist
2018/12/14 15:343¢ 01 E Whitelist
4 m | +
Totak 132
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<~ Search log- Search Face recognition: Choose the “Search log” section and Face detection field.
Select the search criteria such as the Search period, Camera, Group, and Name, and then click

the Search icon. The search result will list in the window as below.

Click “Play” will start to play the video clip of the event. Pla ‘

Search logs

From: |2ma f1z/21 - To: |2n18; 1221 v[

Camera; I all - j Group: IWhiteIist j

R |Jimmy % Search ‘ Save logs ‘

Face delecliun| Face recognition |

Time .~ | Camera | End time |

[oisi214 134313 01 2018/12/1413:43:13_|

2018/2/14 13:43:13

20184214 13:43:13
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<~ Search log- Search Face recognition: Choose the “Search log” section and Face recognition

field.
Select the search criteria such as the Search period, Camera, Group, and Name, and then click

the Search icon. The search result will list in the window as below.

Click “Play” will start to play the video clip of the event. ‘

Search logs

From: [2019 112421 -I To: |2ms/ /2 -I
Carnera: AL - - Group: Im-f.uh: 'l

L R G swcn | B swenss |

Fice dewisoe  Face recogaition |
Teve | Camera | Nae | e | Descrd »
ot Whiet Whitehst Siles

NI114 1 435:04

TIME
IWII214 152234
WIS 152235

CONFIDENCE
57
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5-7 Pop up the image of face recognition

This section will allow pop up the image of face

recognition when the face is recognized. Please follow up

on the process below.

1. Click the system configuration icon.

2. Check the “Pop up event notification  icon.

3. Check “License plate /Face recognition” from the

drop-down menu.

Systern configuration

Wideo display configuration

Connection ezDispatch server setup
Save Load configuration 4

Application tools - ezTools

ACCessories

PTZ Joystick setup

4. Click the Save icon to enable a pop-up message when the face is recognized.

System configuration ace recognition

¥ | Eratie watchdog reboot tiggeting
¥ &uto-start this DWR/MYR application

™ Log out when minimizing application

IIV PDE (¥a] 2vent notiﬁcat\onl

[# License plate | Face reco.‘.j

Event filker:

[V Display Jv petected mation
Lide theF Triggered sensor
messaggv  ideo s

¥ Stop sow |7 Urstable video signal

[~ Minirmize 4% Inteligent detection
I Lack wi Vv License plate | Face recogrhi..

v Save pending live videos before plavback

™ Enable on-screen keyboard

I~ | Merge vides upon start-ug

Each camera continuous 2 = 5
recording interval archive: I=| o=
IRestart prograr 'l

Upon system failure:

Exit option:

=

IExit program

Lom port: I, NOME -

~Dial up Modem

™ Eriatale myodenn ciakin

[ monE -

I~

[~ Enable system periodic auto restart

Select language:

English (United States) =

=
=

Restart option: m

Restart time: Igg 1 30

(V4 Save ‘

X

Cancel
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Chapter 6 Operate Object Classification and Counting

Function

6-1. What are the object classification and counting functions?

<~ System Introduction
The AnyCam® object classification network cameras of i-View have a built-in Al algorithm, which
functions object classification and counting. The so-called object classification is mainly to
distinguish between cars and people, and the vehicles can further subdivide into different categories
such as buses, cars, trucks, motorcycles, etc.  And the object count is in a specific setting block or
tripwire. When the object enters or leaves, the camera will add up or decrease or ignore the counting
number based on the user's definition. i-View's DM-2MIPQ/IR-2MIPQ object classification
cameras can connect to the AnyNet® NVR server to classify and count the object from the video of
the camera and upload the identification and statistics results to the NVR host. At the same time, the
NVR screen will display real-time statistical results and store these statistical databases in the log for
analysis and comparison of statistical reports and future queries. It also allows users to export specific
periods and cameras statistics.

<~ The primary function of the system?

The camera combines the function of object classification and counting, which can apply in many

scenes, such as:

» Indoor crowd control application: When the crowd exceeds the set threshold, an alarm can
automatically trigger.

» Visitors’ statistics: The store can count the number of visiting customers every month, week, day,
or period, and draw a chart to understand the number of visitors at different times, or compare
the growth and decline of the number of visitors at other times.

» Smart Transportation application: Counting the traffic of various vehicles on the highway at
different times to use this as a basis for traffic improvement.

< High accuracy
The Al function enables the camera to automatically detect the scene and automatically optimize
the settings accordingly to improve the image recognition capability. The camera automatically
detects the moving objects found in the image, moving speed, object, and light intensity
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(day/night/front light), instantly optimizes settings and captures the best picture of the subject.

< Reduce system cost and scalability
The object classification and counting system of i-View combines a camera with Al recognition
capability and an NVR. The front end uses an Al camera with object classification and counting.
All real-time statistics store in the camera's SD storage; when the NVR server is connected, only
statistics collect. The resulting data can automatically or manually upload to the NVR. All object
classification and counting perform on the camera side, and the data processing load distributes
among the cameras. The recording host aggregates all the statistical results instead of executing the
identification processing. It can substantially reduce the burden of the NVR, significantly reducing
the bandwidth and the hard disk capacity required for storing videos.
The object classification and counting system of i-View are different from traditional systems. It is
no longer necessary to send high-resolution images to the server and only send statistical results,
allowing up to 128 network cameras to connect to one NVR host. Compared with traditional
systems that do not uses built-in object classification and counting, when the number of network
cameras is 50 or more, the system cost of i-View can reduce by about 80% to 90%. This
centralized management and distributed processing are adopted. The architecture has the

advantage of not increasing the host load and infinitely expanding the system scale.
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6-2. How to install and set up object classification and counting

cameras?

This chapter will introduce the basic principles of camera installation and parameter setting to obtain

the most accurate statistical results for object classification and counting. The rules of camera

installation are as follows:

1.

The appearance of the entire vehicle and or the complete human form can see.

2. Try to avoid overlapping objects; it is best to be able to distinguish each object.
3.
4

. The people counting tripwire setting must be based on the principle of the foot that can be touched

Avoid overexposure, low light, and backlit shooting of the image.

when passing through.

. Vehicle counting tripwire settings must be based on the principle of the front of the vehicle that can

be touched when passing through.

To set the object classification and counting function parameters of the IP camera (DM-2MIPQ /

IR-2MIPQ series), please follow the steps below:

1.

Log in to the camera through the I.E. browser, select the "Setup "-> "Target Count" option, and the

following window will appear.

. Enable: After checking the "Enable™ option, select the detection schedule for object classification

and counting. (Default is the whole day period).

. Test line: Select the number of the tripwire; each line has its independent parameters setting.

Drawing: Press the left mouse button and drag to draw the detection line, and click the right mouse
button to end the drawing; after completion, the screen will show that A and B are on both sides of
the detection line. Press the Swap AB button, and the positions of Aand B will swap. Press the

Clear key, and all the drawn detection lines will cancel.

. Statistics: You can choose the entry direction (A->B or B->A) and define it as entering or leaving.

When an object enters (leaves), you can choose to increase or decrease or ignore the count of the
thing.

Flow Count: Refers to the number of people counted in a fixed period. After checking the Enable
option, you can set the interval time and the threshold value. When the number of objects measured
within the set interval exceeds the set threshold, an alarm signal will trigger.
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8.
9.

Total Count: Refers to the number of objects counted in the specified time segment. When the

count exceeds the set threshold, the system will send out an alarm signal.

Target Proportion: Refers to the proportion of the statistical objects in the overall screen. The

setting range is 0-10,000. (O=Ignore)

Object Type: The counted objects can divide into people, cars, or all.

Save: Press the button to store all configuration parameters.

For more detailed settings, you can refer to the operation manual of the object classification and

counting cameras attached to the product.

B Device Information
R QR Code

B Pan tilt setting

B Time Settings

B Audio Settings

R Sound Alarm Output
B Dispiay Settings

R Streams

R Video Parameters
R ROI Settings

R Motion Detection

R Video BlockAlarm
R Privacy Zones

B Target Count

B Electronic Fence

R RetrogradeDetect
B Absent Detect

R Safety Helmet Detection
R Light Alarm Out

B Network Settings

B Management Ptatform
B Multicast Config

B DDNS Settings

B EMAIL Settings

B HTTPHTTPS

B RTSP Setting

B HTTP Push

B UPNP Settings

B Alarm Input

Enable
Arming Schedule
Period 1%
porcczm :
Period3
pPeriod4 [
Pernod5 1l
Period6 Il
Period7

PenodS Il

Setup
Test line:
Statistics: A->B(Enter). QAdd CNT B->A(Leave): @Add CNT @Reduce CNT Qignore
Flow Count MEnable
el
Teshod
Total Count iEnable
- O RSN
Atarm Threshoid:  CEEnT N
Target PCT I 0 10000)
Object Type: @People OCar @Al
Linkage Setting
Email. Snap.

PULESN | You are in the secunity area_Please | v
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6-3. How to configure the object counting and show statistical data?
| [ObecE count setup]

This chapter will descript the setting of object counting and the

display of real-time statistical data.

Click button and select the "Object count setup” option to
enable the following setting window. Follow the steps below to set up a single or group camera to
display the real-time data of the object statistics.

1. Set the No and name of the group or single camera.

2. Check the Show real-time statistical data option.

3. Check the camera under the Available camera(s) field, and check the Tripwire No of each selected

camera under the Select tripwire(s) field as the basis for the object statistics of the group.

SN

. Remove: Click on the camera in the Select camera(s) field and press the Remove button; the
selected camera will cancel.
5. Press the Save button, and the set camera group name will appear in the window below. Selected

the No. from the list of windows, and then click the Delete button to remove the selected item.

No: [ ?IV Show real-time statistical data

Hame: |68 High Way Section 1

? Lyeailable cameraiz) | Remove | | Select cameraiz) P Select tripwire(s)
Mo Name Mo Name No Name
18 01 Min De Road ... 01 Min De Road ... 1 Linet
1802 66 Roard Cud... 02 68 Roard Cud... 2 Line2

3 Line3
4 Line4

7 umdE 2 ? Save | [x] Delete | 2, Find ||

No =~ | Name | show realtime statistical data

L McDonald No.128 store v

2 68 High Way Section 1 v
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6. Search: Enter the group number in the Search for field and check the Move to the top option, then

press the Find button; the selected number will display at the top of the list.
Find

#earch for: |I7 Search from top

Search in colurmn:

7 o -]

1

Real-time object counting statistics:

Click the button and select the "Real-time object counting statistics" option. The real-time object

statistics data of all single or group cameras will appear.

realtime object Counting SCatistCS

Real-time object counting statistics =l

Name Object countim_ﬂ;
McDonald No.128 ... 1673
68 High Way Secti... 62378
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6-4. How to check the objects count logs?

This chapter will descript the configuration of viewing, comparing,

and searching object statistics logs.

VSR o et et

e

Histogram

G Gt
MEEEEEEEE

Click - button and select the Object count statistics option and the following window will be
displayed. Follow the steps below to check the statistical reports:

1. Query type: Select the query time in this option field; it supports period statistics, daily statistics,

weekly statistics, and monthly statistics report forms. Select camers: [~ . E
2. Select a camera: Dropdown this option field to select [ -
. I~ Enable statisti
the camera(s) that you want to query.  Click on the Enable statist P p—
camera and press the right mouse button twice to query [ Camera 00
S . _— . |— Camera 00
the camera’s tripwire No. and statistical object types. — .

3. Select time: Drop-down and check the time for querying the report in this option field.

4. Tripwire: Check the searched tripwire number in the drop-down menu in this option field.

5. Display info: Check the drop-down menu of this option field, which data will display in the reports,
including entry, exit, and total.

6. Search: Press this button to display data, histograms, and line char forms in the lower window.

7. Export: Press this button to export the statistical data of the selected cameras.
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Click the Download count button to display the right window. Follow the steps below to download

object statistics from a connected camera:

1. Select the period during which statistics data needs to download.

2. Select camera: In this option field, drop down the menu and tick the camera that needs to download
statistical data.

3. Tripwire: In this option field, pull-down and tick the number of the Electronic tripwire that needs to
download statistics.

4. OK: Press this button to start downloading the counting statistics to the NVR.

Download statistical record I | nlead statistical record

\ From: To:
j2021/[/23 | |2021/07/23 ~|

Select camera:

[+ Min De Road R/L -]

Tripwire: ||7 7 j

W oK x Cancel
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6-5. How to configure the comparison of statistics data?

This function mainly compares the difference between the statistical data of the same camera or group

at different times. Follow the steps below to check the statistical comparison of objects:

1.

o o A wWwN

Object count

Query type: Select the query time in this option field; it supports period statistics, daily statistics,

weekly statistics, and monthly statistics report forms.

. Select a camera: Dropdown this option field to select the camera(s) you want to query.

. Select time: Drop-down and check the time for querying the report in this option field.

. Enable statistical comparison: Select the period for counting comparison in this option field.

. Tripwire: In this option field, pull down the list and check the No. of the tripwire to be compared.

. Display info: In this option field, select the report information to be compared in the drop-down

menu, including entry, exit, total, and other options

. Search: Press this button to display comparison report forms such as Data, Histograms, and Line

chart graphs in the lower window.

[1]
[Unn

P o
T N el G e i

B e

=

y i v | [T
[pe——

3 Wtewncy:0 W Toes 2008 [ Touiy) 4711] Histogram
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Chapter 7 NVR Software Operation

This chapter describes the functional aspect of the Witness Pro software application.
7-1.Surveillance NVR/NVR (Witness Pro)

The surveillance NVR/NVR is the primary application program of the I-View NVR systems. It

provides comprehensive CCTV security solutions, including live monitoring, playback, video

recording, motion detection, alarm notifications, E-map for easy site management, events logs,

schedule recording, remote surveillance connection via WAN/LAN/Internet/Intranet, etc. Please see

the instructions below for more in-depth details:

® Start Witness Pro NVR program:
17 4321

o B x

® Surveillance Witness Pro Program Descriptions:

1. Login/Logout Button @ 2 You can log out as one user and log in as another with different
privileges. The default username is “root,” and the default password is “123”. This default user
has full rights.
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2.

Full Screen :): Enlarge to a full spilt screen, hide the toolbars and control panel.  Or you can
choose the current software screen (Such as eMap, Playback, Live video) to show on which
monitor, if there are more than 2 (or more), monitors connected to this NVR.  Press the “ESC”
key of your keyboard to hide the toolbars and control panel. Later, you will have to press the
“ESC” key to bring back the toolbars and control panel. If you have previously set “Auto-logout”
within the system configuration, you may have to press on the “Alt-F4” or “Alt +I” key
combination on your keyboard to bring up the login screen. It will allow you to first log in as a
user with administrative privileges to bring back the toolbars and control panel.

Y 4 . . . .
// Please make sure the resolution of all connected monitor settings is the same.

w

H o= - Witness NVR64 Pro = =

E : Click to select a full screen or other multi-split screens.

-

S 1 Click to switch the previous spilt screen or next split screen.

] : Click to leave full screen and bring back the toolbars and control panel.

= - Click to fix this control bar on the screen.

. Exit Button 0: Exit Witness Pro program. If a crossed-hand icon appears instead, you must first

log out and log in as a user with exit privilege.

Minimize Button e : Minimize this program into the taskbar. If a crossed-hand icon appears
instead, you must first log out and log in again as a user with exit privilege.

Hide tools bar Button : Hide the tools bar and click again to display the tools bar.

Cameras configuration Q : Set up various abilities (e.g., recording methods, alarm Notify,
motion detection, failure notifications, etc.) for each audio/video channel.

Video playback : Run any of the following playback programs: “Video playback”,
“Text insert playback”, and “ezBackup”. Please refer to Chapter 6-4 for detailed information.

Remote access setup @ : Set up your NVR system network parameters for remote access.

three categories, includig@#bystem configuration”, “Video display configuration,”

System configuration @ : Configure the surveillance server’s main general settings. There are
“Connection ezDispatch !erver setup”, “Save / Load configuration”, and “ezTools”.

10. User access setup @ : Manage a list of users with different access privileges.

11. Application logs @ : Review the user logins/logouts, motion detection records, video loss

occurrences, remote user accesses, hard disk failure events, etc.
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12. Peripherals setup ® : Set up the configuration of the peripheral device for advanced
application.

13. Stop Alarm Siren : Click to stop a sounding alarm.

14. Storage Configuration @ : Define the NVR video storage devices, Renew the Database
manually, fine-tune the compression ratio and configure several video saving parameters.

15. Public Address Configuration g : This icon will be enabled when the PAC-800USB/
PAC-800IP Public address server connects to the NVR or system.

16. Video Control Panel: On the right-hand side, you have many display/recordings control buttons,
several PTZ camera control buttons, a TV channel selection list, and a visual e-Map utility tool.
Please refer to Chapter 6-13 for detailed instructions.

17. Video Display Screen: Display your enabled video channels. Double click on any video channel
to enlarge its video images, and double click again to come back to the initial display mode.
Right-click on any video channel to fine-tune the video parameters, take a snapshot, or hide the

current channel’s video images.
L. . . . I Hide video
Individual video channel attributes and functions: a =
u Announce @ ePTZ ‘ D\‘ﬁ PTZ ‘
To access the available video tools, right-click one of &) et b ‘ onlater
ntstant playbacl uplicate to
the video channels currently displayed to bring up a BB ek sotup | € oo borer | 3] srasher
small window shown as the picture. @, zoomin | @ ear zoom | zoemeut ‘
m Hide video: Blank out the currently selected | (o
. . . Brightness: (ER| Tl T
video channel from the main screen while any P - = -
. . Saturatian: [af L] =
recording sessions would not be affected. - - = =
B Announce: Allow announcing to this camera - ‘ = . % .
.\~ Default M Swap wit |ﬂ Exit
directly when the user needs to Instant announcement
. . . /’Mlcrophone \
disclose information for the Audio DUt from:
R . ‘System default E
coverage area of this camera. This Speak voice format:
. |8 kHz, mono, 16-btt ~|
function affects when the NVR Transform vokce format: B
G711 -
connects the Public address server or
. . Adjust volume - ' + D St
the IP camera, supporting audio RSN

output.
» Audio input from: Choice the audio input from the Sound card if installed more than one.
» Speak voice format: Select speak out voice format.

107



» Transform voice format: Choice of different compression formats for the audio converter.
» Adjust volume: Adjust the audio volume for the announcement.
_» Start/ Stop: Enable and disable the announce function.
i

‘/.«/ - -
/ We strongly recommend installing another sound card on the NVR system for the announced

purpose. One sound card for alarm purposes on the NVR site, another sound card for reveals,

or a 2-Way audio function between the NVR and camera.

B ePTZ: Press this icon to enable digital Pan / Tile / Zoom function and control via ePTZ Press.
This icon allows enabling digital Pan / Tile / Zoom function and control via the mouse. The
process describes as below:

» Click the right button of Mouse and press the “ ePTZ” icon (Digital process) to enable
Digital PTZ (Pan/ Tile / Zoom) function and click again to disable it.

» Move the Mouse to the video which you want to control this camera with Digital PTZ.

» Click the roller of Mouse and then click any point of the image. The image will move to
the central area and zoom in (The IP camera will pop up video simultaneously, but the
analog camera will not). ~ Click the roller again will go back original video position.

» Keep pressing the Mouse's left button and moving the mouse to the left /right/ up/down
position. The image of the video will follow up the moving direction.

> Scroll up the roller of Mouse to zoom out the video and scroll down the roller to zoom in.

B PTZ: Press this icon allows using the Mouse to control PTZ cameras for the Pan / Tile / Zoom
function from the image directly. The process describes as below:

» Click the right button of Mouse and press the “PTZ” icon (for PTZ camera) to control
PTZ (Pan/ Tile / Zoom) function from the image directly and click the icon again to
disable it.

» Move the Mouse to the video of the PTZ camera which you want to control. Keep on
pressing the Mouse's left button and moving the mouse to the left /right/ up/down position,
and the PTZ camera will follow up the moving direction.

» Scroll up the roller of Mouse to zoom out the video and scroll down the roller to zoom in

video continually; you can click Mouse's right button to stop zoom in/out.
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B Instant Playback: Playback instantly the latest recorded video.

TRER

E Play: Play video.

(=] Stop: Stop playing video.

@ Snapshot: Capture the video
screen and save as a BMP, PDF, PNG or
JPEG file.

§| Resize: Resize the video chip.
Navigation Bar:

L] LI Display the current position of the video clip and allow users to move
the video clip in different points. Left moves backward, right move forward.

Duplicate to: Duplicate this selected channel to show the video on the second monitor if the
NVR connects dual monitors.  This function just can be enabled when the NVR connects to
more than one monitor.

Clear border: Remove the surrounding red border around the currently selected video

channel.  Please note that this red border only shows up upon motion-triggered recording.

Adjust Image Colors: Adjust the

[~ Hide videa
. . PTZ
levels for the selected video channel’s live CB‘ c

images E] Intstant plavback ‘ Duplicate ko

brightness, contrast, saturation, and hue

]

ﬂ Announce e

PTZ ‘

Color profile: Click this icon, and you can Eiim| Mask setup @ Clear bardsr @ Snapshot
change the color profile into the IP @, zoomin | @R clearzoom |2 zoomout
camera’s video parameters. Adjust image colars _
(-3 » Color profile | 4+
High image quality: will get better video Brichtness: [ ighhage qualtty
Conkrask: C .
quality, but the file size will be more Saturation: [ Lowbirate
N g I _
S gnlfl cant. e C High image quality(WOR)
: i i Low bitrate(WOR )
Low bitrate: will get the worse video 7 Defaul
= Default |_

quality, but the file size will be smaller.
Default: The video parameters will become to default setting.
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A
/// 1. The color profile of High image quality (WDR) and Low Bitrate (WDR) can use for the IP

camera, which provides the True WDR function.

2.The color profile setup function can use for the I-View’s IP camera only.

m Default: Bring back to the original settings.

B Swap with: Swap the on-screen positions of two different video channels. For example, if you
wanted channel #1 to appear at position #15 and vice versa.  There are two ways to swap the
video channel.

1. Click the “Swap with “ icon and select the camera number you want to swap with the
current camera from the drop menu. Click the “Default” icon the video display position will
go back to default.

2. Move the Mouse to the video, press the Mouse's right button and drag to the video channel
which you want to swap, then release the button to exchange the video position.

B Exit: Click this button to exit the video tools window.

B Snapshot: Take a single picture
of the selected channel’s live
image and save the snapshot
picture on the disk.

Adjust image colors:
Adjust the image contrast level

and edit the picture within the

snapshot picture.

| Al i =
. Normal: Return to the original color [Adjistimage colors
A

format of the snapshot picture. .,
Brightness: [AT Ll TH]
Q‘ Save a file: Save the current snapshot C:ﬂtmm Em -
Sharp: [T ]
picture in the disk (diskette, hard disk, USB Blur: ERE! L]
N i ™ Glowing edges [ Edge detect
flash drive, etc) in BMP, PNG, PDF or JPG
[~ Emboss ™ Grayscale
file format.
[Q Print: Print out the current snapshot v K once

picture if the printer is available.
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7-2.How to setup Fisheye camera for 360°/180° Panorama viewing
The Witness Pro software provides the 360°/180° Panorama viewing function for the Fisheye IP

camera. Please follow up on the process as below when you use the Fisheye IP camera.

Pre SEtup: Main stream

1. Select the 360°/180° Panorama viewing Codec: |H264 -
Recording resolution: |1920 x 1080(Full -
Frame rate: |30 fps -

mode from the ezSetup program. The

HH o
Ceiling Mount should select 360°, and Wall wmmmol T =
Mount should be 180°. 5000  512-8000 Kbps
2. There is the deviation of view angle. To Lisneniens: 30 (1-300)
. ) Panoramic image: ||- NONE - j Play |
help you to get the most significant view _ T NONE -
) B 360° fisheye
angle and avoid dark view angle, you may 180° fisheye

need to change the view angle for each Fisheye via software as the below process:

B Main stream (2382 x 1920 =y 5 |

And then, click the right button of
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Mouse and then select the “ Alignment “ item if you need to fine-turn the view angle of the
video.

b. Move the “ Red circuses” into the effect video as more extensive as possible. Please do
not let the ““ Red circuses” over the footage; otherwise, there is a dark image when selecting
the split video.

¢. You can do the fine-tuning from the parameters to let the view angle be as comprehensive as

possible without over the video area.  Please refer to the diagram below.

180° fine turning Banramic wage shgperirt 3l

Preview

Lors peopmtins .
Lerw fekdof vien (4150 [

Venticd electie gk = 105 3

Horimntal efective snghe 53180+ «

Verical obest arghe 9]0 (=

Ovalcormet o 3 ot (3 40

T Flpamcd 1™ Fip horerid

I Linsat nghuds ki parotanic v

Dafat Cancel oK
1080 L PIZ
Farameters @ Qusdview
Leos teld of vom Depeel [Bl1e0 | © 360" parcrama
Oval corver olo a round Eyu C %0 oP1Z
Detast
| =]
360°fine turning  r feowenca I~ Fhoonta x|

» For 360 degree: Let the Red circuses as more significant as possible but cannot exceed the
image. Otherwise, the image will show a dark picture. The video will be changed when you
adjust the video angle to get the most prominent view possible without the dark area.

» For 180 degree: If y For 180-degree: If you put the Fisheye on the wall for 180° view, you
can ignore the top of the vertical angle and adjust to cover all horizontal views as big as
possible.

Operation:

3. To access the Panorama s display tools when you run on Witness Pro software, move and
right-click the Mouse on the currently displayed video channel of the Fisheye IP camera to
bring up a small window shown as the right picture.  Click the “Panorama video setup
“icon you will find out the setting parameters. There are multi modes of video displays for
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different applications. The fisheye IP camera will show the original video on the screen when
showing the split video on the screen; double click the fisheye camera video will pop up the
selected video mode on the screen.  The software provides 12 types of image display ways,

and the user can base the application to choose the split video on the screen.

161 Camera 0 |v | source mage + 3 PTZ sub-screens

[ Hide video 4 PTZ sub-screens (Width Auto-Cruise)

4 PTZ sub-screens (No Auto-Cruse)

B o

| 360° Panorama + 1 PTZ sub-screen

@ Intstant playback
360° Panorama + 2 PTZ sub-screens

@ Clear border I@ Snapshot 360° Panorama + & PTZ sub-screens
| Panorema video setip wﬂr Panorama + 6 PTZ sub-screens
Adwst image colors Sigle PTZ Screen
= ) 6 PTZ sub-screens
Brightness: < 3 +] el
Convast: 1 s 7 —— 360° Panorama
Saturation: =
. A Dsphy source mage
Hue: <
§ Auto scan speed
a - = ! e
O’ Default R Swapwh lﬂ (=713 Fip

Mirror
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7-3.Logging in the Witness Pro program

To log in as a user, cIick@ button from the top-right corner of the Witness Pro surveillance
program. You can also change the username and password when you log in. To log out, simply click
the same button. The default login username and password are “root” (lowercase) and “123,”

respectively. That default login profile may interchange with your own (recommended).

Change password

% Lser name: |

<
Old password:
% Login name: | root
]

MNew password:
Password: i
Caonfirm:

\_/ OK Cancel 0 Change Cancel
1 x

Login

Change password

[+/] & Are you sure you want to logout?
b/ OK x Cancel
Logout

114



7-4. Camera configuration

Camerss configuration
7~
b Ensble sll reconding scheduls
‘ Disble all recording schedule
7-4-1. Camera configuration: T R—

General: This menu field primarily uses to set up the OSD options (which text overlay to show in the
videos) and name the locations of the installed cameras. To access this setup section, simply click the

“General” field at the top from the “Cameras configuration” window.

W Setup the text, time

stamp format and

BPS/FPS to overlay Comere: | 801 [conere 01 =

display on live video. Recoling | Videoloss | Ineligentdetction 4 b
B Select icon type and .

view angle on eMap. w—_|| | |

Enter camera name and [F= | @gsox 7 camera -l

check name/time stam yen drectent | -nore - S|

to show video stream. M Overlay =S

Display name | time
™ Name stzmp Setup N
B Enable IPPTZ camera >I7 Display name Top right -
o

1 v
selection. V' Time stamp

¥ Display time Bottom right -
PTZ camera model Audio = |ij mm/dd j Color :"

r g I~ Display FPS/BPS Background colorfRdl

. W oK Cancel
B Duplicate another . 4 Fal

|IP PTZ Camera

camera’s settings to <« | p— |‘ | e — ” |\ 7 o
the current camera. _ _
¢ W Listento live
T audio via a 2Vp-p
S ———— m Detail setup the IP camera microphone.

I Execute the zefut cperasion wpon user nactvy cost T .

parameter from I.E. Browser. B Confirm and exit.

W Click “Advance” button to enable your PTZ
camera return to a default preset position after
system reboot or inactivity for certain period
Default operation: Select “Auto scan”,
“Preset scan”, or “Go to preset”

Preset assignment: Select camera for “Go to

S i preset” and can setup the schedule running

Aute s
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Recording:

This menu field primarily uses to set up the video & audio recording functions. To access this setup

section, simply click “Recording” field at the top of the “Cameras configuration” window.

B Activate the
recording schedule.

W Activate audio
recording. This
function is only
available with audio

capable NVVR models.

B Duplicate another
camera setting to the
current camera.

“ffp = |

Cameras configurati

Camera: | ‘!\_01 |Camera 01

=]

General - Recording |~ Videoloss

Intellizent detection. 4 b

\V‘ Enable recording schedule f’@

Schedule setup

% B Camera selection

» W Setupvideo

recording schedule.

W Setup asa maximum

Video files duration: 00: 15

% Hour Min.

[~ Auto-download 5D card Video files

e
5D

Manual download video files

™~

| Advance setup I

|\_/ |DK |

| ~

»  video streaming file size
determined by minutes
or hour.

~a B Check this function
will auto or manual
download the video
files of SD card and
merge into the NVR
database for playback.

B Enable the I.E. Bowser to detail

setup the parameter of IP camera.

Creating a recording schedule:
The primary purpose of a recording schedule is to determine if the NVR should record as “Continuous

recording,” “Motion triggered recording” or, “Hybrid recording.” Click from the

“Recording” field to bring up the “schedule setup” window. Please note if the user checks “Enable
recording schedule” only without setting the schedule, the NVR will record the videos for 24 hours.

B Section 1:

Confirm and exit.

» Camera: Choice the camera which you want to set up the recording schedule and mode.

» Continuous recording: Non-stop record videos.

» Motion triggered recording: Record only upon motion detection. You can also select “No

motion recording” to record continuously, whether the activity trigger or not.
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Hybrid recording: Record high frame rate only upon motion detection and non-stop recording

with slow frame rate without any triggered.  You can select the frame rate from the “No

motion recording” field to record continuously, whether the motion trigger or not.

recording mode can save the HDD capability without losing any video clips.
4>

" Motion setup

Detection  Wotify |

Event

™ Enable pop up video

I Enable alarm siren

™ Enable notification

i
e

™ shift PTZ position

[ =

1

™ Enable announcement

Sound file setup

% Notification setup

Position setup

Alarm zones setup

Pop up video setup

ii

j

~Trigger relays output

NetCom module ‘

Device's relay output ‘

Schedule setup

Using this

Motion setup

Mo motion recarding

[ -

Save pending live vidzos when mation is triggered

A

Camera: [@ o1 [camerao |

D ion | Natify |
Recording: IMotion triggered recording j ~Software detection
Ty par =  Software detection

Areas setup
tark kime: IUU . 00 jl End time: |23 ;59 jl Sensitivity level
K e F i )

Week; I Sunday - Low 80% High
Start date: |11103 -] Enddate: |11 j o3 | =Hardware detection

% Hardware detection

THigger by (1pamai Input vl

I™ Use IP Camera motion detection function

Alarm tolerance: bl 13: Post recording: | 15 3: Sec,

@ Save @ Delete ﬂ Exit -
[~ Pre-alarm recording I 5 3_ Sec.
Recording method Type Date|Time
Totalk 0O

—» 5

1

[N
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W Section 2:
»  Type: The user can set up a recording schedule for “Daily,” “Weekly,” or “Special

duration.”

» Start time & End time: Set up the time frame for the recording schedule. Here’s a classic
sample recording schedule: “Motion-triggered recording” from 00:00 to 07:59;
“continuous recording” from 08:00 to 16:59; “motion-triggered recording” from 17:00 to
23:59.

; You should always set your complete schedule start at 00:00 and end at 23:59. Never overlap

the time entries, such as from 00:00 to 12:00 and from 12:00 to 23:59. It should start from
00:00 to 11:59 and from 12:00 to 23:59.

» Start date & End date: Select dates for recording in “Special duration.”
W Section 3:
» Frame Rate: You can set up the recording frame rate for each schedule entry.

_ / “you set the recording frame rate higher than what the 1P camera can physically offer, the

recording frame rate will be the maximum IP camera can output speed.

» No Motion Recording: This option is only available under the “Motion-triggered
recording” mode. When it checks, you can record the videos even if no motion trigger in
any incidents. It advises setting a much lower recording frame rate here to save disk space.

» Save pending live videos when motion is triggered: When the signal is activated, the
pending video stream will automatically save as a file. Subsequently, the action starts video
stream will save into a separate file. This segregation makes your motion-triggered playback
videos easier. Still, you may somewhat inadvertently truncate the beginning of the
motion-triggered videos, mainly when you do not enable the pre-recording function or set
the motion-sensing sensitivity too low. The pre-recording process and motion-sensing
settings will discuss later on in this chapter.

M Section 4:

» Schedule entries list: This is a list of the set recording schedule entries. To edit one of the
listed entries, simply double-click the entries appearing in the list. Once the editing is done,
you may click the “Save” button to save your changes or the “EXxit” button to discard your
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changes. To delete entries, highlight the scheduled entry and click the “Delete” button.

W Section 5:

The Witness Pro NVR system provides intelligent video detection functions, and the description
as below:

» Motion setup:

Areas setup (Pmiﬁon setup
Maove to preset pasition(s) when trigger start

Camera:  |® 05 Camera0S  ~ Add
Am to: o1 «| [ Deste

(No. | Name | aim to
& 5 Camera0s o1

Maove to presat pasition(s) when trigger stop
Camera:  |@ 05 camera0s | (1)

Am to: D1 ‘

No Name Aim to

The user will be fine-tuning how the NVR starts recording if people or objects move from the
angle of view. To access this section, simply click “Motion setup” from the “Select detection”
drop bar. There are “Software detection” and optional “Hardware detection.” For hardware
motion detection, the user will need to purchase a PCI 1/0 board or use the 1/0 ports of IP
camera to connect its existing burglar alarm motion detectors. The motion setup can only affect
if the user selected “motion-triggered recording” from the recording schedules. (See
“Schedule Setup” from “Recording”). The user can verify if you have correctly activated the
recording schedule for specific cameras from its number button on the “Video control panel.”
The camera number shall appear as light blue (scheduled to record) or red (currently recording).
Software Detection — You can select and frame multiple areas in the camera’s view for software
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detection. This function will help you save disk space, but it will also produce various false
alarms. Consider hardware detection for better performance.
Sensitivity Level —You can adjust the sensitivity of the software motion detection. Simply move

the slider bar to the right side to increase the sensitivity level or to the left side to decrease it.

/ When you choose a level of motion sensitivity, you shall take into consideration unavoidable

movements. For example, if you have a blowing fan nearby, it may produce some activities in

the video. Adjusting the sensitivity will filter out this issue.

Areas Setup — Select the specific areas from the view of the camera for motion detection.
» To add a new area of detection, please follow the steps shown below:
Step 1. Flame and drag on the video image to select the desired detection area by your mouse.
Step 2. Click @+ button to add the new selection.
Step 3. Click the “Position setup™ icon to trigger speed to move the preset position when the
motion trigger (or stop).
Step 4. To set up other detection areas, repeat Step 1 ~ Step 3.
Step 5. Choose the sensitivity level of motion detection to suit the environment application.
» To delete a pre-set detection area, follow the steps shown below:
Step 1. Select a detection area by right-clicking on it. This area will become blue.
Step 2. Click the “Delete area” button. This area will be disappeared window.
Step3. To delete other detection areas, repeat Step 1 and Step 2.

/ If you don’t define specific detection areas, the full view of the video will be the detection area.

» Hardware detection (Via IP camera) — You can use hardware detection (IP camera alarm input)
for more accurate motion sensing or use the Motion detection function of the IP camera, which
will save the CPU loading of NVR. For example, light changes do not trigger false alarms, but it
does with software detection (Including IP camera motion detection).
® Alarm input of IP camera or NVR: You can select a motion-sensing device from the

“Triggered by” drop-down menu to choose the hardware alarm input from the IP camera of
the 1/0 board of NVR. Once you connect the trigger signal onto the “Sensor in” of the
“Control board” (NVR add-on by optional) or IP camera, the NVR will automatically
activate an alarm output and start to record when receiving the triggered signal.
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® Use IP camera motion detection function: Check this icon to use the motion detection
function of the IP camera. You MUST set up the motion detection from the IP camera via
Browser. For detailed information, please refer to the manual of IP cameras.  Use this
function will save the CPU loading of NVR.

W Section 6:

» Alarm Tolerance — You can define the acceptable movements to prevent false alarms
movements. For example, if the tolerance sets to 2, the actions in the video must be occurred
at least three consecutive times to trigger the alarm and start to record this video channel.

» Post recording — You can set the duration to continue recording after motion is no longer
detected. If the period is between one motion detection occurrence and a subsequent motion
detection occurrence, the two instances will combine into one alarm/recording session.

» Pre-alarm - The camera will start a new motion-triggered recording session at least 1~99
seconds before the event occurs. The pre-alarm recording video will save into the HDD with

about 2 FPS recording rate speed.

B Section 7:
Actions to take upon motion detection: This section will allow you to set up what the NVR

software should act when the motion detection is triggered. Please refer to the introduction below

for setup details:

Motion setup q
Pop up video setup

Detection  Motify

Actions ta take upon motion detection

[V Enable pop up videa :J Pop up video setup i=>> [v ideo dISD|a\,f

™ Enable alarm siren @ Sound file setup

[ Enable notification BD Motification setup

[ shift PTZ position { Position setup

r 7 Save ‘ ?( Cancel |
Trigger relays output

[=

= ]

Device's relay output

r



» Pop video setup: Check this icon, and the video will pop when the trigger and allow assigning the
monitor to display the pop-up video. Click the “Duplicate video™ icon to give the display

monitor if you connect more than one monitor on the NVR.

» Enable alarm siren: The NVR can sound an alarm upon motion detection. Make sure your

NVR equip with a pair of PC speakers. Click button for setup.

B Play asiren or your Select an audio file

e s voice message. for alarm siren.
Dewection  Notify |
Event Sonnd File setup

I~ Enable pop up video @ Pop up video setup

I™ Enable alarm siren 0 Sound fie setup

[ Enable notification g&g?” Notfication setup

’ Position setup
r Save x Cancel

[~ Shift PTZ position

Trigger relays outpu

r /

2 D' ey ot B Save your audio B Halt the curren
5 selection and exit the playing session.
setting

) B Exit without saving ¥ Record yourvoice
» Enable alarm siren: The NVR can sound an your audio selection. mefsagg via your
. . ] . PC’s microphone.
NVR is equipped with a pair of PC speakers. S

C||Ck button for Setup Video Iransler‘ E-tail notify FTP notify Phonecal 4 F

™ Sendto ezDispatch server

» Enable notification: Notification by phone call, oS e |

SMS message, an email notifies, upload to FTP Part: [ S0 | osfaul

[ Via ez¥idecTrans program

Transfer duration: 5= min.

server, and live videos transferred to a remote site

PC when motion detection is triggered. T e e
Notify by Video transfer: Upon motion detection, Eq" E; ::02

. . . Aamera -
the NVR system will automatically send and record [%e  caraacs

the selected live videos to a remote PC (with S a o |
Zall MumnberjIP address Setup
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FreeView Pro standby). Please follow the steps below for setup. Click the “Video transfer”
field.

Step 1. Check if the user would like to send the live video to “ezDispatch Server” and
distribute the live video to the available CMS platform.  This function is for an extensive
system, and the control center has more than the CMS platform.

Step 2. Check if the user would like to send the live video to “ezDispatch Server” and

distribute the live video to the available CMS platform.  This function is for an
- extensive system, and the control center has more than the CMS platform.
/ ~ Would you please make sure the ezDispatch is enabled or not when you want to use this
function?

Step 3. If the user wants to send the live video directly to a remote PC, type the remote PC’s IP
address or DNS address. TCP/IP port number (default port “1501”) for the transfer
connection.

Step 4. Determine the Transfer duration in minutes.

Step 5. Sect the desired video channels to transfer the live videos to remote site PC.

Step 6. Click the “Save” button to save your pending entry, which will list at the bottom of this
window.

Step 7. Repeat steps 2 through 6 to add another “Remote” transfer live video notification entry.

//7 The TCP/IP port number you choose must match the one set up in the FreeView Pro

program at the remote PC; otherwise, the connections will fail. Please note you also need to

open from your router configuration for remote PC. Check your router manual for more

info about “port forwarding” or “virtual server.”

. . . . Remotz  E-Mail | Phonscell | SMS
Notify by Email: Upon motion detection, the
SMTP: ‘ Test mail
NVR system will automatically send e-mail S
messages to the registered email recipients. P}
From mail: ‘
Please follow the steps below to set up e-mail s
lail ko |
notification entries. sects |

[~ Attachimage file

Step 1. Click the “E-mail message” field

Message: |

Step 2. Enter the address of the SMTP server B s | B ookt ] e ‘
1 Call Mumber | 1P address Set
prOVIded by your ISP. Eermnty S0 124 {eF 1 10 S M0l 02 03 041
eMail eric@agmail.cam *DYR notification{Mati...
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Step 3. Type the default port “25” for connections.

Step 4. Enter the email account and password for sending the notification emails.

Step 5. Type the email address for sending the notification emails in the “From mail” field.

Step 6. Type the email address for receiving the notification emails in the “Mail to” field.

Step 7. Fill “Subject” and “Message” fields to identify the email messages.

Step 8. Check if the user would like to receive the attached snapshot picture.

Step 9. Click the “Save™ button to save your pending entry. That entry will list at the bottom of
this window.

Step 10. Click “Test mail” to check if the setting is correct or not.

Step 11. Repeat Step 2 to Step 6 to add other E-mail message notification entries.

Notify by FTP server: Upon motion detection, the NVR system can send the trigger message to
the FTP server and save the trigger information as a text file.  You will get the trigger
information from the file, such as HYBRID NVR/NVR Name, Camera number, Event, and

Timestamp. Please follow the steps below to set up FTP server notification entries.

Step 1.Click the “FTP notify” field.
Video transfer | E -kl rotify FTP nulifyl Phonecal 4 Pk
Step 2. Input the DNS name and port e | o
number (default is port 21) which Frepot [z
the user wishes to send the triggered Aecount:
Password: l—

information to this FTP server.

[ Passive mode

Step 3. Enter the “User name” and

Path: I

“Password” of the FTP server for (W) A megiile
login. add | X Dol ﬂ Exit |
Step 4. Enable “Passive mode” for some cl [ mberjte sdress | setup |
Yidea 192.168.1.133 1 1501 5{15,16,17,)

particular FTP server. ~ Ask your

MIS staff for the detailed setting.

Step 5. Entry the saving path and check the Total 1

“Attached image file” icon if you needed.
Step 6. Click the “Save” button to save your pending entry. This entry will list at the bottom
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section of this window.

Step 7. Repeat Step 2 to Step 4 to add other phone call notification entries.

Notify by Phone Call: Upon motion detection,
the NVR system can dial the listed phone
number(s) and play a recorded message or siren.
Please follow the steps below to set up phone
call notification entries. Before setting up for
phone call notification, please refer to “System
configuration” for dial-up voice modem setup.
Step 1. Click the “Phone call” field.

Step 2. Input the phone number the user wishes
to call.

Step 3.Click the “Sound File setup” button to
choose an alarm siren or record your voice

message.

Notification setup

Remote | E-Mell  Phone call | SHE

Phone number:

File: » O 0

| &

PCH 8,000Hz 16bit mono
Save @ Delete ﬂ Exit |
Call Mumber | IP address Set
Phone 5103001 Ci\Program Files\witn, ..

Totak 1

Step 4.Click the “Save” button to save your pending entry. This entry will list at the bottom

section of this window.

Step 5.Repeat Step 2 to Step 4 to add other phone call notification entries.

3. If the user wants to record his voice message, the “. WAV” file format must be 8000Hz, 16-bit,

and Mono for phone calls notify.

4. |f the user wants to set up the phone notification wave file from the system file, the warn.wav

file should support 8000Hz, 16-bit, and Mono format.

5. Each phone call notification entry can have its unigue audio stream. Each phone call

automatically disconnects after a one-minute duration, even if your voice message is longer

than one minute.

6. It would be best if you used an approved Voice Dial-Up Modem.

7. If the user’s telephone system requires an extension number to input, please use one or

several commas (,) to separate the phone number and the extension number. The number of

commas requirements depends on the system, so test it beforehand.
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Notify by SMSmessage. Upon ot

detection, the NVR system will automatically Remst | EMad | Phosecal  SMS|

Phone number:

send the SMS message to the registered

mobile phone. Please follow the steps below essage:

to set up SMS message notification entries.
Before setting up for SMS message

notification, please refer to “System

, 1 29
configuration” for the 3G modem setup. B = | B oo e |
Step 1. Click the “SMS message” field. cal Number [ sddress | set
Remoke 59,124.166.133: 1501 5 Min(01,02,03,04,)
Step 2. |nput the mobile phone number. eMail eric@grnail. com *Motion Detection(Mat. .,
Phons 510w C:iProgram Filssiwitn...
Step 3. Type the SMS message. s 091900 Mation detected fram ...
Step 4. Click the “Save” button to save your Totak 4

pending entry. That entry will list at the bottom section of this window.
Step 5. Repeat steps 2 through 5 to add another SMS message notification entry.

/ It would help if you used an approved 3G Modem for sending an SMS message to a mobile phone.

Enable third party Program: Upon motion Nofification setup
4alnotify | FTProlip | Frorecall | SMS Flogra-l ik
detection, the NVR system can enable the
Exeoutable file:
pre-installation third party program.  Please [ =]

Program argumanks:

follow the steps below to set up third-party
program entries. | e |
Step 1.Install the Third-party program first.

Step 2. Choice the path of program and entry

. C B ek | ¥
“Program arguments “ (If it is ¢ | — a4 o |
call Number|IF addrass Setup
needed).
Step 3. Click the « Test ““ icon to make sure the
function will work out properly when the Totak 0

event is triggered.
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» Shift PTZ position: Upon motion detection, the

hove to preset positionis) when trigger start

PTZ camera can automatically move to the Camera: [ 01| Camera 11 v Save
aiming position(s) of one or more or whatever L 1 | -] B paiste
the preset position(s) the user has defined. Please oM Rtz me roveelo

o1 camerad i

define the preset position from the “Video

Control Panel” before Setup. For more Maove to preset positions) when trigger stap

Camera: | 01 [Camera0l Sawe
Air to ng | ~| [£] Delete

Mo MName hiove to

user manual. O 0 Camera01 0a

information about PTZ installation, please refer

to the RS-485 control card (e.g., NC-3213USB)

Step 1.Select a PTZ camera from the “Camera”
drop-down menu in the “Move to preset v K cencel

position(s) when triggered” section at the top.

Step 2.Select a preset position from the “Aim to”” drop-down menu in the “Move to preset
position when triggered” section at the top.

Step 3. Click the “Save” button on the right to add your new entry to the list.

Step 4.Repeat Step 1 to Step 3 to add other PTZ cameras to move upon motion detection.
For the “Return to preset position(s) when stop trigger” setup, please follow the same

procedures with the “Move to preset position(s) when triggered” section.

127



»  Alarm zones setup (Optional): This function can be enabled when the public address server

connects to the NVR. The public address server will announce to the camera site via a group(s)
or zone(s) automatically when the NVR is triggered.  Follow up the steps shown below to setup

the announcement area:

Alarm zones setup Record/Play alarm

Plays chime sound e | b o @ | % <ound file

b
before alarm voice" ¥ Enable chime sound | [F]
I 0= d B
i =l Secondis) Browse /Select the
Adjust volume e | B) oeete | existed sound file
Adjust alarm voice — lncencl " )
[l [c:\Program Fles\Witness V... 2 Sec. List selected alarm
d =
volume i i LN C:\Program Files\Witness NV... 6 Sec. .
i sound files
|- Enable announcement zones
Zone \( Group \ Zone/Group no Name -
rm— Prits T gm Group01
™ 02 Group02 E .
Select announcerient | || = ¥/080M=0 = List selected zones
V| Zonel Zone01 @ 03 Group03 o
area by zone and Y|Zone2  Zone02 Saainefcme.  fonell »and groups
V| Zone3 Zone03 & | 080M#0_Zone2 Zone02
group V| Zoned  Zone04 @ [080M#0_Zone3  Zone03
V| Zone5 Zone05 & | 080M#0_Zone4 Zone(4 =

W7 save /< Cancel

Step 1. Choose the “Zone” and “Group” where they will announce when NVR is triggered.  For

the detail setting process of “Zone” and “Group,” please refer to the “Public address
configuration” chapter.

Step 2. Record or choose the existing alarm sound files, set up the interval period between files, and
press the “Add” icon to save the file.  Click the selected files and click “Delete” to remove
the desired alarm sound file.

Step 3. Enable chime sound if you want to play chime sound before alarm sound.

Step 4. Adjust the audio volume for the play alarm sound.

Step 5. Click the “Save” or “Cancel” icon to finish and exit the setting process.
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»  Trigger output relays: The user can select the output relays from Relay 01 to 13 in the
“Controller board” or select the output relays from each IP camera or NC-180AZ PTZ

receiver module.
Motion setup 4 b

Dewction  Wotify |

Event
™ Enable pop up video Pop up video setup
[ Enable alarm sren Q Sound file setup |
™ Enable notification .gi Notification setup
[~ Shift PTZ position ’ Position setup |

et 1 |

Trigger relays output -

NetCom output relays onfoff Device's relay output
Trigger output relays ~Select device
I~ Relay i I~ Relay 09 P Camera - 01 _]
[~ Relay02 [~ Relay10 z
- Relay 03 - Relay 11 - Trigger relays output-
I Relay 04 I Relay1? [ Relay 01
[~ Relay0s [~ Relay13 [~ Relay 02
[~ Relay 0B
[~ Relay07
[~ Relay0g >
Y oK I /X  Cancel l
W oK x Cancel

Video Loss
The NVR could send an alarm or other notifications if any video signal loses from the camera, either
due to a power supply or lousy video connections. To activate this function, click the “Video Loss”

field and follow the instructions below:
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@ Enable alarm siren: Set up an audio warning siren sound (or recorded voice) when video loss

occurred.

@ Enable notification: Each camera has its unique
setup for notifications when video loss.

@ Shift PTZ position: Set one or more of your
connected PTZ cameras to move for one or more
preset positions when video loss occurs on this
particular camera.

@ Trigger output relays: Select the output relays from
the Relay board or the alarm output of the IP camera.
The NVR can automatically turn ON external
devices (such as siren horns, strobe lights, ceiling
room lights, etc.) when video loss occurred on this
camera.

Intelligent detection (For I\VVA camera series only)

Cameras configuration

Camera; ‘ w04 |Camera 04

General Recording Video loss | Intelligent detection

Actions to take when triggered

lu

Filter: ¥ Vandslism detection

L

[ Enable alarm siren Sound file setup

:

[ Enable natification BH Natification setup

[~ Shift PTZ position Position setup

r

Trigger relays output

|

-
r Device's relay oukput
-

Copy Advance setup ‘ 1”4 OK ‘

Carneras configuration

Camera; ‘-_ 01 |test1

General | Recoding” Video loss

Actions to take when video signal is lost
[~ Enable alarm siren
[ Enable natification Bgo

[~ shift PTZ position

Trigger relays output

il

L]

P03 /ceess contiol 4 F

Sound File setup

Notification setup

Position setup

-
=
=
Copy W o ‘
|7 Wandalism detection -

ITERegion detection

,7 Object detection by
|7 Ohbject counting

'7 Tripwire detection

,7 Color distortion detection
,7 Yideo overexposure

|7 Lose Focus detection

'7 Wideo darker

,7 Wideo occlusion detection




» Vandalism detection (Option): The NVR can send an alarm or other notifications if the IP

camera is moved or rapped by force. This function can protect the camera to avoid vandalism.

To activate this function, check the “VVandalism detection” icon.

The Intelligent Video Analytics (IVA) functions as below for the 1\VVA camera series only.  The IVA

camera supports the functions below, and the NVR can send an alarm or other notifications when VA

functions are triggered.  For the detailed VS setting process, please refer to the manual of the IVA

camera. The IVA function description as below,

>

Region detection: Check this function to detect the object entry, leave or stay in the setting
region.

Object detection: Check this function to detect the leave or miss object message from the IP
camera.

Object Counting: Check this function detects the object number and shows the value on the view
log. Or pop up alarm message when object number mote than setting value.  The event will

record on the view log table.

» Tripwire detection: Check this function to detect the object cross the tripwire.

>
>
>

Color distortion detection: Check this function to detect the video color cast problem of the
camera.

Video overexposure detection: Check this function to detect the video overexposure problem.
Lose focus detection: Check this function to detect the loose focus problem of the camera.

Video dark: Check this function to detect the video color too dark problem.

» Video occlusion detection: Check this function to detect the video occlusion problem.

Following the instructions below to notify when the detection of the above event:

Enable alarm siren: Set up an audio warning siren sound (or recorded voice) when the shake

occurred on this camera.

Enable notification: Each camera can have its unique setup for information when the shake has

occurred.

Shift PTZ position: Set one or more of your connected PTZ cameras to move for one or more

preset positions when a shake occurred on this particular camera.

Trigger output relays: Select the output relays from the Relay board or the alarm output of the
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IP camera.

The NVR can automatically turn ON external devices (such as siren horns, strobe

lights, ceiling room lights, etc.) when the shake occurs on this camera.

POS & Access Controller (Optional)

Suppose the NVR integrates with the POS system and Access Controller. In that case, the POS and

Access Controller text can be displayed on the screen and recorded with the video for specific video

clip playback search quickly. After installing the POS text inserter system and Access Controller

hardware, please click the “POS & Access Controller” field from “Camera configuration” and

follow the instructions below for setup.

m Font: Click W = | icon to specify the font size of text on the video clips.

B Clear: Click ce
B Text data show on “Monitor + Video clips”: Enable to display the text from POS or Access

Controller on the connected monitor, video clips, and remote PC. Please go to the “General” field

and select “Monitor + clips” from “Shown on” to enable this function. After selecting “Monitor

icon to erase the POS text shown on the current monitor.

+ clips,” all these functions will be automatically fixed.

Cameras confignration

Camera: ‘ 5

ding Motion setup

Text data shown on

¥ Ponitor + Video clipst

01 |Camera 01

Videoloss -~ POS / Access controller

,n Font
Clear

Kl

4

b

=3

POS | Access controller setup

Copy

v

v

POS # Acvess controller setup

POS printer

Printer mode|

[TR368ETR 7680

E

Search keywords setup |

Frinter commands setup |

Access controller

Connectto: ‘ MOMNE -

[

| Always -
12 3: Days

v Enable video recording when transaction starts
5“;': Sec

Iw Cleartext over video when transaction ends

503: Sec.

Center b
EE =

?( Cancel

Save insert text:

Keep text records.

Keep recording past end of
transaction

Keep text past end of
transaction

Text position

‘Lme 01 Color

Ok
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B POS/Access Controller setup:
1.) Printer model: Select the printer model that uses for your POS system.

2.) Search keywords setup: Setup Keywords for searching text video clips.

Search keywords setup

Please type specific

keywords from 1 to 10

- columns for searching

|
I
[
|
|’
I | text on videos, and press
|
i
l
I

“OK” button to save the

© @ N U s W N =

setting.

P=3

d o X cance
.
4.)Printer commands setup: The NVR can

process certain functions after receiving the ¥ Record events when cash drawer opens:

printer command code, such as “Record events Clear this video channel free of text when

the printer receives the commands below:

when cash drawer opens.” »
[ Initial command
4.) Access Controller: Select a connected I (Peneroit command

fingerprint access controller to capture the access [~ New page command
record text for the video clips.
5.) Save insert text: The user can select “Always” W < cancel

or “Never” to determine the inserted text's status.

6.) Keep text records: Setup the retained period for text. This text record will be shown on the
“Text insert Playback” and used for searching text on videos.

7.) Enable video recording when transaction starts: The NVR will begin to record when the
transaction begins and specify the recording duration when the text transaction stops.

8.) Clear text over screen when transaction ends: The NVR can clear/clean up the text over the
screen after the specified duration when the text transaction stops.

9.) Text position: Select the display position of text on the video.

10.) Text color: Select the display color from each line of the text.
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Cameras configuration

7-4-2. Enable / Disable all recording schedule Exeble oll seeorting shedule
‘ Dizable all recording schedule

Video parameters stup

After setup for the camera recording schedule, you can enable or disable the recording from here.
Enable all recording schedule: Click to enable all recording schedules (Continuous recording or
Motion triggered recording) for each camera. The NVR will enable instant recording for each camera
in 24 hours if there is no preset schedule.

Disable all recording schedule: Click to disable all recording schedules.

Video Parameters setup: Click this field will enable the *“ ezSetup “ program, and then you can
change the video parameters. After finish, the parameters setting that the Witness Pro program will

reboot automatically to become effective
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7-5. Video playback / Text insert playback / ezBackup

Text insert playback

EzBackup

7-5-1. Video playback ‘

=

=
Click “Video playback” icon &] to start playback video clips. The function description is as

J

below:

2020845 [oate = T *
(1] _ 2020/04/15 Select DVR/NVR site C Alvideo dips € & Time range
8 {1 = = AT {7
211 2 3 4 B SRR Time rang: Bookmark
5 6 7 8 9 1011 . THe — playback point
213 14 @16 17 18 [¥ From 2020/04/15 -] [13:33:35
1920 21 22 23 24 25 Select camerss |
704/ - == =
% 2_7 %a 29 w12 fE— I To 2020 / 04 15 TR e
- Today —_———
ngzm'n De road 1 | ]
[ %03 Back door 1 [-) ;

8
a +" Mode 1 5 Modezz Mode 3 Z Mode 4 5 7,03 |Back door ~|/02 Min De road

(i

in. 5 10 15 20

25 30 35 40 _45 50 55

Sec. 5 10 15 20

25 30 35 40 45 50 55

[continuous recording

1
Motion triggered recording \P

]
[ -]

The function description as below:
@ Function descriptions of Video playback program:
1. Video streams searching calendar: Search the video clips by date. The red color button
indicates recorded video data or selects the period you want to choose for playback.

2. Select cameras: Select the cameras which you want to playback.
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. Camera list table: The cameras will show on the list window after deciding the Count

playback video clips of cameras. ~ Click the "Count" icon that allows eight

different times of the same video file to play simultaneously.

oo & o —

. Add or remove the selected cameras: Increase or decrease the fixed cameras you
want to playback cameras from this icon.

. Display mode: There are four display modes for the user selection.

Select Display Mode 3 and Mode 4, and it will show the timetable of clips. Double click on
the time list. The video window will show the first image of the time list which you chose.
The function is the same as the Time bar.

. Time Bar: The time bar will be displayed when the period has the video clips. You can click
the “Time bar” by Hour, Minute, Second. And then, the window (section 8) will show the
first image you choose on the time bar.

. The color of Time Bar: The user can define the color of the Time bar for each event.

. Image window: Select the play point from the Time bar. The image of the selected time point
will show on this window; double click on this image window to enable a single playback
program, the user can playback this video file quickly. ~Click this e icon to display or
hide the second image window. The user can select the image of another video file to
display on the 2nd image window.  This function can let the user quickly check the video

file that you want to playback.
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9. Play: Click this button to start playing the video files of the selected cameras.
Bookmark playback point: Click this icon to select the checked end of the video clip that
you bookmark when you playback.  Use this function that you can return to the playback

point quickly which you want to play. The maximum setting is 32 bookmark points.

Bookmark playback peint @‘
J1-8%9-16y 17-24 ¥ 25-32 @ Play
' o] st | o :o Bookrark
2| oo set || oo playback point
| B0 ENES 9 Playback from
“ oo set | o |
s oo set ] o |
ol oo set ] o |
7| oo set ] oe |
a oo set ] oo |
\_/ Save

B Playback from:
This section can use when this program uses alone (i.e., the playback program runs with a
solitary PC). You can choose the video clips from NVR/HYBRID NVR server, CMS
server, Network HDD, or User specify the path.  The description as below:

Playback from @ Play

Search video source: Bookrmark
playback point

|From NVR/DVR server -
9 Playback from

| = |

W oK K Cancel

= d

» NVR/NVR server: You can playback the video clips of NVR/HYBRID NVR
» CMS server: You can playback the video clips of the CMS server.
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» Network HDD: You can playback the video clips of Network HDD.

Playback fram

Search video source:

Mapping a netwark dnﬁ

Mame

‘me network HDD(s)

Flease select:

s ]
[V QK

Setup

x Cancel

- MWR1

ase source path:

\Proclips

Mapping 1:

Mapping 2,

I W Map Metwork Drive

What network folder would you like to map?
Specify the drue lester Srthe coanection ad the foiderthatyou want tc connecttar

Teiu: z -
Folden
Suarnpler Vaensershare
[ Reconnect st lagon
CTannect wsing different credentisls
zits thatys uments and gictures,

Connectsc 3 Wi L 3 1ase b bars vour

| Conce

==

/

To play the video clips from the Network sharing hard drive folder, please click the | == | icon
to display the network hard disk setting dialog, follow the dialog instruction and type the specific

directory of the network sharing folder to add the path in the searching list. To add more network

sharing folders, please repeat this step.

/ You must share the HDDs right for this PC first, which installs the ezPlayback program.

» User specifies path: You can playback
the video clips of the user-specified path
(Such as DVD); the process same as
“Playback with Network HDD.” But

you need to click the “Renew database”

icon before playback.
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User specify path

Wideo clips path:

=]

|
Add | [£1 Delete |

&

Renew database

(7

Ok

Cancel

X




7-5-2. Video playback
At the playback screen, you can playback multi videos. Double click on any video screen to enlarge
a single video. Move the mouse to any video screen to show the video toolbar and information of

the single video. Double click again to restore the previous viewing screen.

» Toolbar descriptions of playback:

Single display — Click this icon to select which playback videos will show on the whole
screen.

4-Way split display —Click this icon to display 4 split playback videos screen.
6/8/10/13-Way split display —Click this icon to display 46/8/10/13 split playback videos
screen.

9-Way split display —Click this icon to display 9 split playback videos screen.
16-Way split display —Click this icon to display 16 split playback videos screen.

Next Video — Click this icon to rotate the playback videos split screen.

@ Full Screen —Click to enable full screen, hide the toolbar, or assign the playback screen shows
on another monitor. ~ Click this icon again to bring back the toolbars and control panel or
display them on another monitor.
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Q Exit Button - Exit Witness Pro program. If a crossed-hand icon appears instead, you must

first log out and log in as a user with exit privilege.

Minimize Button - Minimize this program into the taskbar. If a crossed-hand icon appears
instead, you must first log out and log in again as a user with exit privilege.

Hide tools bar Button - Hide the tools bar and click again to display the tools bar.

Search video clips — Playback the videos

via a single or multi-channel.

Delete video clips — Playback the videos

from a single or multi-channel.

Paste Camera name & Time stamp on

video clips — Enable the Timestamp/Text

to show on the video when playback.

You also can choose the language version,

timestamp format, and position. The

Setup

W Enable display name [ time

Display name | time

v Display nare Bottom left -
Iv¥ Display time Bottom right -
Color A

yyyyfmmydd 4

Select language:

|English {United States)

W oK

-

?( Cancel

text just can deliver on the video clips when using I-View’s playback program only.

o Previous video clip — Jump to the previous video clips.

° Next video clip — Jump to the next video clips

e I Navigation bar — Display the current position of the video clip and allow

users to move to different points within the clip. Left moves backward, right move forward.

Playback speed bar —Left moves bar will be decrease playback, and the

right moves will increasing the speed.  You can find out the playback speed from the

Window of payback information.

° Forward play — Forward play video.

o Backward play — Backward play video.

o Pause — Pause the video.

o Stop — Stop video.
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o First frame — Jump to the first frame of the selected range of video clips.
Q Last frame — Jump to the last frame of the selected range of video clips.

Synchronize — Synchronize playback of all video channels with the selected video channel.

Bockmart playisack paint i

Bookmark — Bookmark playback point which you want e e =)

. ) el
to start to playback. There is 32 Bookmark point for user Y I )
o) st [[oa ]

ST

setup to find out the checkpoint of video quickly. o]l

=S
[t o]
o] o]

0 Saw

@ w e o & ouw

Time bar— Click this icon o display the Time bar or

timetable of the recording video clips for search and playback. '

0 11| 12| 13 14| 15| 16 | 17| 18 19| 20| 21

° Previous frame — Jump to the previous frame.

° Next frame — Jump to next frame.

@ Zoom in — Click this icon to zoom in.

@ Zoom out — Click this icon to zoom out.

Snapshot — Capture the video screen and save it as a BMP or JPEG file.

Copy video clip — Copy current video clip to a specified location for archiving or
distribution.

Audio Volume — Adjust the audio volume of the playback video clips.

Video information — Move the Mouse to the video channel. You can find out the current video

clips information such as the file size, start time, end time, current time, the total video clips of
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the selected period, zoom times, and camera number.  Drag the navigation bar to choose the
specific portion of one video clip or click the number to jump to another video clip quickly.
n Previous video clip —Jump to the last video clip.

“Next video clip —Jump next video clip.

10:00:18

19:01:05

2014 / 08 / 04

Smart search video: Mark object searching regions in recorded video clips. The events

will list in the right-side window. Please follow the introduction below to perform this

function.
- - 5
|Smart search g vcn'~ -
s Sl=y R s} T T — g
- = B i f S S
- Y 4 e S P~ /
R o g & T
=
o
%
s
6%
e |
=-§= Video dlip
@ 171-174
@ 175-308
R @ 310-335
@ 468-523
M 2 »
K s B ] @ 54150
¥ showgid Ii Adiarea | =] Ddeteaeal -@ 718- 1474
Sensitivity:
Br el 85%
Speed: ‘7'_’ Search 1]
[ < ! S 13} 1
I Stop to search when object is detected
|

142



» Function description of the Smart Search:
Add / Delete Area: Press and drop the mouse's left button to select the intelligent search area,
then click the “Add area” icon to add a chosen location.  Click the chosen area and then click
the “Delete area” icon to remove a selected area.
Sensitivity: Adjust the sensitivity function based on the selected region size. Suppose it sets as
high sensitivity with the extensive search chosen area. In that case, the system may display very
tiny changes on the list, and oppositely, if it sets as low sensitivity with the small search region,
nothing might be found as a result.
Speed: Set the searching speed for the intelligent search function. A higher degree represents
faster speed; oppositely, a lower degree represents slower speed.
Range: Select “One clip,” “All videos,” or “Range” for the intelligent search function. If you
select “Range,” you can set up the video clips range for searching.
Stop to search when object is detected: The system will stop the search process when the
marked object is detected.
Event list: The system will display all detected object change events on the right list window,
and the user can select an event to playback.

» Playback video clips via “Smart search” function:
Step 1. Press icon on the playback toolbar to display the “Smart search” interface.
Step 2. Press and hold the mouse left button to mark a specific search area.
Step 3. Click the “Add area” button to save a highlighted region. The user can use the same

way to add more areas.
Step 4. Adjust “Sensitivity,” “Speed,” and “Range” functions, and click the “Search” button to
start the intelligent search function.

Step 5. The system will display all detected object change events on the right list window, and

the user can select an event list.

Merge file(s) — Merge the different files from the various video clips and export them as one

“.AV1” file. Please follow the introduction below to perform this function.

143



How to make the merge video clip file? Please follow up the process as below:

1. Mark a start and end frame of the individual video clip, then click “Save” while the playback
video locates at the desired point of the Start frame and click “Goto” to go back to the selected
point of the Start frame. Repeat the same procedure to set up the significance of the end frame.

2. Repeat Step 1 to make another merge video clip, click the “Add clip” icon to create this clip on
the list for the merge file window, and then click the “Merge files” icon.

3. Browse the path and enter the file name, then click the “Merge file” icon to export the file.

4. Enter the edit video comment text in the start text and end text fields.

Mark videa

Start End
[2014/10/12 095301 | | [2014/10/12 09:57:18 |

‘ Save | | Goto ‘ | Save ‘ ‘ Goto ‘

|® Add clip ||® Delete cip ||| Merge fla(s)

Start | End |
Hooanio/1z 094022 2014/10/12 094925
Heoanoizoesz 2014f10/12 095718

"Merge flels)
1 €= 2
3 4
5
it d 7
2014/10/12 09:49:22 2014/10/12 02:49:25
6 2014/10/12 09:53:11 2014/10/12 09:57:18 Jrport fle:(*av) 8
| |&
I\ v Merge fiie I 9
10 Start text: | 33 (1-1808ec)
End text: [ 34 (1-1808ec)
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Function descriptions:

1. Click \EI & EI to switch video clips from the selected time range.

2. Show the exact date and time frame for the selected video clip.

3. Show the start frame of the picture from the selected video clip.

4. Show the end frame of the picture from the selected video clip.

5. Drag the navigation bar to select the particular portion of one video clip orclick ™ to
type the start & end frame to choose the desire portion of the video clip.

6. Show the time frame and frame number for the selected start frame.

7. Show the time frame and frame number for the selected end frame.

8. Show the list of selected video clips that would like to merge as one “.AVI” file.

9. Select the location where the users want to save the file and click “Merge file” to save the
file.

10. Enter the edit video comment text in the start text and end text fields.
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~ Wideo playback
-
7-5-3.  ezBackup

This chapter will show how to back up video clips to another storage device.

7§ack up View Help Egit
I_ o
& = | 5 =

Function description of ezBackup:

4@, Search — Search video files.

IEE Select — Select/Deselect all video clips for backup video clips.
@ Create backup shortcut — Create a shortcut of selected backup videos for the other storage

devices, such as CD-RW/DVD+-RW.

= - Back up video clips — Back up video clips to Hard Disk.

_“ty Setup auto backup schedule — Backup video clips to Hard disk by schedule automatically.

ﬂ Exit —Exit the video backup setting window.

146



Follow the steps below to back up videos

Step 1.Click &l in the top to search for videos in the database, select the search method from the
“Options” field.

Please select camera(s) 1 | Options @ | Select all I
E ¥

]00 All Cameras LI " Allvideo clips
'm|01 Camera 01
CEEL 1Al clips - @ Time Range []02 Camera 02
103 Camera 03
Ti [J04 Camera 04
L [J05 Camera 05
¥ From |2008712705 | o0 : 00 [ 06 Camera 06

[ 07 Camera 07
[J08 Camera 08

sz |

[J09 Camera 09 A
| K >
‘ a Search I x_ Qaan i [\ I3 | x Cancel |
v v v
Select Camera(s) v Selected Backup ~ 3elected Al
v Select record video type v cameras sameras

Select time range
Search by time or video
Step 2. If you select “Time Range,” please select the camera from the drop-down menu and time
range, then click “search” to find the clips among the chosen period.
Step 3. Select “All video clips” and click “search” to pop up the right window for camera selection.
Step 4. Click the “Search” icon to find the clips among the selected parameters.  The video files

will list in the below window.

@ EzBackup
Backup View Help Ext
g t i . ¢ )
& | w | Z X B2 | s | 2 4

Camera Recording time File size | File name |
[v &[01 Camera 01 2008/12/05 06:13 - 06:14 0.91 M 0120081205061344M.Avi
v 5 01 Camera 01 2008/12/05 06:15 - 06:15 0.96 M 0120081205061508M.AvI
2 5 01 Camera 01 2008/12/05 06:16 - 06:16 0.88 M 0120081205061607M.Avi
v 5 01 Camen 01 2008/12/05 06:17 - 06:17 0.96 M 0120081205061701M.Avi
[v & 01 Camera 01 2008/12/05 06:18 - 06:18 0.98 M 0120081205061810M.Avi
v s 01 Camera 01  2008/12/05 06:19 - 06:19 1.09 M 0120081205061937M.Avi
[v & 01 Camera 01  2008/12/05 06:21 - 06:21 1.23 M 0120081205062112M.Avi
[v & 01 Camera 01 2008/12/05 06:22 - 06:22 1.26 M 0120081205062225M.Avi
v 6 01 Camenra 01 2008/12/05 06:23 - 06:24 1.22 M 0120081205062354M.Avi
[v & 01 Camera 01 2008/12/05 06:25 - 06:25 1.21 M 0120081205062519M.Avi
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o
Step 5. Select video files which you would like to back up by manual. Or click E to “Select
all/Deselect all” video files.

Step 6. The ezBackup program provides three methods to back up the video clips, and the detailed

process shos as below:

Manual Back up methods
Back up video clips
¥ Back up to another HDD:

. éﬁ‘ . Record(s): 3
a. Click == toshow the “Back up video
Total file size: 5.44 MB
clips” window. Choose where to save your backup
. Check « | k program” if B
b. Check “Copy playback progra you Storage diive |g C{22270] MB Freej

would like to copy the playback program at

the same time. M M

c. Select the HDD from “Storage drive* and

then click the “Start” icon to start the backup.

Kk Backup to VD RW.

.7 . .
a. Click Y to show the “Media Player Burning” v B Disks needed: 1
T > Disk#01:57.5 N8B
WindOW. Total video clips: 13
Disk space needed: 6474 MB
b. Insert the backup media, such as the DVD.
Device: [sTAP DVD A DH20a4P -]
c. Select the correct “Device” and “Media type.” Mediatpe:  [GOR =
Write Speed ;"ﬁanmum ﬂ Ver6.6.0.6

d. Click the “Burn now “icon to backup.
/’//ﬂ Use the Windows Media Play program for burn in the
~ DVDRW, ESa
Lomm| (X | ] ]
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Schedule auto back up method:

Set up auto-backup schedule

i+ Daily ™ wWeekly " Per houriz) Only previous date v Autorun EzBackup system

[V Mlinimize windows when start program
Starttime: |17 1 47 =

v i !
r r r I Backup date from: 2009 /08 102 -
r r r [ DWR will stop recording wwhen kack up video clips

Every: :‘ Back up per hour(s) wWhen backug HOD full: | Stop backup -

Iv First notify to CMS wwhen backup HDD less than

Source disk Select backup cameta
- ~
[0 = (22308 MB Free) [¥ 01 Camera 01 24000 B Ea Advance
[E=] D:(TE491 ME Free) [¥ 02 Camera 02 L
D [E==1 E:25028 M Free) [ 03 Camera 03 s S2cond notify to CMS when backup HOD less
[¥ 04 Camera 04 than
[~ 05 Camera 05 22000 MB @9 Bovance
Target disk [ 05 Camera 06 =
[0 B3 cicz2300 ME Free) Wl ez
[T 08 Camera 05 T J—
[] B st Me Free) [ 09 Camera 09 =
(=] E:(25028 MBFrez) [~ 10 Camera 10 v
< s o s ‘ x cancel ‘

¢ to show the “Setup auto backup schedule” window.

b. Select the “Enable Auto-backup schedule” function.

c. Select the date to backup video clips from the “Backup date from” field.
d. Select “Recycle” or “Stop backup” when the backup HDD is whole.

e. Select the backup schedule from “Daily, “Weekly,” “Per hour(s), “or “Only Previous day.”

f. Select the backup camera and source disk. Map Network Drive ]
) ) “Windows can help you connect to a shared network folder
0. Select “Target disk” to back up the files. :,;‘ e it oy ot TR
e P ot | Specify the drive letter for the connection and the folder
If the “Target disk” is NAS or another PC, ko o oo o
Drive:  |Z: v
please click « == wetworkdsk > jcon to Foders || -

3 ) Example: 1| server|share
display “Map Network Drive” and follow [#lRsconnert atlogon

Connect using a different user name,

Sign up for anline storane or connect ko &
network server,

the dialog instruction to type the specific

path of the network HDD for backup. To

add more Networks’ HDD paths, please
repeat this Step.
h. Check “First notify to CMS when backup HDD less than” and type for HDD space for

warning level and set up the notification method from “Advance.” Please refer to the previous
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chapter for detailed setup notify instructions.

i. Setup for “Second notify to CMS when backup HDD less than” if needed.

Step 6. Click ﬂ to complete backup setup.
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7-6. Remote Access setup @

This section will introduce the configuration of the Remote control setup and eMap setup.

Remote Access setup

The primary function of “ID code” is to solve the possible problem with dynamic IP addresses

connection. AnyNet series NVR contains a
built-in 1P address register function. Suppose
you enable “Auto connect to dynamic IP server”
and type the ID code into the system. In that
case, its built-in 1P Identify capability will allow
the remote users to connect directly to the user’s
NVR from their FreeView Pro software or IE
browser via the Internet when the user runs the
Witness Pro. If the user does not have a static IP
address assigned to the NVR, the ID Code may
redirect browsers to the NVR by announcing its
current IP address to the IP Dynamic Server.
What is the dynamic IP Server?

When the “Auto connect to dynamic IP
Server” option is enabled, the NVR will send a

message to the central IP Identify Server per

‘ »
rRemote access setup ‘
— e

[

Auto connect to dynamic IP

server

Video server port:

Event notification port:

Event notification password:

ID code setup

,W Default

v Select default LAN card

5877 Default
,7

IP address

LAN card

[E8192.168.1.64 Realtek PCle GBE Family Con...

Maximum TCP/IP users:

™ Connection time limit:

e-Map setup

SJ;I (1 -999)

IEI4 min.

ﬁ!’,‘ Remote users currently connected

i |

Authorized IP setup

0 Save

?\/ Cancel

hour. This server will notify and update the user’s current NVR IP address. When the remote users try

to access the NVR, they route through the dynamic IP Server to the NVR.

Do I need to use the dynamic IP Service?

Ask your ISP provider about setting a static IP address for your local account. Once you have a static

IP address, disable the “Auto connect to IP identify server” option. If you do not have a static IP

address, you can contact your vendor for optional “dynamic IP service”.

1D code setup:

1.) Click “ID code setup” from network configuration.

2.) Inputan “ID code” and click “OK” to register your ID code to an IP dynamic server.
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3.) Enable “Auto connect to dynamic server.”

Video server port: Set up the port number for video streaming remote connections via CMS
(FreeView Pro). The default port is <“1001”.

Event notification port:

Set up the port number for pop-up notification to CMS (FreeView Pro program). The events include
Detected motion, Video loss, Sensor triggered, Emergency call, Relay trigger, Access controller,
Storage device failure. Please refer to the NVR setup of FreeView Pro for event selections. The default
port is “5877”.

Event notification password: Set up the password number for pop-up notification to CMS
(FreeView Pro program). The default password is none.

Select default LAN card: Un-check “Select default LAN card” if the system has more than one
LAN card for selection.

Maximum TCP/IP users: Set up the maximum users for connecting NVR via IE browser or CMS.
Connection time limit: Set up the duration time for remote connections to NVR.

/// (For users that protects by a Firewall); if you encounter either the error message “Cannot locate IP

address” or “Cannot identify server.” please get in touch with the manufacturer of your Firewall

and ask them how to create a PORT MAPPING. It will create a port in your firewall. This Port

Mapping will enable the remote user to access the AnyNet NVR and IP camera Pro from the

remote site.
e-Map setup: The user can create an e-Map for the location of NVR, cameras, and other devices and
set up the contact information for notification. When the cameras or other devices on the map are

triggered, the triggered devices will show flash on the map simultaneously.

Eah 2

DVR no:

DVR name; National Bank_Hsinchu branch

Contact person:  [Mr. Chen Max
Phane number:  |13-5103001

DVR lacation: [2F, Mo, 68, Min De Rd., Chutung, 310 Hsinchu, Taiwan, R.O.C.

Note: |

G
// You must enter the NVR no for the CMS auto upload or download the eMap information.
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® Follow the instructions below for eMap setup:

1.) Click the “Information” field.

2.) Type the information in the “Contact person,” “Phone number,” “NVR location,” and “Note”
columns. This information will be shown on the notification to the remote client PC (CMS)when
connecting.

3.) Click the “e-Map edit” field. There are 16 eMap layers, and selected one to edit the e-Map.

Device types

(R I T HIIEE IR

4.) Click eMap layer from the 1-16 Layer filed, then enter the named the eMap layer which you selected
5.) Click ﬁ- icon to browse the map file from the CMS folder and click the “Update” icon. (The map

file can be a BMP, PNG, or JPG file.) Click the g_l or lg_l icon to zoom in/zoom out the map
size to suit the window size.  You also can click thi # icon to cancel the selected map file

6.) Select the available devices to locate on the eMap from the device toolbar, press, and drag the widgets

to a suitable location with the left mouse button.  Repeat the 3-5 process for another eMap layer

setting. Click « * » to “Save & Exit” or “Exit” without saving the settings.
//// L. If the user wants to enable natification via the flashed icon on the e-Map when motion or alarm is

triggered, you will need to enable “Pop up event notification” from the System configuration section.

2. If the system supports dual monitor, the eMap will automatically pop up to the secondary monitor

(Monitor 02) when Witness Pro launched. The user can also click “ ™ * from the screen of eMap to

assign eMap to “Monitor 01”, “Monitor 02” or “Monitor 03”.
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® Function descriptions of eMap:

Please click “ ”” from the video control panel to bring out the eMap screen.

1.) Monitor live video, playback video file, and event status directly from Map: Click the “NVR
status” field to show the floor plan of eMap, detail information of NVR, and status of view logs and

current remote users. Click “ ™ > from cameras to view the pop-up live video with High /Low
resolution or playback the video clips.

_!-_-4_ View logs status ‘
~ DatefTime = | Device | Event
Live video(Low quality) 2020/03/26 17.0502 003 2MIPA Yiden oss
Live video(High quality) 2020/03/26 17:.05:02 (009 Carnera 009 iden loss
202040326 17:05:03 016 Camera 016 Yiden loss
Video playback 2020/03/26 17:15:13 012 Camara 012 viden oss

2.) NVR status: Click the “NVR status” field to show the real-time status of devices.

NYR status
Camera Relay Sensor
Mo Name Status No Name No Name
&0  xmMo o 01 Qo1 Pcamo1 Input
alo Camera 02 o 02 Qo2 PCam02 Input
ao: Camera 03 o 03 Qo 1PCam03 Input.
L Camera 04 o 04 (o)) 1PCam04 Input.
@05  camenos B 05 @05 PCam0s Input
a5 Camera 06 B 06 Qo6 TPCamos Input.
a7 Camera 07 Bho 07 Qo7 PCam07 Input
Total: 7 Total: 7 Total: 7
. . . ) . Subject | Description
3.) NVR information: This window will show Information
NVR no. BERNARA-PC
detailed NVR information. NVR name

Contact person

Phane number

NVR location

Mote

Setting

DVR path C\Program Files (x86)\Witness ...
Windows path CAWindows,

Log path CA\Windows\ProEviLogh,

Event path CA\Windows\ProEvtSendy,
Snapshot path C\Snapshot)
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4.) NVR health: Click the “NVR health” field to check the CPU usage, Network traffic, and HDD

information.
NVR health |
~NVR health HDD information
Spstem HOD model:  |SaTa 55D =
“ Serial no. #: BEB20764081700001852
NYR Firmware versior  S9FM02.8

“ Power on; Days:550.13

Temperature: 30C[86.0F)

HOD health: The hard disk status is
~Network traffic Perfect.
LAM Card: IREa\tEk PCle GBE Family Controller j
Digk: : -
Bandwidth: 100 v & o o
Ml Used space: 48.89 GB
100M - Free space: 10.74 GB
Capacity: 59.62 GB

Authorized IP setup When this function checks, only

¥ Enable authorized IP
authorized IP addresses are allowed for remote connection. If IP Address: | 192.168.1.100

@ Add ‘@Remo‘.’e] f o ‘

| IP Address |
[192.168 1100 )

the IP address of the remote connection CMS server does not

list in this window, a pop-up error message “Limit error” will

be displayed when connecting.

2\ Please note that if this feature is not enabled, all

authorized users from any IP address will be able to

connect to this NVR remotely.
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[System configuration |

7-7. System Configuration P vidao display configuration
o) m)

Connection ezDispatch server setup

Save/Load configuration 4

Application tools - ezTools

PTZ Joystick setup

7-7-1. System configuration
Sysem configration . N . E _ S5

v ¥ Auto login

Iv¥ Auto-start this NVR application Username: |rgot

¥ Log out when minimizing application

Password: |**=
¥ Pop up event notification
Allow all Windows user accounts to use

Event fiter: [ Detected motion - this application
™ Display only the first pop-up message Log out when no user 10 = min.
- Hide the pop up = interaction is involved for: =
message after —1 sec. NetCom module
[+ Stop sound alarm when trigger stop Model: |320-AM-I  ~

[ Minimize application upon start-up Comport: | yonE-
™ Lock Windows hot key

Baud rate: [gg0p -
™ Save pending live videos before playback

[~ Enable on-screen keyboard PAC-080M Amplfier

r Com port: |_ MOME -

When the signal is unstable, stop
b automatically connecting Bejt=

) Com port: ,—L|
Each camera continuous ,TJ Sec. NONE

recording interval archive: )
Dial up Modem

Upon system failure: Restart program v =

Exit option: |E:('rt program j | NOME - j

" Enable system periodic auto restart

Select Bnguage: ,ﬁ
Restart time: [g2 - 39 = X (FE)
Restart option: |pagart iy e ‘ ?( - ‘

® [Function descriptions of the system configuration:
Enable watchdog reboot triggering If the system shutdown causes by the hardware or software
problem, it will reboot NVR and go back to the original setting.
Auto-start this NVR application The Witness Pro will auto start when the system starts up.
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Logout when minimizing application, The Witness Pro will log out when the software minimizes.
Pop-up event notification The event notification will pop up on the monitor when the selected
events happened. The events include “Detected motion,” Triggered sensor,” “Video loss,” “IVA
functions,” “License recognition,” “Face recognition,” “Unstable video signal,” and “Triggered
access controller.”
a. Display only the first pop-up message Pop up only the first notify message on the screen if
the triggered events are the same and more than one time.
b. Hide the pop-up message after Clear the pop-up notifies message from the screen after the
setup period.
Stop sound alarm when triggered stop The sound alarm will automatically stop when the trigger

stopped.

Minimize application upon start-up Minimize the window of Witness Pro after it starts up.
Lock Windows hotkey Prohibit the users to use Windows hotkey.
Save pending live videos before playback The recording video will be saved as a new file when

you click the “Playback” icon. You can playback the instant video file without waiting.

p
/ Please note it will make your video files with different lengths from the set video interval.

Enable on-screen Keyboard Display the On-Screen Keyboard when the user setup the Witness
Pro program.

When the signal is unstable, stop connection automatically. Check this function; the system will
stop reconnect the IP camera when the video signal unstable. ~ This process will avoid the system
buffer full to cause the NVVR abnormal shutdown because each IP camera connection will create a
memory buffer for video transmission. If the video signal is unstable for a long time, the NVR will
reconnect many times, and the system memory buffer will exceed the limitation set.

Each camera continues recording interval archive. The system will interval save the archive files

the setting period. This process can avoid the HDD write speed issue when there are many files
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needed to keep simultaneously.

Upon system failure Select NVR’s reaction “Restart program” and “Reboot system” from the

drop-down menu when the NVR system is abnormal. For example, select the “Restart program,”

the system will automatically restart the Witness Pro program when the NVR system is bizarre.

Exit option Select NVR status “Exit program,” “Turn off,” “Log off,” or “Restart” from the

drop-down menu after exiting the Witness Pro program. For example: Select “Turn off,” the

system will automatically shut down after closing the Witness Pro program.

Enable system periodic auto restart Auto restart or turn off the system at a specific time every day.

Use this function to stabilize the program after a long period of usage.

Allow all Windows User Accounts to use this application All users with different Windows

accounts can be allowed to run the Witness Pro program.

Log out when no user interaction is involved for Logout the Witness Pro program when the user

is inactive NVR over the set duration.

NetCom Module:

» Model: Select the type of control board for the PTZ camera, D/I, and D/O devices based on the
installed models.

» Checksum: It depends on the type of Speed dome camera. Please refer to the manual of the
Speed dome camera.

» Com Port: You must select the “Auto” from the draw menu of the “Com Port “icon when you
want to enable the functionality of the Netcom module.

> Baud rate: Select a correct Baud rate to control the Speed dome camera or P/T/Z camera from
the Witness NVR board (Default setting is 9600 bps).

~" You must select the “9600” baud rate, enable the Checksum icon, and select “Pleco P” or

“FastCam V2” or “SDCI-220” when you install I-View’s FastCam Il Speed dome camera

Series.

PAC-080M Amplifier: You need to connect the PAC-080M public address with the NVR/NVR

before enabling this function.  Select the “Auto” from the drop-down menu of the “ Com port.”
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If the setup is correct that the P.A. configuration field will enable.

3G Modem Select the “Auto” from the drop-down menu of the “Com port” to enable the 3G

modem for SMS notification.

Enable modem dial-in Enable this function to share one telephone line for both modem and fax.

Otherwise, the modem will occupy the phone line always. Select the dial-up modem model for

phone-call notifications.

Select language You can s select a different language from this section, and the software will

reboot after you change the language.

Systemn configuration

7-7-2. Video display configuration ‘ Wideo display configuration |

Connection ezDispatch server setup

SavefLoad configuration 4
Application tools - ezTools
PTZ Joystick setup
video display rotation setup
& .
1 « Output: | Capture Display | Spitway. [Fullscreen |
[STran e
Start fram: | 01 Camera 01 j ~
E 2 3 4 5 6 > 4
Duratian: ZEIj Sec.
7 8 9 10 11 12
Add | [Z Delete |
13 14 15 16 17 18
ERtway Etart o Buration
19 20 2 22 23 24 4waysplit  Position29(29.. 3 Sec.
25 26 27 28 29 30 10way split  Position5(04 .. & Sec.
d
2 < Full screen 01 Camera 01 25ec.
31 32
I~ Hide video Default
»
1 23|+ s|e|7]| s > 5
] 10 | 11 12 | 13 | 14 | 158 | 16
17 | 18 | 19 | 20 | 21 22 23 | 24
25 | 26 | 27 | 28 | 29 | 30 | #H az2
FACIONS 10 lake Upon monon detecion
Fop up: Split video -
3 <« Total: 3
v Restore video displaywhen trigger stop
[~ Clear horderwhen trigger stop \_/ Save ‘ x Cancel ‘
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M Section Descriptions:
Section 1:
> Output:
Capture Display: Show 1-32 Ch or 33-64 Ch digital split video on the monitor.

Section 2: L
Position display

» Swap video: The cameras can switch to different 20 2 22 4 _l 1

positions for the split-screen. 7 8 9 27 1 12
» Hide video: The cameras can be hidden and show 15 - 6 32 17 18
the blue screen for the ““Live Display Mode” and 19 3 21 - 23 24
show the logo for “Capture Display Mode.” 25 26 10 28 29 30

» Default: Switch the cameras’ positions back to the 31 16

factory’s setting M Hide video Default

» Position display field: 1-32 or 33-64 divisions Camera number

. 1 2 3 4 [ T g
depend on the different output sources. 2

9 10 [ M 12 [ 13 | 14 | 15 | 16

» Camera number: Represent the number of the
17 18 19 20 21 22 23 24

camera.

28 | 26 | 27 | 28 | 28 ) 30 | A a2

How to swap the cameras for spilt display:

Step 1. Select the output display from the “Output” drop-down menu.

Step 2. Click the camera from the Position display field.

Step 3. Move the mouse and click the camera number which you would like to swap.

Step 4. Repeat Step 2 & 3 to swap other cameras’ positions.

Step 5. Click the camera position and check “Hide video” if needed. Please note if this function is enabled,
the background of the grid will become purple.

Step 6. Click “default” to switch back to the factory’s setting if needed.

Step 7. Click “Save” to finish the setting.

W Section 3:
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> Action to take upon motion detection: The user can enable the popup video to display when motion is
detected. For the setup, please refer to “Schedule setup.”
> Pop up:
Full-page video: Pop up the full-screen video when motion is triggered. If there are multi motion
detections simultaneously, the latest activity detected video would show on the screen.
Split video: Pop up the split-screen video when there are multi motion detections at the same time.
> Restore video display when trigger stop: Enable to go back to the original setting of the video display.
» Clear border when trigger stop: Remove the surrounding red border around the video channel after
trigger stops.
M Section 4:
» Video display rotation setup:
Splitway: Select full screen or split screen (4/6/8/9/10/13/16/25/32/36).
Start from: Select which camera or position to start the rotation.
Duration: Set up the rotation time for the display screen.
How to set up the rotation for the output display:
Step 1. Select the output display from the “Output” drop-down menu.
Step 2. Select the way of display for rotation from the “Split way” drop-down menu.
Step 3. Select the start camera or position from the ““Start from” drop-down menu.
Step 4. Set up the duration for rotation time.
Step 5. Click “Add” to finish the setting.
Step 6. Repeat Step 2 to Step 5 to add multi-rotation.
Step 7. After setup the rotation for output display, the user can enable the rotation schedule by

clicking icon from the “Video Control Panel.”

m Section 5:

» Rotation entries list: This is a list of rotation entries. To edit one of the listed entries, simply
double-click the entries that appeared in the list. Once the editing is done, you may click the “Save”
button to save your changes or the “Cancel” button to discard your changes. To delete entries, highlight
the entry and click the “Delete” button.
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7-7-3. Connection ezDispatch Server setup

The ezDispatch can automatically allocate all the

notifications from the following events to the standby CMS

System configuration

Video display configuration
' Connection ezDEpatch Server setup

Save/Load configuration 4

Application tools - ezTools

PTZ Joystick setup

(FreeView Pro ) to dispatch the CMS loading when there are more than 2 CMS servers on the control

center. The ezDispatch program will arrange live video to the CMS server to balance the loading of

CMS. Such as there are 5 pcs CMS servers for remote monitoring 1000 NVRs, there 13 NVRs send the

Live video to the CSM servers when triggered.  The ezDispatch preprogram will average the activated

videos to 5 pcs CMS servers to balance each CMS server's balance loading.  The ezDispatch can

install on one of CMS or any kind of PC station. Please refer to for ezDispatch setup.

Follow the steps below to connect ezDispatch

Server setup:

Step 1. Check “Connect to ezDispatch server.”

Step 2. Type IP address of ezDispatch server #1

where it has been installed and enabled.

Step 3. Type the port number for connecting
ezDispatch server #1. The default port
number is “5866”.

Step 4. Repeat 2~3 to set up for ezDispatch server #2
if a backup ezDispatch server is installed and
enabled. Set up the reconnect time to
reconnect the server if the network is
disconnected.

Step 5. Select the event types for sending notification
to CMS (FreeView Pro) via the ezDispatch
server.

Step 6. Click “OK” to save the setting.
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¥ Connect to ezDispatch server:

Server #1 IP: |

Port: Im Default
Server #2 I |

Port: lm Default
Reconnect: IT:I' {10 - 09009}

—Event list
[~ Cetected motion

[ video loss

[~ Sensar trigger

[~ Relay trigger

[~ Starage device fai
[~ Inteligent detection

[ Licensa plate | Face recoghition

7 Save x Cancel




Systen configuration
. . Video display confignration
7-7-4. Save & Load configuration - oot B ot
@ Savelload configuration J Bave
EzTools Load

It might be annoyed to repeat all steps for the system configuration if the user has to install several
NVRs simultaneously. Therefore, the user can click “Save” to back up the configuration setting as “.set”
file in the local disk and click “Load” to restore the backup configuration setting from the local disk or

other NVR.

Sove 1x 2%
S i | L it SALAVE Pro | - B = Lutie e | (3 e S P =] ~ @& = E3-
Tispame: |G Sune Filu [ Upen |
Saem mr ipm [SET [Loet) =] Carecel Fisrol hpe [5ET [ rml = Caenl

7-7-5. PTZ Joystick setup ‘ AHalEEiTar (o5l = CHIlE S

|PTZ Joystick setup |

You need to register the password from here using the FSK'Y-300/400 USB joystick on the NVR.
Send the Mac number of NVR to the vendor or the i-View to get the password for the joystick. Click

the “ Register code” to enter the password, then click the « Register ““ icon and *“ Save” icon to

complete the setting.
TZ joystick setup Reqgister PTZ joystick code @
MAC:
v Enable PTZ joystick | T
Reload joystick device | Code: |?23.&303EIDIDF9E

W Save ‘I Register code 7o Cancel | |>

"  Regiter
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7-7-6. Application tools -ezTools ‘ Save/Load configuration '

|A|3|3Iit_—c|ti0n tools - ezTools |

There are Accessory programs for specific applications, and you can enable these programs from this
path— the accessories programs including ezVideoTrans, ez\WebServer. ezMobileServr, ezRserver,
ezClock, ezReboot, ezHDDSmart, ezTalk and ezUPScheck etc.  We will introduce these accessory

programs in Chapter 7, Application tools- eTools.

ezTools

Yo Famm e o[ o | |
€, [ IE browsex server - ExWebServer open | | |
u Mokile rowser server - EzMobileServer Open | | |
- o= o [ |
@& | Avo-synchronized time - ExClock open | | |
Restart the computer schedule - E2Reboot open | | |
_@,31 HDD health checkup - EZHDDSmart open | | |
@ 2-way woice communication - EaSTalk open | | |
] s manscaes ][ ||
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7-8. User access setup

Click@icon to create usernames, passwords, and the user’s privilege to log in to Witness Pro in

different access levels from “User access setup.”

Username:

24

|v Enable DR access

Privileges Authorized
¥ video playback

¥ Copy video clips

v Delete video clips

[+ Remote access setup

Save

¥ ¥ameras configlration:

abc

Select al Clear &l

Password: ok

Carfirm: okt

v Enable Remote access

[ Enable validate duration  Fram: |

J To: | J
CAleras Eemote access schedule Femote control 4 b
v Systern configuration v eMap

¥ User access setup

¥ Application logs

v Storage configuration

v Periphetals setup

@ Delete

¥ Set up date and time
¥ Control panel access

v Exit application

2, Fnd

Username

ﬂ Exit
\

0 [abc |
& root

Total:

2

® Supervisor username and password
The default supervisor name and password are listed as below: Username: root / Password:
123
Enable NVR access: Allow the user to access the Witness Pro program.
Enable Remote access: Allow the user to remotely connect NVR via CMS (FreeView Pro ) or IE
browser
Enable validate duration: Set up the usage duration for the user.
/%'_'The password must consist of 0-9 or a-z or A-Z; the password is case-sensitive. PaSsWoRd is not
.. the same as password)
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® Function descriptions of User access setup:

1.) Privileges: Select privileges for users to access, control, or set up for NVR.

Privileges Authorized camerss Remote access schedule Remote control 4 b
M W System configuration ¥ eMan
I video playback W User arcess setup v Set up date and tirme
W Copy video clips W Application logs v Control panel access
W Delete video clips ¥ Storage configuration v Exit application
W Remote access setup W Petipherals setup
Save @ Delete % Find Iﬂ Exit
Username |
& abc
€ root
[ |shir|ey |
Total: 3

2.) Authorized cameras: Select cameras for the users to set up and control in Witness and remote

live view via CMS (FreeView Pro ) or |E browser or mobile phone. Click « ﬂ to select

all cameras and click « ﬂ” to remove all cameras.

Frivileges - Authorized cameras Remote access schedule Remote control 4 b
| Lyailable camerss | ﬂ ﬁ ‘ Anthorized cameras

Mo Marne A5 Mo MNarne

Fli&kor  Front Gate Lo Front Gate

&0z Lobhy &0z Lobby

[/]% 02 Camera03 w03 Camera 03

&l04  Camera04 &0 Camera 04

D 805 Camera0s

|:| Q} 06 Camera 06

D @07 Camera 07

Save @ Delete @5 Firnd Iﬂ Exit
|

Username
€& abc

€0 root
@ |shir|ey

Total: 3
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3.) Remote access schedule: Enable and set up the remote access schedules to limit the short

access period if needed. Select “Daily,” “Weekly,” and “Special Duration” for the access

schedule.
Privileges Buthorized cameras Remote access schedule Remote contol 4 b
v Enatile schedule add | @ Del |
Type: ‘Daily j Type Date [ Time
Start time: |00 : 0D = |Dweeky  08:00-13:59[1,2,3,45)]
End time: ’23597—
Weekly: [ Sunday
Start date: ’—4|
End date: ’—_|
e B osee & o e |
LUsername |
8 abc
8 root
@ |shir|ey ‘
Total: 3
4) Remote

control: Set up the maximum bandwidth and connection time to allocate and control the

bandwidth of the network where the NVR is located and select the authorized cameras for
remote listen if needed

Privileges Authorized cameras Remote access schedule Remote control 4 b

v Enable bandwidth limiter Maxirmurm bandwidth: 30 KbfSec.

Iv Connection time lirmit: 12j i,

Authorize remote listen: “— 01 Front Gate j

Save | @ Delete | % Find | ﬂ Exit

Username |
€8 abc
€8 root
@ |shirley |

Total: 3
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® Please follow the steps below to modify the supervisor’s name and password:
Step 1. Type new supervisor name and password.
Step 2. Press “Select all” (only for supervisor) for the privileges.
Step 3. Click “Save” to add the user to the list.

/ Please remember to remove the default supervisor “root.” Otherwise, there will be two
supervisors.
® Set privilege for additional users
Step 1. Type username and password.
Step 2. Select privileges.
Step 3. Click the “Authorized cameras” field to select the cameras for remote live view. The user
can click “ _**_|” to fix all cameras and click « ﬂ to remove all cameras.
Step 4. Click the “Remote access schedule” field to set up the connection schedule if required.
Step 5. Click “Remote control” to set up maximum bandwidth and connection time limit, and select
cameras for remote listen if required.

Step 6. To create other users, please repeat Step 1 to Step 5.

Step 7. Click « B & | to search the username which has Search for: M Go top

|shir|ey

been created. Type the username from the “Search

Search in colurnn:

for” field and check “Go Top” if the user wants to |Ussrnams |
explore the list from the beginning of the username = e
list.

// 1. If the supervisor’s password or username is lost, Witness ASE/HS/RD series must reinstall. All

previous settings will fail. However, saved videos will not erase.

2. Password must consist of 0-9 and a-z or A-Z.

3. The password is case-sensitive. (PaSsWoRd is not the same as password)

4. Please remember to click « ” after set up from each field.

® Remove/modify user privileges: Select the user in the username list. Click “Delete” to remove
the user or double-click on the username to modify user privileges.
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7-9. Application logs
Click the @ > icon to check the system logs by the date and different events types.

Apphcation logs

IEvent day:  [2020/03/25 -I | savelogs | |[x] Clearlogs

ILoggmg infout [ Detected motion | Widealoss | Inteligert detection | Licerseplate | Facerecognition | Remote access | I—ﬁ—» Event types

Date/Time =~ | Event | Device

2020/03/25 17:35:37 Detected motion 2MIPA

2020/03f25 17:39:27 Triggered sensor IPCaml6 Input

2020/03/25 17:35:46 Triggered sensor(Stop) IPCami6 Input

2020/0325 17:35:56 Detected motion(Stop) 2MIPA I .

2020/03/25 17:51.00 Detected moton ETe Log list
Totak 16 —— 0 ezPlayhack ‘9 ezlanPlayback

® Function Description of application logs:

Save log button: Save the log list as a txt or Xls format file.

Clear log button: Clear current log list.

Exit: Exit this interface.

Event types: Users can easily click each field to find a specific event’s log list.

1.) Logging in/out: Show the status of the user’s login and log out.

2.) Detected motion: Show the status saw motion if the user enabled “Motion triggered recording”
(Camera configuration - Recording = Schedule setup). The user can double click the event to
view the recording video of motion-triggered.

3.) Video loss: Show the status of the video signals.

4.) Intelligent detection: Show the trigger event which comes from i-View’s smart video analytics’
camera.

5.) License Plate: Show the black/white list trigger event of LPR.

6.) Face recognition: Show the black/white list trigger event of Face recognition.

7.) Remote access: Show the status of the remote connection.

8.) Storage devices: Show the status of the health condition of HDD.

9.) Trigger relays output: Show the status of relays if any event is triggered. If the user sets up the
recording schedule when relays are activated, the user can double click the event to view the
video.
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10.) Access controller: Show access status and information.

11.) Operation: Show the record of operation modification.

12.) System: Show the status of the Witness Pro program.

13.) ezPlayback: Select the event and then click this icon to play the video clips from the event

point timing.

14.) ezL ANPlayback: Select the event and then click this icon to play the video clips from the

event point timing and search the other cameras or schedule video files.

Search logs: Search the records via time, date, log type, or type the keywords of events and devices

for search.

1.) Click the ““ Search Log ” section to search the logs.

2.) Select the duration time to search for the logs.

3.) Select the “Log type” item from the drop-down menu.

4.) Type any keywords in the “event” and “device” fields for a quick search.

5.) Click “Save” if you would like to save the searched logs as a txt or Xls format file.

6.) Click “Exit” to leave the search logs window.

Search logs

g = . = To: = . =

From [prz0fo1i27 = foo o0 = EENEY N R
Log type: IDetected niotion j (St IA" j
(e I j & Search ‘ Save ‘

DatefTime = | Event | Device/Operation | =

2020/02/26 17:24:29 Detected mation Carmera 10

2020/02426 17:25:25 Detected motioniStop) Camera 10

2020/02/26 17:35:37

Detected motion

Carnera 10 1

2020/02/27 15:40:47
2020/02/27 15:40:52

2020/02/27 15:41:25
DAPNINDI27 15:41:34

Detected motioniStop)
Detected motion
Detected motion(Stop)

Matartad rnatinn

Total: 543

Camera 10
Camera 10
Camera 10

Carnara 10

o ezl ayhack |§ ezLanPlayback
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7-10.Peripherals setup
Click the

choose to set the output and

icon to set up I/O configuration and parameters from “Peripherals setup”.

input of the peripheral devices
according to the actual needs. —
:' < Relay output setup

The NVR supports the 1/0

trigger function via built-in the
NC-3212USB control card
(Option), and the alarm
output/input of the camera.

You need to set up the

Relay autput control

Sensar input setup

parameters for the 1/0 devices trigger function.

@ Section 1: Relay output setup

to "no delay." Otherwise, the switching time will produce an error between the NVR and the

If the relay output is Normal close (NC), the switching mode should set up NO>NC.

<>
the event is triggered.
<>
camera.
<>
<>

Select the device from the drop window, then enter a device name and set up a brief time when

If the trigger device is the relay output of the camera, please set the relay output of a short time

If the relay output is Normal open (NO), the switching mode should be set up NC>NO.

The short time set up to 0, the trigger state is maintained, not switch.

Relay output setup

Device: IIPCale Output

=

Transient timefLint: 100 ms)

1 | FRONT WINDOW
2
3
4

no-»nc v | [ 100 =

M - = MO
MO - NC

0 save

?( Cancel

171




®Section 2 1 Relay output control
< Select the device and allow switch the relay on/off state manually. If the "Pulse” mode appears

only, the short switching time setup to 0.

Relay output control x|

Device: |1PCamO1 Output |

FRONT WINDOW gl T il ) Pulse

® Section 3 : Sensor input setup
< Choose the device and named, then choose the NC or NO from the Type drop window.
< Check " Enable sensor" and then set up the activate schedule.
< Set up the relay output and multiple notification methods when the sensor is triggered.

For the detail setting process, please refer to the previous chapter.
e Sensor input setup

<=

Sensor input setup

Actions to take when triggered

IIPCale Input j T INO j ™ Enable pop up video IS‘__EII |2MIPA j
Lacation:
I A ! Pop up video setup
[V Enable sensor f-(:‘j Schedule setup " Enable recording q" Select cameras

- L

—Tri | Eput
e ({5 i ™ Enable snapshat @ Select cameras
I~ | Relay o1
I™ | Relay 0z ™ Enable alarm siren @ Sound File setup
Device's relay output

I™Relay 03 ™ Enable notification DD Motification setup
Post recording: I 3‘ [~ shift PTZ position { Pasition setup

30— Sec. ==

I~ | Enatle announcement {1 Alarm 2ones sekiup

7 Save ‘ Copy ‘ x Cancel ‘
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7-11. Stop alarm siren
Click @ > icon to stop the alarm and adjust the audio volume or check ol [l
“Mute.”

™ Mute

Faid HDDs status
” icon to set up storage from “Storage configuration setup” will show the diagram as

7-12. Storage configuratio
Click

below then “Storage configuration setup” to set up the storage parameters.

Sorage carfiguration

s, Storage devioss setup |
i

n:l Rerew ditabase |

Recordng setup

[ Record v video feeds to berd sk e

Sloaage devices senp o Lamera setup | Hoticslor slp
Fraquency of auto-save every: = min,
B Lt recorping davs(Riass on sslsced camerss)
¥amp saver wren oips farna mave [ ap =
W Sava ?( Cancal — thar: \3 [ o
Strrage Eanfigurstion — e

R r—— | Hoeaho soi |

2 PTZ-adIPs
2 Cemmall

Sarage coeligantion
Camza 14

Low Siungs devices smun Canemincshin Moblcstion setup
w dsk aca
) Buimre b b ] ol
Slartl Lo erasz when Fee spae
EERE | o e
I~ Etep o renne when fes quzna w6 than B oe Q) wermau

SPHE S ER FOME | o) MR

I Enabi nef st Qg» Ntk sebp
I™ Uit recarcing daysiBass on sattng HOOs|
r i
Kass saved vk s oz woe | 20 =) Das 1 -
thert - b
Troge pedegm it
r
f Deveien's raley otpt
I ke
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7-12-1.Storage devices setup
Storage devices setup: Generally speaking, C: \ hard disk is the storage Operation System. The
system will not check this hard disk for recording automatically; unless the NVR has only one C: \
hard disk. Get information about the usage and remaining capacity of each hard disk in this dialog
box.
By default, all cameras record all hard disks except C: \; in general, C: \ is the storage system disk.
The system will not automatically check this hard disk for recording; unless the recorder has only
one C: \ hard disk.
The NVR system allows a specific camera(s) to record to a specified hard disk. The operation
method is as follows:
1. Double-click No. 1 and select the hard disk to remain at No. 1.
2.Double-click No. 2 and select the camera number to be recorded on this hard disk.
3.Enter the value (It recommends to set the capacity to 3%-5% of the total hard disk capacity in the
number) on the "Start to erase when free space less than" field, and also set up the value of
""Space to erase at once" (Recommend is 3000M). When the hard disk space is lower than the
input value, the system will automatically delete the oldest video file. The delete hard disk size
each time will be the same as the setting value of the "Space to erase at once."
4.Press the "Save" button to complete the setting.
5.Repeat steps 2-4 to add another batch of specific cameras to record to another designated hard
disk.
6.To cancel the recording of a specific camera with the specified hard disk, double-click the
number 1, select the hard disk to remain at No 1, and then press the "Save" button to finish
modifying the settings of the specified hard disk.
> Start to erase when free space less than It starts to erase the oldest video files to get the free
space on the hard disk when only a certain amount of space leaves on your hard disk. The oldest
files erase first.
a.) Space to erase at once: This specifies the amount of disk space to erase when the above limit
reaches. The oldest files erase first. For example, if you type 1200 MB, the system will erase
1200MB when the limit reach.
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/ Please set up about 3~5% free space before starting to erase the file and delete the file about 30G

per time when HDD less the setting volume of room for the AnyNet-3208 (6416/6424) NVR.

b.) Limited recording day(s): The system will delete the oldest video clips when the recorded
videos are over the set period. However, this function will be invalid if the recordable capacity of
the hard disk space is lower than the “Keep recording days” setting.
Camera setup:
Limited recording day (Base on selected camera(s):
This configuration will allow users to set up the camera(s) to short recording days. To enable this
feature, choose a specified camera (checked), and choose the limited days to keep these video clips.
o Notification setup: This configuration will allow users to set up notifications when the HDD
failed. The notify process same as the previous description of the Motion detection chapter.  For
the detailed setting, please refer to the last chapter.
® Renew database: Click “Renew database” to detect new storage devices and rebuild the
NVR/NVR system database. This button must click after an HDD drive is removed or added to
your system. Otherwise, the program may not find playback video files. After clicking “OK,” the

system will restart the application.

/ “Would you please perform this function if you find the playback function work abnormal?

Running this function will re-index the Database of video clips.

Storage configuration

‘ |Raid HODs status |

7-12-2.Raid HDDs status

® Raid HDDs status:
This field will show on the screen when the NVR had installed on the Raid card. Click the “Raid

HDDs status “ field to show the diagram widows below for checking the Raid HDD status and
setting Raid card parameters.
Setup the RAID parameters:
1. Please click @ icon on the screen of the System control panel or the “Advance “ field (You
will see the diagram below) to set up the parameters when installing new hard disks, replace
faiure HDD or adjust the RAID parameters.  Please follow up the process as below, and then
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enter the User name /Password: admin/ (Password is space) to login for the RAID parameters

setting.

AL Faig HDDs stetus
/LST MegaRATD 5AS 02608

ppoy RAID Level(d) 1304 G

o 02

No 03

FET R SR TN
koL | WDWCAWETZSIPI? G

HE
ONLINE
ONLINE

Dk o WO-WOAWITTSELEE
oekms | WO-WCCHFHL1E72E
Dk 4. WD-WCAWIT7AZ20S

ONLINE

Lk os WO-WOAWSTT40157 ONLINE
Dikos: | WD-WCAWSSAES03 L
Uz Configure Host to configure the hosts that you want 1 v,
| LDAFLogii @
1P Address 127001 DiscoverHost | | Stop Dicovery Configus Hott.
Remote servers:
Host 1P ﬁldna Opershing Syskem Health
[EnbeddedFC 127001 | |Windows 7 |© Optimal
. [
Sexver : 127001
Use your Operating System’s Jogin username @
and password to login the MSM server
pts
Password:
Login Mode: Full Access -

(Lo ] [ Comel

2. If you want to change the password, please click the “Configure Host “field; then, you can set
up the new password and password.

3. The system will enable alarm sound and pop up the error message automatically when the HDD
defect and the Event log table show the defect HDD number. You can change a new HDD,
and the system will auto rebuild this new HDD automatically.

4. For more detailed information, you can click the *“ On-line help “ icon.

5. Click the *“ Save system setting *“ icon to finish the Raid HDD setting.

/) The HDD size should be the same as the existed HDD when you replace the Raid’s HDD;

otherwise, it may cause an error.
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IPublic address configuration

7'13. PUbliC address Configuratlor@‘ Disable schedule announcement

Instant announcement

This function combines CCTV and public address functions. It equips with schedule/ Individual /
Group broadcast and playback background music, which can integrate with the fire alarm system. It also
can visually broadcast and monitoring the video through the Internet from anywhere at any time. The
ability of remote visual broadcasting makes a wide variety of applications for different environments.
» Public address configuration: (Optional)

Click the @” icon to set up the detail configuration from “Public address configuration.”

< Zone: Click the “Zone” field to show the diagram below; follow up the process to set up the

announcement zones.
Public address configuration =)
Group Emergency Telephore Schedule Audio source 4 b
No: 080M#0Zonel
Name: Zone01
Type: & [Homn -
Drection: [ =]
Associated with: No Name
%01 131
V%02 128
1%koz 123
(%04 113
(%05 131
[(1%06 100

@ save | Detect J

Zone | Name | -
= 080M%0

Zonel Zone01

Zone2 Zone02

Zone3 Zone03 8

Zoned ZoneD4

ZoneS Zone05

Zone6 Zone06

Zone7 Zone07

Zone8 Zone08 x

Step 1. Click the “Detect” icon to check the entire public address servers connected to the NVR.
Step 2. Double click the “Zone” number from the listed table to set up the announcement zone.
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Step 3. Enter the location or name for the announcement zone.
Step 4. Choice the type and install the direction of the Speaker.
Step 5. Select the cameras which are associated with this alarm zone.

Step 6. Click the “Save” icon to finish and exit the setting.

» Group: Click the “Group” field to show the diagram below; follow up the process to set up the

announcement groups.
"Public address configuration
Zone Emergency Telephone Schedule Avdio source 4 b
No: 01

Name: Group01
Memo:

Zone | Name |« | No Name
E 080M=0 & | 080M#0_Zonel Zone01
[ Zonel ZoneO1 = 080M#0_Zone2 Zoneo2
i Zone2; | Zohe02 =| | = | 080M#0_Zone3 Zone03
[¥]1Zone3  Zone03
[1Zoned  Zone0d
[F]1ZoneS  Zone0S
[[]1Zone6  Zone06
| Zone7  Zone07
[F] 0405#1... Zone0d
'] 040S#1... Zone10
[] 0405#1... Zone1l s
Save I B Fnd |
(No_» Name Memo [ -
Fn Group01 ] E
R0 Group02 )
Fo Group03
@ 04 Group04
Ros Group05
Fos Group06
Ko Group07
Ros Group08 ~

Step 1. Double click the “Group” number from the listed table to set up the announcement group.
Step 2. Enter the location or name for the announcement group.
Step 3. Select the zones which will associate with this alarm group.
Step 4. Click the “Save” icon to finish and exit the setting.
» Emergency & Telephone: Click the “Emergency” or “Telephone” field to show the diagram below.
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Please follow up on the process to set up the public address area when using the Emergency” or

“Telephone” announcement.

Public address configuration (=3
Zone | Group I Emergem:yl Telephone I Schedule Audio source 4 b
Please select |
Select all I Clear all I Save |

Zone | Name -

=- [7] 080M#0
[¥] Zonel Zone01
[¥] Zone2 Zone02
[¥] Zone3 Zone03
[¥] Zoned Zone04
[¥] Zone5 Zone05
[¥] Zoneb Zone06
[V] Zone7 Zone07 £

[] 040S#1 Zonel Zone09
[[]040S#1 Zone2  ZonelO
[] 040S#1 Zone3 Zonell
[[]040S#1 Zone4  Zonel2
[] 040S#2 Zonel  Zonel3
[] 040S#2_Zone2 Zoneld
[] 040S#2_Zone3 Zonel5
[] 040S#2_Zone4d Zonel6

Step 1. Click and select the zones from the list table for emergency or telephone announcements.
For both hardware configurations, please refer to the PAC-080M installation menu.

Step 2. Click the “Save™ icon to finish and exit the setting.

» Schedule: Click the “Schedule” field to show the diagram below. You can set up the schedule for
announcement or playback background music (BGM) from this section. Would you please follow
up on the process to set up the plan?

Step 1. Choose the schedule by Daily, Weekly, or Special during the “Type” field from the
drop-down menu.
Step 2. Enter the “Start time” and “End time” for play announcement files.
Step 3. Choice the weekly date if you choose the “Weekly”” mode and select ““Start date” and “End
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date” when you choose the “Special during” mode.

Step 4. ChoOse the “Count” or “During” mode from the drop menu of the “Play with” field.

Count: Choice the “Count” mode. The sound file will stop playback after three times if the

setting count number is “3”.

During: Choice the “During” mode, the sound file will playback from “Start time” to

“Endtime.”

Step 5. Adjust the sound volume and enable chime sound function if it is needed.

Step 6. Browse the sound files from existing files or record sound files by user, select interval period,

and click the “Add” icon to save announcement files.
Step 7. Select the announcement zones and groups.

Step 8. Click the “Save” icon to finish and exit the setting.

Plays chime sound

jbefore alarm voice
‘ Record/Play alarm
\ sound file

bA
Browse /Select the

existed sound file

A
List selected alarm

sound files

List selected zones

and groups

"Public address configuration @
Select SChedUIe by Zore  Growp  Emergency  Telsphone @ Avdio source 4
daily, weekly or €——{vee:  |wesky 7] ek cme st |
. X Sartume:  |1g: 30 -+ -
special during it b )
Weekly: v Saturday j [ |§
. Start date: 11/ 15 3 o . =
Play with count or 15 =] | mtenat 0=  second(s)
. — PP Toou o B A | B oekte |
durlng mOde Count: ﬁ (1-999) Interval
End time: ﬁ C:\Program Files\Wkness NV... 1 Sec. r
. . C:\Program Files\Wkness NV... 3 Sec.
Adjust alarm voice e - -~ ] \
|
volume Enable announcement zones
Wﬂ Zone/Group no Name
= = = goz Group02
» 03 Group03
Select announcement O P Ros Group05
Ro Group02 - B
b d B0 Group0s | 080M70_Zonel Zone01
area oy zone an O B & | 080M#0_Zone2 Zone02
Ros GlouL-US & | 080M#0_Zone3 Zone03
group 100 - R ~ |= 080M#0_Zones Zone05
@ Save ‘_—ﬂ Delete
List selected Type Plag wih Setwo -
(B Daty Count 15:25 =
schedule < < [Weeky Count 1830(7,34,6.] m
¢ Specil duration Duration 08:00[2011/11/13]

» Audio source: Click “Audio source” field will show the diagram as below.
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chime sound file, the audio input and output source, and voice format from this section.

TPublic address configuration e

Zone Group  Emergency Telephone Schedule 4 b
Chine siind fles Record/Play chime sound file

| C:\Program Files\Witness NVR32 Pro\warn02.wav @—} Browse/select existed sound file

Choice audio input

Audio Input from:

source l ‘System default _:J

Speak voice format:

Select the voice — €—

[44.1 kiz, stereo, 16-bit |
format for speak out
Choice audio output || =~ |Audio output from:
source < |SYstem defauk L}
Save and exit the ——{ 7 save
setting

» Enable/ Disable schedule announcement:
Click the « @ > icon to enable the schedule of an announcement from the “Enable/Disable

schedule announcement” field; click the area again to disable this function.

» Instant announcement: Click the « @ ” icon to set up the detail configuration from the “Instant
announcement” field. Click this field to show the below diagram.  Would you mind following up on the
process to set up the parameters of the instant announcement?

Step 1. Choice the voice source of the instant announcement via the “Microphone” or “Sound file.”
If you want to play voice via a sound file, you can choose existing sound files or make a
sound file.  Select the number from the “Count” field if you want to play the sound files
more than once.  Also, choose the interval period between 2 sound files from the “Interval”
field.

Step 2. Choice the “Zone” or “Group” where you want to announce to these areas

Step 3. Enable the chime sound function and adjust the voice volume if it is necessary when tell.
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Step 4. Click the “Start” icon to start the announcement and click “Stop” to finish the instant

statement.

Select “Microphone” or “Sound file” to

make an announcement Record/Play alarm sound file

Set up repeat times for the

Instarft announcement ==

selected sound files

Microphone Y Sound file

1 ound file: PO @
Set up the duration ; D[e] .| Browse /Select the

|| Files\Witness NVR32 Pro\warn02.wav E

between the selected sound — B2 .09 existed sound file

‘\Interval: 2= Ssecond(s)

files.

Click “Start” to make

Plays chime sound before b st
) spscvoume - ] ® an announcement and
alarm voice Enable announcement zones « . -
Adjust alarm \/oice = yGrDup Zone/Group no Mame StOp to flnlsh an
o Group01
volume ﬁm \zleenm | @ Group02 announcement.
Select announcement (APlr sowne ?:E;”M‘”-Z”““ - List selected
<« g ﬁj zmupﬁj = [08O0M#0_Zonez  Zonel2 Ly Ist selected zones
area by zone and o oo i and groups
group
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7-14. Control Panel 6 e &

B Set up the display time clock for ZGRRIEE ST e

NVR 7 [ [
_ _ O B &
W Select different display mode for = -

viewing all connected cameras.
M Enable screen rotation for

W Switch to next camera or split
Live video

screen

W The channel selection buttons present
“live viewing without recording” with
black color, “Stand by for scheduled
recording” with blue color, and “live
viewing with recording” with red
color.

B OSD/Preset/Scan/2-point function
control buttons. B Right click the “black button”
and select a PTZ camera. If the

W Hide the tool bar; click again will PTZ camera has been selected,

go back the icon. the camera number will be

shown on the black circle. Click

M Click to adjust the parameters for
“Arrows” to move the PTZ

“Focus”, “Zoom”, and “IRIS”

. (i
H Click to set up 1/O sensor.

-
M Click to show the NVR information on the e-Map. If it supports dual monitor, the e-Map will be

shown on the secondary monitor automatically.
to show “Video display control” window and control the Live video display. The detail

B Click

operation is shown as below:
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Yideo display control

X

Select output screen 4 ouput
put: EE
1 2 IS
Press “Prev.” or | =
3 4
“Next” to show =
previous or next split
i A Frev. Mext Clear pop up video T E
video. Click the sNalalalaslaslzle
number to show the g |10 | 11 |12 |13 |14 |15 | 18 EEEE
dl
single live video. 17 | 18 [ 19 | 20 | 2 | 22 | 23 | 24 R
25 26 27 28 29 30 31 32

Click to clear the red frame of video

which camera is triggered via event. <

Select video split

way to show on
1, way

the screen

Click to enable the

" rotation schedule

B -~

Operate i-View’s IP PTZ camera

Follow up the process as below to operate the i-View’s IP

PTZ camera:

1. Select the camera, which is an IP PTZ camera and choose
the “PTZ IP Camera” model from the drop bar of “Type,”
then select “IP PTZ camera” from the PTZ camera model
section.

2. Move the Mouse g icon and then click the left
button to choose the IP PTZ camera number, and the
camera number will be shown on the black circle when
the PTZ camera is selected.

3. Click the “Arrows” icon to move the Pan/Tilt direction
and click the m (Zoom) icon or (Focus) icon or
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General | Recording

Viden loss POS/Aceess comtroller 4 B

Location: [

L= [

View direction: ‘

Options

[ Display name
[¥ Display date

I
r

~NONE -

PTZ IP camera ij
]

Shown on Color & Position

- NONE - =
Date format Top left

yy-mm-dd

PTZ camera model

FTZ ID address:

K=

e |

Audio

|-

I [1e P72 camera

]

i Capy
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IRIS) icon to control the PTZ camera viewing position.

4. Click icon to set up the Preset position. Click “1-8” or “9-16” or “17-24” or “25-32” to select
the more preset locations, the total 32 preset locations.  You can click the “Arrow” & *“ Zoom in /out
“keys to change the PTZ camera position and focus of the camera where you would like to set up for
the preset position.  Click the “Set” icon to save the present location.  You can click the “ Del “ icon
to cancel the preset; click the “ Goto” icon; the PTZ camera will move the preset, which has been

saved on the preset number.

Set up preset positions ‘ ﬂJ

No/Location
/1—3\(9-15>/ 17-24Y25-32
1 | Goto || Set || Del

2 [oesc (Goto] set | oel |
3 |Testing table @ﬂﬂ
< (coto st | e |
5 | (soto| set | oel |
< | (Goto] set | oel |
7] (Goto st | e |

8 coto | set | e | Move the arrow key and zoom key

j Zoom (+) to move the camera position, then
<] = [ i |
J Zoom (-) ~a click “Set the  key for save.

Entry the Preset name, then click
W oK

OK to save all the setting

=
Click icon to set up motor pan/tilt speed; move the navigation bar to adjust the speed of “PAN,”
“TILT,”and “TILT” for the PTZ camera. Please refer to the above photo.

Set up motor speed

Slow Fast
PAN: [aT [e] Ir]
TILT: [aT [e] Ir]
Z00M: [T ]

X oo

e ——..




5. Click icon to set up setup swivel process. The “Fig A” diagram for “FastCam 111 (V3)”,
FDMO-D1IP, and FDPI-D1IP only. The different PTZ cameras will have different Graphic User

Interface (GUI). Please refer to the PTZ camera user’s manual for detailed information.

Enable OSD

and move the

arrow key and Open/Close

Click this icon to start Preset tour scan;

to adjust the parameters of
A there are 8 preset tours.
OSD.
FigB A
Set up pfeset sacn [é]
Group tour gcan
05D
Run
= - Auto scan
. l _Click this icon to enable 2 point
v un >
z Z(- .
ﬂ ﬂ scan; support 8 scan setting
Open ‘ Close ‘ pattern

Enable/Disable . .

_ WL o ==aer | - Click this icon to enable Pattern
Auto tracking wi L R ] scan; support 4 Pattern scan
Enable Wiper on <€+— ner
Enable/Disable €-— IR LED |:5tup » Click this icon to stop the running
IRLEDon scan
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Chapter 8 Application Tools- ezTools

This chapter will discuss the NVR’s accessories programs and set up for each function.

ezTools

., | IP Camera video teamsfer - ezVideoTrans [ o |
% IE browser server - EzWebServer Open |

u Mobile browser server - EzMobileServer Open |
SEE; Remote control server - EzRServer Open |
1 | Awto-synchronized time - ExClock open |
Restart the computer schedule - EzReboot Open |
f’ﬁl HDD health checkup - EzHDDSmart open |
@ 2-way voice communication - EzSTalk Open |

o] | UPS wility - BUPSCheck Open |

8-1 1P Camera Video transfer - ezVideoTrans
This program suits the IP camera only; it is an alone program that allows the remote user to access the

IP cameras from

We strongly recommend enabling this program when you use more than 32 IP cameras on an NVR and

the small site.  Using this program will not occupy the NVR program capability.

want to remote access these IP cameras.

v Run ezvideoTrans when windows starts

I\f’ideu server port: | 1001' Default

Wideo server2 port:

¥ Log messages

wideo server3 port:

[ o
o
video server4 port: I—D
[ o
o

Wideo serverS port:

VWideo servert port:

RTSP protocol: INVR(Defau\t) ,I

[~ Enable P2P

P2P code: I urnkshikuskos
S gave x Cancel

IA Setup ”o Start ‘O Stop

2020/03/26 17:03:26 [Service start]
20200326 17:03:26 [Mobile Server start]

<r| Minimize

o] e ‘

Clear log



The function of the ezVideoTrans program description is as below:

»  Click the “ezVideoTrans program,” and then click the “‘Setup” icon for the parameter’s setup.
The default port number is 1001, and you can choose the UTP or RTP of the RTSP transmission
protocol. You can open more Video server ports (Maximum is 6) for video transmission if large
video channels need to transfer to the remote sites. It will reduce the “ezVideoTrans” program
loading. Please enter the “P2P” code for the P2P App service; you can buy the P2P code from
your local dealer. As for the App, please download the MKVision App from Google Play or App
Store. The default port number of the P2P App is 5800.

» Check the “Log message “ that will show the current connection information of remote access.

»  Click the “Start” icon to enable the ezVideoTrans program function.  Click the “Stop” icon to
disable it.

» Click the “Minimize” icon to save the program icon on the Windows tray.

» Click the “Exit” icon to close the program.
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8-2 IE Browse Server - EzZWebServer ?
This program allows remote access to the NVR via INTERNET EXPLORER Browser. Would you

please follow up on the process to set up the parameters? The NVR should have the static IP address or
DDNS or ID code when you want to remote access this NVR.
» Setup in NVR:
Step 1. Click “ezZWebserver” from the “ezTools”.
Step 2. Check the “Enable autorun system” to autorun the ez\WebServer when starting the
Witness Pro system every time.
Step 3. Click the “Set up ezZWebServer” and fill out the NVR’s IP address for the “Web IP

address” section. For detail about the static IP address, please contact your ISP provider.

EzWebServer Set up EzWebServer

Run EzehServer when Root directary:
WV
windows starts

weh IP address: | 192.168.1.146

Listen port: I a0 Default

@ Setup ExwWehServer i OK ‘@)ﬂebﬁle‘ x_ Qancel‘
d o wf e ‘

i

Step 4. Click the “Web File”, fill out the information in
emo_him

each section of the “Demo.htm” interface, and

Connection type: & |P Addresst ID Code

click “Generator to complete the settings. DR IP Aduress: [F Tz TR T
“Demo.htm” Setup interface section: D Grer r

FPort number: 10071 Default

v Auto connection

Username:  |shirley

B Connection Type: Select the “IP Address” or the “ID

Code (For Dynamic IP address connection)” for the

Password: s
connection.
B NVR IP Address: Type the NVR IP address if “IP O saaioroos @@ ek
Address” selects the connection type. DRversion: (¢ 4. T 3x

B D Code: Type the ID code if “ID Code” select for the o generatar )

connection type.
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B Port number: Type the port number for remote connection

7

/y/

2. Please make sure the setting connection port is not used by the PC program commonly, or the

link may have collided with other PC application programs.

B Auto connection: Check “Auto connection” and type “Username” and “Password” for automatic

B Add site book: Save the e ! o EEETIT |
’ Connection tpe: & 1P Address " ID Code
connection information to this DNS/IPAgdress: [59124166135 | ipcode [
. . @craPiport. | 1001 Defaut
NVR in the site book. The users
L Add :| Delet E
can select the NVR from the B o | A ea
No Site name Connection type | IP Address f1D Code
“Site Menu” list for remote 1 DVRI-2404HS___IP Address 59.124.166135 1001
2 DVR2.240045  IP Address 50.124.166.135-1008
connection via the IE browser. 3 DVR3-5408A8E  IP Address 59.124.166.135-1085
4 DVR4-240045  IP Address 50124.166.135-1011
B NVR version: There are two 5 DVR5-3320RD IP Address 59.124.166.135:1048
6 DVRE-240045  IP Address 50.124.166.135:1026
versions of Witness Pro

currently. Select the correct version of the user’s Witness Pro for connection.

Remote client PC setup:

Step 1. Click IE Browse from the remote client’s PC. Type the IP address of the NVR Server.
Step 2. Please allow the ActiveX program to be installed on the PC when the ActiveX pop-up.
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Step 3. You can select the NV/R list from the “Site Menu” drop-down menu for remote connection.

€
Step 4. Click « 5@- ” icon from the left side control panel to connect the NVR Server and display the

“Connect to local site” interface.
Step 5. Create a name in “Site name,” type NVR IP address or ID code, (TCP/IP) port number, User

name, and Password, and click “Connect” to start the connection.

® Browser Viewing Tools Function Description:
Comnectto MR -
@ ‘ " IP address i ID code " Group no ‘ Dlsplay mOde

selections
i v Sa d
LAN card: [gycrem default = B S
¥ Reconnect
NVR name: |5 |5mgapore customel *
™ Record
IP address: [new@i-viewddns.com.tw
™ Listen
ID code: [g000806670 ¥ Select cameras
(TCP/IP)port: [ 1001 [ Full Screen

TEDIE I j r Video streaming from IP
Camera

Username: [roor l—_l

Low resolution hd . .
Password: [+*= SlteS RO’[atIon

uop hd

Infiate: || jye vigeo -
Image quality ) A
I E =
mage sze: [E | ce - - +  NVRsites selection W
Comprassion: lm Normal  60% B dI’Op menu button
@ HVR setup ‘ﬁ Group setup | @ Connect | |ﬂ Exit '|' . 9@ x

Disconnect the connection.

Remote NVR connection setup.
Enable audioand  4=— \ﬁ

control PTZ camera.

}uu
Switch the channels in full

On line Hel
size display mode.

See the detail operation

from on line help menu.
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8-3 RemoteApp & Desktop Connections control server — EzZRServe

The function of the ezRserver accessory program and must work with the ezRClient program.?lé

The ezRserver program installs on the ParkHelper® Parking Management Server, which allows fully

operate the function of the ParkHelper® Server via the ezClient program (install on Windows base

PC) remotely for technical assistance or parameters configuration.

® Follow the steps below to set up the Remote control server and client.

ezRserver program on NVR site

Step 1. Click the ezRServer l%‘éicon from the main
screen of ParkHelper® Parking Management
Server.

Step 2. Check the Autorun ezRServer to run the
ezRserver program when the system starts
automatically.

Step 3. Step 3.Set up the TCP/IP port for remote
connection. (The default port is 1901)

Step 4. Enter the password in the Password field for

remote connection.

o utorun EzRserver
(TCPAP Port: | 1901
Proxy

server | Password: 2%

Setup password: [

Dizconnect all clierts ‘

Step 5. Enter the password in the Setup password field to protect the parameters of the ezRserver

program.

Step 6. Click the OK button to complete the setting.

> Disconnect all clients button: Press this button to disconnect all remote connections.

» Exit: Press this button to close the ezRserver program without save the setting.

» Proxy server: The Proxy server function will
help remote users access the server without
opening the Firewall.

Please follow the steps shown below to set up
the Proxy server function.
1. Click the Proxy server icon will pop up the
dialog window.
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[v Run EzProxyClient when windows starts:
[v &uto connect when EzProxyClient starts

Proxy Server DMS:

|59 124166133

Proxy Server Part:

1285 Dizconnect.

Connect ‘ |




2. Check the Run ezProxyClient when Windows starts option.

3. Check the Auto-connect when ezProxyClient starts option.

4. Enter the IP address in the Proxy Server DNS filed. The IP address must be math the IP
address of the PC which install the ezProxyClient program

5. Enter the port for connecting ezProxy Server. (The default port is 1288).

6. Click the Connect to connect ezProxy Server.

ezClient program on Remote Client PC site

Step 1. Enter the server name in the Site

- 15 . _ N
name field. c"%t Site name:  |FWiew

IP Address: |5§.‘121.1§§.1??

Step 2. Enter the IP address of the server.

Step 3. Enter the TCP/IP port to connect the (TCRIF) Port | 1901
Server. (The default port is 1901.) Passwerd: ™™
. . . ™ iew only (inputs ignored) Connect
Step 4. Enter the password in the field which

has set on the ezRServer.

Add | Copy | Remove | User setup | View logs Exit |
Step 5. Check the View only option, and this Site name P Address ~
. R ' 192.188.1.98 : 1801

remote client can view the server 192 1881 153 - 1958
192.168.1.175 : 1901
only. 192.168.1.109 : 1908
192.168.1.102 : 1902
Step 6. Click the Add button to save the £7.35.102.223 : 1501

Miami_2 14340115599 : 1901 e

connection |nf0rmat|0n. The new Save configuration | Lead configuration |

user information will on the widow
list.  Double click the selected server from the list of the Site name filed, the selected
server will be connected automatically.
Step 7. Press the Copy button to duplicate the selected item from the list.
Step 8. Press the Remove button to delete the selected item from the list.
Step 9. Press the Exit button to close the ezRclient program.
» Save configuration: Export the parameters of the ezRClient program.

» Load configuration: Reload the parameters of the ezRClient program.
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» User access setup:

Step 1. Enter the User name and Password for the

authorized user to set up the ezRclient program. Usamame: [3mirey

Step 2. Select the privileges for the authorized user.

Fhigea
W Add new ate

P—

ot [

¥ Remave exist e
[¥ Show RDNS
[¥ wiew oga

j

Deete | =

Step 3. Click the Save button to add the authorized user. o t—
Step 4. Click the Delete button to remove the selected Sove

user from the list.
Step 5. Click the Exit button to close the dialog

window.

» Application Logs:

Step 1. Click the Save logs button to save the
selected logs.

Step 2. Click the Clear logs button to delete the
selected logs.

Step 3. Click the Exit button” to close the

Application logs window.
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Application logs

[« | 20115E1H

EFip 27— SN~ 2= BT BHEH &)

2 9 10 1 1z
3 18 17 18 19

6
12
20

23 2 5 G 2

[+ | Save logs
LT
1 Clzar logs
7 &
14 1s Ext
21 22
28 28

L 7
2011/01/26 08:44:21
201101/26 09.04:01  shirley
2011/01/26 09:04:10  shirley
201101726 09:04:25  shirley
201101/26 09:16:33  chirley
201101726 09:20:38  shirley

Conpect to: I-View_mamual

Login
Comneet to: I-View_manual
Login
Login
Login




8-4 Two Way Audio — EzTalk

This chapter describes the operation process to set up the 2-Way audio function on the server site and

remote site.

g (AU ST i e IP address/D Code: |211.21.182.110
@ starts
© TCPRIP Port | 1701 TCPIIP Port: 1701

B prve
Password: ’*1*7 Password:

| Audio sample rate: 16K -

Communication: v Talk ¥ Listen

Yolume adjustment . :
Volume adjustment

L High Low High
Listen: 3| Talk 3
Vel { Listen: )
d o :ﬂ Exit ‘ o connedt ‘
Fig 4-8.1 Fig 4-8.2

Follow the steps below to set up 2-way audio communication:

On Server site

Step 1. Click the ezSTalk from ezTools.

Step 2. Check the Run ezSTalk when the Windows starts button automatically runs the ezSTalk
program when the user turns on the NVR.

Step 3. Click the ezSTalk from ezTools.

Step 4. Enter the TCP/IP port number for remote client connection. The default port is 1701.
Step 5. Set up the password in the Password field for remote client connection.
Step 6. Adjust the audio volume to the Listen and Talk field to suit your environment if needed.
On Remote Client platform site
Step 1. Run the ezCTalk program for remote audio connection.
Step 2. Enter the IP address, port, and password on which platform you want to remote audio

connection.
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Step 3.

Step 4.
Step 5.

Step 6.

Select the Audio sample rate.  The audio quality will be better with 16K but occupy higher
bandwidth. Oppositely, the 8K audio rate requests less bandwidth transmission, and the audio
quality will be usual.

Check the Talk or/and the Listen function in which you want to have the remote audio process.
Adjust the audio volume of the Listen and Talk slide bar to suit the environment application
when needed.

Press the Connect button to start the communication process.
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8-5 Schedule Reboot — EzReboot &)

It recommends rebooting the Server regularly (for example, once a week) to release the

temporary memory and restore the server to its optimal state.

— fun EzReboot when

_ Windows starts.

[~ Enable system resta
sthedule

System Restan Schedule Sefu)

i OK ‘ ﬂ Exit ‘

" Everyday

© Everyweek

& Bpecial period

Restart ime s j‘

I~ oy I Tuesday I Wednesday I~ Thureday

I Friday, I~ Saturdzy = Suriday

Start date 2006/08/22 B End date 2006/ 0822 B

o am £ oo LS

Settime [ setdate [
(T 11014 Evenyday
D 1714 Sunday,Tuesday, Saturday,

Would you please follow the steps to complete the schedule reboot setting from the ezReboot

application?

Step 1.Click on the ezReboot program on the main screen, the dialog window will show as the

above.

Step 2.Check the Run ezReboot when Windows starts option to autorun the application when

the system turns on.

Step 3.Check the Enable system restart schedule option to activate the present reboot scheduled.

Step 4.Press the System Restart Schedule Setup button to set up the system reboot schedule.

Step 5. Select the appropriate schedule timeframe by checking the Everyday, Weekly, or Special

period option, and then select the Restart time.

Step 6.Press the Add button, and the set schedule will be on the list.

Step 7.Press the Exit button to close the dialog window of the System Restart Schedule Setup.

Step 8.Repeat Step 1-4 to increase the new schedule.

Step 9.Press the OK button to complete the setting and enable the ezReboot program.
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8-6 Time Synchronization — EzClock @

Sometimes the Server’s clock time will be fast or late compared to the standard clock time after

running for a while. Would you please follow the steps to complete the auto synchronize the clock

time with a Standard time server from the ezClock program?

Step 1.

Step 2.

Step 3.

Step 4.
Step 5.

Check the Run ezClcok when Windows starts option. The ezClock program will
automatically run the ezClock program when the user turns on the platform.

Click the ezClock setup button, and then input your favorite Time Server’s DNS address or IP
address to synchronize the clock time with this Time server. Or simply keep the default
Standard Time Server as it is.

Enter the interval of synchronization time in the Synchronize Every field.

Click the Testing button to check the setting.

Click the OK button to complete the setup.

EzClock EzClock Setup

v Run EzClock when windows Time server(DNS):
(_T.\ starts
!IJ' Synchronize Every: 30 i‘i Min.

d ol cencel
<4

EzClock setup

Testing

Local time: 2011/01/26 10:12:40

Server time: 2011701726 10:12:47

o o [ﬂ Exit ‘
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8-7 HDD Healthy Monitoring - EzZHDDSmart Q@

What is SM.A.R.T.?

S.M.AR.T. (Self-Monitoring Analysis and Reporting Technology) interface between the BIOS and a
computer’s hard disk. It features the Enhanced Integrated Drive Electronics (EIDE) technology that
controls access to the hard drive. Suppose S.M.A.R.T is enabled when a computer is set. In that case,
the BIOS can receive analytical information from the hard drive and determine whether to send the user
a warning message about possible future failure of the hard drive.

SMART monitors a set of drive attributes, such as temperature, throughput performance, and the
number of hours the drive has powered. It compares these attributes to a corresponding setting of
thresholds.  If a point drops below its threshold, the hard disk is no longer considered fit for use and
should replace immediately. Not all features are available on all hard drives, however. It is the
responsibility of the drive manufacturer to include SMART support. Sometimes the Platform’s HDD
will crash or cannot read/write the data unexpectedly. Avoid problems are repeatedly happen; the
ezHDDSmart program will directly or indirectly detect the health status of hard disks and give
statistical information. It can provide the hard disk reliability and the failure prediction function and
send the user a warning message about possible future failure of the hard drive. ~Click the

ezHDDSmart icon will pop up the dialog window below.

&' EzHDDSmart

HDD information DD status

[FDOWDC WO B00RAIS B0PSE v | [Eme=ratus: 45 E(1120F)
DD Health Rate: 0% 0% >
Serial # WD-WCAPS1845195 7
1 4— ange_ruus! Failure predicted! Pleaze replace hard disk
Firmuware: 21.12M21 rmediately
[tz to- 8%

PowerON: 295,21 s ata-to-Host not match erars -38;

¥ Auta start Checkup interval: [1Howr v | W Autosave logs

¥ Pop-up message  wWaming level | angerous -| W Send e-mail L—H E-mail setup 3

4 < | wiewlog [#] Minmize | [ Ext |
L | Dﬁls resnom | Das | ETDUtE Hame |
ool 200 200 051 oo Raw Read Eror Rate ~
ooz 168 155 01 2E00 Spin Up Time
oo4 100 100 ooo 299 Start/Stop Count
ang 200 200 140 ano Reallocated Sector Count
5 a7 200 200 01 ano Seek Enmor Rate
an3 i) Juich| 000 7109 Power On Hours Count
oo 100 100 051 oog Spin-up Retw Count
11 100 100 051 oog Calibration Retry Count
omz 100 100 000 225 Power Cycle Caunt
184 oo o 097 180 D atato-Host not match enors
187 100 100 000 oog Reported Uncarectable Errars
188 100 o 000 18233508 Command Timeout
130 055 036 040 045 Airflove Temperature
~
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Function description of the HDD Healthy Monitoring:

Section 1:

» HDD Information: You can check the Hard disk drives installed on the platform in this field.

Section 2:

» HDD status: This section displayed the temperature and health rate of the selected hard disk drive.
As well as show the action command and error reasons here.

Section 3:

» Auto start: Check this option; the ezHDDSmart program will automatically launch when Windows
starts.

» Checkup interval: Select the interval period to check the hard disk drives.

» Auto-save logs: Check this option. The ezHDDSmart program will automatically save the attributed
factors of the HDD defect on the view log.

» Pop-up message: Check this option; the ezHDDSmart program will pop up an error message when a
failure happens.  There are two failure levels- the Dangerous and the Warning only mode.

Please respond to the error message in

Dangerous! Failure predicted! Please replace hard disk immedia...

the following manner: S WDCWD16004AIS 60PSAD . WD-WCAPS1845195
i/ Data-to-Host not match enors -98%

* Warning:
It highly recommends back up your

problematic hard disk regularly to help

r- Don't display this message
again

Show status

reduce data loss.

** Dangerous: Failure Predicted! Please replace your hard disk drive immediately, or at least disable
it in the Storage Devices Configuration within the platform and back up the data directly.

» Send e-mail: Check this option; the email notification will automatically send out when a failure is
triggered.

» E-mail setup: Enter the email address for HDD warring message notifications.
Please follow the steps below to set up email notification:

Step 1. Enter the receiver’s e-mail address in the Add new e-mail address field.

Step 2. Enter the data in both the SMTP server and Port fields.

Step 3. Enter the sender email address in the From address field.
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Step 4. Check the Authenticated login option, and then enter the Username and Password.

Step 5. Click the Add button to save the profile, E-mail setup X
and then the new information will show on E-mail st ddineie mailadiies
X | infor@i-view com.tw
the E-mail window. Selected an email from Outgoing mail server (SMTF) ssttings:
SMTP server: Port: (25)
the list window, and then click the Delete dns i-view com by 5
A From address:
button to remove the selected items. [<hitley @ view oom. b
. ¥ Authenticated logi
Step 6. Repeat Step 1- 6 to add another e-mail G0 Ca 28] vwome oot
profile. B St man ] | S
Step 7. Press the Send test e-mail button to test Testmadsentsucesstull (0 2 Sove | [PK__ Comeel

the setting emails.

Step 8. Click the Save button to complete the setting.

Section 4:

» View Log: View Log: Click this button to check the records of the HDD health status.
» Detail: Click this button and select the date to check the detailed status at that time.

» Minimize: Click this button to minimize the ezHDDSmart program.

» Save log: Click this button to export the records.

» Exit: Close this application program.

@ [&] Minmze | [~ Est |

’
['.i Dretail | ¢23/2003 j [ | Savelog ] ’ 4| Minimize ] ’x Exit ]
ate Time I HD Mo, | Health % | Status Lewvel I Ewent |
20030915 085020 Start monitoring
20090915 085140 End monitaring
20090915 085836 Start monitaring
20090915 085956 End rmonitaring
20090915 090122 Start monitoring
20090915 100655 End rmonitaring
20090918 141915 Start monitoring
20030922 112110 End rmonitaring
20030922 154545 Start monitoring
20030922 154E58 Erd ronitaring
20090923 154330 Start monitaring
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8-8 UPS utility -EzUPSCheck

The server integrates the UPS power management function. ~ This program allows setting the
actions to the Server platform when the power capacity of UPS lowers than the setting value to avoid

the abnormal shutdown.

m o i

Auto exit Witness Pro when -
v ; 30 %
v Enahble auta run system UPS poweris less than -

. ) Auto run Witness Pro program, when power
Utility Power Status: s fEET

Total UPE Runtime: Source: |C'\ngram FilesWitness 216( El
Battery Capacity:

Battery Status:

Comm Status: Fail. o oK ¥ conce
Port: COhtd

Start: Stop

N
Maodal; o swenn

Sun Mon Tue Wed Thu Fri Sat

39 IKE
Clearl
wl4 5 8 7 8 9 10 . S

40(11 12 13 14 15 168 17
% SEtUD EZUPSCheck 4218 19 20 21 22 23 24 Exit

43125 26 27 28 29 30 31
o .
@ Wiew [0y

44
Date / Tims [ Event
QK ﬂ Eilt 2008/10/02 17:5815  Enable EzUPSCheck Program.
2003/10/02 175615 Disable UPS Device,

2008/10/02 1510034 Exit E2UPSCheck program.
2009/10/0213:16:53  Enable E2UPSCheck Program,
2008/10/02 18:16:59  Disable UPS Device.

Jf

Event |

Please follow the steps below to set up the EzZUPSCheck program.

Step 1. Check the Enable auto run the system option. The EzZUPSCheck program will automatically
run when the user turns on the platform.

Step 2.  Check the UPS status. If the UPS well connects to the server platform, the status of UPS will
automatically show on the detailed connection information of the dialog window.

Step 3. Click the Set up ezUPSCheck button to set up the parameters of UPS.
Auto exit the ezParkM program when UPS power is less than:
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The system will autosave the running data and close the ezParkM program when the UPS power
is less than the set percentage.
Autorun Witness Pro program when power comes again: The system will auto-run the
assigned path's plan when the power comes back.
Step4. Clickthe| - | button to browse the assigned program to save in the Source field.
Step 5. Click the View logs button and select the date to check the records of the ezUPSCheck program.
Step 6. Click the OK button to complete the setting.

8-90n-Line Menu E%

Press this button to automatically open the online operation manual of the AnyNet®

Network Video Recorder from the IE browser.
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8-10 Other Applications

Single-file video playback — ezPlayback

This function is for the user to playback video clips in a fast and straightforward way. Click the
“Start” menu 2 “Programs” = Witness Pro, and click the “Single-File Video Playback —

ezPlayback” selection.

P o1 &F

| _2000-01-01 R 10:01:11 ~ s S

39990 - 5401%

BoEMNEER Qe GROARE

Click the Open file icon ) select the existed video clips to playback. The functions almost the

same as the ezL ANplayback, so you can refer to the previous description

. [@ E=Fingerkey —ioix]
Access Control — ezFingerKey — -

. . . = O | & o =
Whlle the NVR Integrates Wlth the Figerprirt Device Group — TimeZone Backup Deta @ "
fingerprint access controller, the user can o e s Tz o |

oom ) James-Lett SUper Admin. Sales Dep.
go to the path of the Windows “Start” o ey e

menu > “Programs” = Witness pro, K

and click the “Access Control —

ezFingerKey.” Please refer to the
fingerprint access controller user manual
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for detailed information about the fingerprint access controller installation, system configuration, and

function usage.
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